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1.
Introduction

Since both the ciphering and the integrity protection are UTRAN functions, the UE capabilities regarding ciphering and integrity protection shall not be sent to CN, but be sent to and handled within UTRAN. For RANAP, this means that the UE Classmark IE shall be removed from the SECURITY MODE COMMAND message, since this IE was intended to include the UE Capabilities regarding ciphering and integrity protection.

2. 
SECURITY MODE COMMAND

This message is sent by the CN to trigger the integrity and ciphering functions over the radio interface.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1


Integrity Protection Information
M

9.2.1.12
 Integrity information includes key(s) and permitted algorithms.







Encryption Information
O

9.2.1.13
 Encryption information includes key(s) and permitted algorithms.

3. 
Proposal

Remove the UE Classmark IE from the SECURITY MODE COMMAND message (see section 2 above) and remove section 9.2.1.14 from ref. 1, that describes the UE Classmark IE.

It must be confirmed with SA3 and RAN WG2, that the corresponding changes for ref. 2 and ref. 3 have been agreed in these fora. N1 shall also be informed since this means a change compared to earlier information sent to N1.
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