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1 Introduction

This contribution proposes a general mechanism for handling the criticality information (comprehension required etc.) in received messages. The intention is to define how to deal with the criticality information on a per Elementary Procedure (EP) class basis.

2 Discussion

2.1 General

RANAP presently has 3 classes of EPs, Class 1 (procedures with successful and/or unsuccessful outcome), Class 2 (procedures with successful), and Class 3 (procedures with successful and/or unsuccessful outcome reported by multiple responses). RNASP and NBAP presently have only Class 1 and Class 2 EPs with the same definitions as RANAP.

2.2 When does the Criticality Information Apply?

It is presently not clear when the criticality information applies, i.e. does it apply in the functional (procedure) context or only in the transfer syntax. In this contribution it is assumed that it applies to the functional (procedure) context. This means that an IE is not understood if:

1. The decoder does not understand the IE type and thus cannot decode the IE and derive its value.

2. The decoder is able to decode the IE and derive its value but the application does not know what the value represents, i.e. how to act functionally depending on the value. This is the case if the IE value belongs to an extended value rage for the IE.

The second case shall not be confused with the case where the receiver understands what the value represents but does not support this function.

From the above it is clear that the criticality information shall apply to the functional context and not only to the transfer syntax.

2.3 Setting the Criticality Information

There are basically two alternatives on how the Criticality Information can be set:

A. The Criticality Information may take any value for any message or IE.

B. The Criticality Information may only take the value “Reject IE” for Class 1 (or Class 3) procedures.

The alternative A is the most flexible of the alternatives but has the drawbacks that it may violate the definition of the Class 2 procedures. Since the Class 2 procedures are considered as always successful setting the Criticality Information to “Reject IE” implies that the procedure may under certain circumstances fail. 

Alternative B on the other hand is in line with the definition of Elementary Procedures.

2.4 Criticality Information Handling Reporting Alternatives

There are basically two alternatives on how the reporting in the cases when the Criticality Information is set to either “Ignore IE and Notify Sender” or “Reject IE”. The alternatives are:

1. The response messages of the procedures are utilised for the reporting as far as possible.

2. The response messages of the procedures are not utilised for the reporting or rejected or ignored IEs.

For Class 2 procedures the only possibility is to use a separate message (e.g. ERROR INDICATION) since the Class 2 procedures does not have any response messages.

Ignore IE and Notify Sender:

For Class 1 and Class 3 procedures there may be reporting of an ignored IE regardless of if the procedure outcome for the understood part of the initiating message is successful or unsuccessful. However, it may be a bit confusing for the receiver in case of the successful outcome of the procedure where the “semi-failure” situation also is reported (ignore IE and notify sender).

Reject IE:

For Class 1 and Class 3 procedures with unsuccessful outcome it is natural to use the message that reports the unsuccessful outcome also to report that the message is rejected due to a not understood IE (reject IE). It would be equally natural to use a separate message to report that an IE was not understood and the initiating message consequently being rejected.

For Class 1 and Class 3 procedures without unsuccessful outcome is not natural to use the message that reports the successful outcome also to report that the message is rejected due to a not understood IE (reject IE).

Separate message vs. Response messages in the procedures:

Using a separate message to report a rejected IE or an ignored IE would cause the requesting node to have to wait for up to three different messages for all Class 1 and Class 3 procedures. The receiving node may expect one or two of the messages. In the “Reject IE” case either a message reporting the outcome of the procedure or a message reporting the procedure failed due to a not understood IE may be received. In the “Ignore IE and Notify Sender” case both a message reporting the outcome of the procedure and a message reporting the procedure failed due to a not understood IE may be received. This adds a significant amount of complexity to the procedure. This is clearly a disadvantage for this alternative.

It is further more unclear how the linking between the “separate message“ and the procedure (the initiating message) shall be done.

2.5 Summary

From the above discussion it can be seen that the use of a separate message for the reporting of handling of the criticality information has a drawback in terms of added complexity to the procedure. It is thus more natural to use the response message of a Class 1 or Class 3 procedure to report on how the criticality information has been treated.

However, it is a bit illogical to report that the initiating message has been rejected using the message normally reporting a successful outcome. This situation can be avoided if the criticality information is not allowed to be set to “Reject IE” for procedures that does not have an unsuccessful outcome. This restriction fits well with the definition of such a procedure, i.e. no unsuccessful case exists.

3 Conclusion

The conclusion is that the reporting of “failures” due to an IE with its criticality information set to “Reject IE” or “Ignore IE and Notify Sender” not being understood is best done using the normal response messages of a procedure (alternative 1 in chapter 2.4 above), when ever possible. This under the assumptions that:

a) The criticality information shall not be set to “Reject IE” for any IE in the case of a Class 1 or Class 3 procedure without a message reporting the unsuccessful outcome of the procedure.

b) The criticality information shall not be set to “Reject IE” for any IE in the case of a Class 2 procedure.

c) The criticality information shall not be set to “Reject IE” for any IE in a response message of a Class 1 or Class 3 procedure.

The above gives the following allowed setting of the Criticality Information for the different elementary procedure classes:

Initiating Message:


Ignore IE
Ignore IE and Notify Sender
Reject IE

Class 1
X
X
X  (if message for unsuccessful outcome exist)

Class 2
X
X


Class 3
X
X
X  (if message for unsuccessful outcome exist)

Response Message:


Ignore IE
Ignore IE and Notify Sender
Reject IE

Class 1
X
X


Class 3
X
X


The above further more gives the following way of reporting the handling of the criticality information for not comprehended IEs for the different elementary procedure classes:

Initiating Message:


Ignore IE
Ignore IE and Notify Sender
Reject IE

Class 1
---
response message
response message

Class 2
---
Error Indication procedure


Class 3
---
response message
response message

Response Message:


Ignore IE
Ignore IE and Notify Sender

Class 1
---
Error Indication procedure

Class 3
---
Error Indication procedure

If a message is received and the Message Type IE (Procedure Code) with its criticality information set to “Reject IE” or “Ignore IE and Notify Sender” is not comprehended then the Error Reporting procedure shall be initiated.

Proposals

3.1 RANAP

1. It is proposed to add a new sub-chapter (4.1) in chapter 4 according to Annex A.
(Handling of Criticality Information.) [The Editor’s note is part of the proposal.]

3.2 RNSAP

1. It is proposed to add a new sub-chapter (4.1) and introduce two sub-chapter headings in chapter 4 according to Annex B.
(Handling of Criticality Information.) [The Editor’s note is part of the proposal.]

2. It is proposed to modify chapter 8.1 according to Annex B.
(Clarify the EP tables.)

3. It is proposed to modify chapter 9.1 according to Annex B.
(Rename ERROR REPORT message.)

4. It is proposed to modify chapter 10.2 according to Annex B.
(Rename the procedure and the message.)

3.3 NBAP

1. It is proposed to add a new sub-chapter (4.2) and introduce two sub-chapter headings in chapter 4 according to Annex C.
(Handling of Criticality Information.) [The Editor’s note is part of the proposal.]

2. It is proposed to modify chapter 8.1 according to Annex C.
(Clarify the EP tables.)

3. It is proposed to modify chapter 9.1 according to Annex C.
(Move the ERROR REPORT message to this chapter from chapter 10.).

4. It is proposed to modify chapter 9.1 according to Annex C.
(Move the “L3 Transparent Information” IE to this chapter from chapter 10.)

5. It is proposed to modify chapter 10 according to Annex C.
(Rename the procedure and the message. Move the message to chapter 9.1. Move the parameter to chapter 9.2.)


Annex A – RANAP

4
General 

[Editor's note: This chapter should describe requirements on  RANAP forward/backward compatibility, error handling principles, message coding principles etc.]

4.1
Criticality Information Handling
4.1.1 General

In the RANAP messages there is criticality information set for individual IEs and/or sequences of IEs. This criticality information instructs the receiver how to act when receiving an IE that is not comprehended. An IE shall be regarded as not comprehended if the receiving node either cannot decode the IE or does not comprehend the function represented by the IE value.
4.1.2 Setting the Criticality Information
The Criticality Information shall not be set to “Reject IE” for any IE in the case of:

· the initiating message of a Class 1 or Class 3 procedure without a message reporting the unsuccessful outcome of the procedure.

· the initiating message of a Class 2 procedure.

· a response message of a Class 1 or Class 3 procedure.

4.1.3 Handling of the Criticality Information at Reception
4.1.3.1 Procedure Code
The receiving node shall treat the different types of criticality information of the Procedure Code according to the following:

Reject IE:
If a message is received with a Procedure Code marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall reject the procedure using the Error Indication procedure.
[Editor’s note: The above paragraph neither refers to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall reject the procedure using the Error Indication procedure.”]

Ignore IE and Notify Sender:
If a message is received with a Procedure Code marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error Indication procedure.

[Editor’s note: The above paragraph neither refers to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error Indication procedure.”]

Ignore IE:

If a message is received with a Procedure Code marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall ignore the procedure.

[Editor’s note: The above paragraph refers neither to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall ignore the procedure.”]

4.1.3.1 IEs other than the Procedure Code

The receiving node shall treat the different types of criticality information of an IE other than the Procedure Code according to the following:

Reject IE:
If a message initiating a procedure is received containing one or more IEs marked with “Reject IE” which the receiving node does not comprehend; none of the functional requests of the message shall be executed. The receiving node shall reject the procedure and report the rejection of one or more IEs using the message normally used to report unsuccessful outcome of the procedure.
If a message initiating a procedure that does not have a message to report unsuccessful outcome is received containing one or more IEs marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall initiate local error handling.

[Editor’s note: The above paragraph relates to an abnormal case. It may be more appropriate to place it in a general chapter for “handling of abnormal cases” once such chapter exists.]
If a response message is received containing one or more IEs marked with “Reject IE, the receiving node shall initiate local error handling.
[Editor’s note: The above paragraph relates to an abnormal case. It may be more appropriate to place it in a general chapter for “handling of abnormal cases” once such chapter exists.]

Ignore IE and Notify Sender:

If a message initiating a procedure is received containing one or more IEs marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall continue with the procedure using the understood IEs and report that one or more IEs have been ignored in the response message of the procedure.

If a response message is received containing one or more IEs marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the IE and initiate the Error Indication procedure.

Ignore IE:

If a message initiating a procedure is received containing one or more IEs marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall continue with the procedure using the understood IEs.


Annex B – RNSAP

4 General 

[Editor´s note: This chapter should describe requirements on RNSAP forward/backward compatibility, error handling principles, message coding principles etc.]

4.1 Criticality Information Handling

4.1.1 General

In the RNSAP messages there is criticality information set for individual IEs and/or sequences of IEs. This criticality information instructs the receiver how to act when receiving an IE that is not comprehended. An IE shall be regarded as not comprehended if the receiving node either cannot decode the IE or does not comprehend the function represented by the IE value.

4.1.2 Setting the Criticality Information

The Criticality Information shall not be set to “Reject IE” for any IE in the case of:

· the initiating message of a Class 1 procedure without a message reporting the unsuccessful outcome of the procedure.

· the initiating message of a Class 2 procedure.

· a response message of a Class 1 procedure.

4.1.3 Handling of the Criticality Information at Reception

4.1.3.1 Procedure Code

The receiving node shall treat the different types of criticality information of the Procedure Code according to the following:

Reject IE:
If a message is received with a Procedure Code marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall reject the procedure using the Error Indication procedure.

[Editor’s note: The above paragraph neither refers to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall reject the procedure using the Error Indication procedure.”]

Ignore IE and Notify Sender:
If a message is received with a Procedure Code marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error Indication procedure.

[Editor’s note: The above paragraph neither refers to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error Indication procedure.”]

Ignore IE:

If a message is received with a Procedure Code marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall ignore the procedure.

[Editor’s note: The above paragraph refers neither to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall ignore the procedure.”]

4.1.3.1 IEs other than the Procedure Code

The receiving node shall treat the different types of criticality information of an IE other than the Procedure Code according to the following:

Reject IE:
If a message initiating a procedure is received containing one or more IEs marked with “Reject IE” which the receiving node does not comprehend; none of the functional requests of the message shall be executed. The receiving node shall reject the procedure and report the rejection of one or more IEs using the message normally used to report unsuccessful outcome of the procedure.

If a message initiating a procedure that does not have a message to report unsuccessful outcome is received containing one or more IEs marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall initiate local error handling.

[Editor’s note: The above paragraph relates to an abnormal case. It may be more appropriate to place it in a general chapter for “handling of abnormal cases” once such chapter exists.]

If a response message is received containing one or more IEs marked with “Reject IE, the receiving node shall initiate local error handling.

[Editor’s note: The above paragraph relates to an abnormal case. It may be more appropriate to place it in a general chapter for “handling of abnormal cases” once such chapter exists.]

Ignore IE and Notify Sender:

If a message initiating a procedure is received containing one or more IEs marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall continue with the procedure using the understood IEs and report that one or more IEs have been ignored in the response message of the procedure.

If a response message is received containing one or more IEs marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the IE and initiate the Error Indication procedure.

Ignore IE:

If a message initiating a procedure is received containing one or more IEs marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall continue with the procedure using the understood IEs.

4.2 Source Signalling Address Handling

The sender of an RNSAP message shall include the Source Signalling Address, i.e. the Signalling Address of the sending node.

4.3 Transport Layer Address Handling

The issue of the transport layer address is FFS.

8.1
Elementary Procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs:

Class 1

Elementary Procedure
Initiating Message
Successful Outcome
Unsuccessful Outcome



Response message
Response message
Timer

Radio Link Setup
RADIO LINK SETUP REQUEST
RADIO LINK SETUP RESPONSE
RADIO LINK SETUP FAILURE


Radio Link Addition
RADIO LINK ADDITION REQUEST
RADIO LINK ADDITION RESPONSE
RADIO LINK ADDITION FAILURE


Radio Link Deletion
RADIO LINK DELETION REQUEST
RADIO LINK DELETION RESPONSE



Synchronised Radio Link Reconfiguration Preparation
RADIO LINK RECONFIGURATION PREPARE
RADIO LINK RECONFIGURATION READY
RADIO LINK RECONFIGURATION FAILURE


Unsynchronised Radio Link Reconfiguration
RADIO LINK RECONFIGURATION REQUEST
RADIO LINK RECONFIGURATION RESPONSE
RADIO LINK RECONFIGURATION FAILURE


Physical Channel Reconfiguration
PHYSICAL CHANNEL RECONFIGURATION REQUEST
PHYSICAL CHANNEL RECONFIGURATION COMMAND
PHYSICAL CHANNEL RECONFIGURATION FAILURE


Measurement Initiation
DEDICATED MEASUREMENT INITIATION REQUEST
DEDICATED MEASUREMENT INITIATION RESPONSE
DEDICATED MEASUREMENT INITIATION FAILURE


Compressed Mode Preparation [FDD]
COMPRESSED MODE PREPARE
COMPRESSED MODE READY
COMPRESSED MODE FAILURE


Common Transport Channel Resources Initiation
COMMON TRANSPORT CHANNEL REQUEST
COMMON TRANSPORT CHANNEL RESPONSE



Neighbouring Cell Measurement [TDD]
NEIGHBOURING CELL MEASUREMENT REQUEST
NEIGHBOURING CELL MEASUREMENT RESPONSE
NEIGHBOURING CELL MEASUREMENT FAILURE


The need for Timers will be defined on a per procedure basis. The content of this column is thus FFS.

Class 2

Elementary Procedure
Initiating Message

Uplink Signalling Transfer
UPLINK SIGNALLING TRANSFER INDICATION

Downlink Signalling Transfer
DOWNLINK SIGNALLING TRANSFER REQUEST

SRNS Relocation Commit
SRNS RELOCATION COMMIT

Paging
PAGING REQUEST

Synchronised Radio Link Reconfiguration Commit
RADIO LINK RECONFIGURATION COMMIT

Synchronised Radio Link Reconfiguration Cancellation
RADIO LINK RECONFIGURATION CANCEL

Radio Link Failure
RADIO LINK FAILURE INDICATION

Radio Link Restoration
RADIO LINK RESTORE INDICATION

Radio Link Load Indication
RADIO LINK LOAD INDICATION

Measurement Reporting
DEDICATED MEASUREMENT REPORT

Measurement Termination
DEDICATED MEASUREMENT TERMINATION REQUEST

Measurement Failure
DEDICATED MEASUREMENT FAILURE INDICATION

Downlink Power Control [FDD]
DL POWER CONTROL REQUEST

Compressed Mode Commit [FDD]
COMPRESSED MODE COMMIT

Compressed Mode Cancellation [FDD]
COMPRESSED MODE CANCEL

Common Transport Channel Resources Release
COMMON TRANSPORT CHANNEL RESOURCES RELEASE REQUEST

Load Information Reporting Initiation
LOAD INFORMATION REQUEST

Load Information
LOAD INFORMATION

9.1 Message Functional Definition and Content 

This chapter defines the structure of the messages required for the RNSAP protocols.
For each message there is, a table listing the signalling elements in their order of appearance in the transmitted message.

All the RNSAP messages are listed in the following table:
Message name
Reference

RADIO LINK SETUP REQUEST
Error! Reference source not found.

RADIO LINK SETUP RESPONSE


RADIO LINK SETUP FAILURE


RADIO LINK ADDITION REQUEST


RADIO LINK ADDITION RESPONSE


RADIO LINK ADDITION FAILURE


RADIO LINK DELETION REQUEST


RADIO LINK DELETION RESPONSE 
Error! Reference source not found.

RADIO LINK RECONFIGURATION PREPARE
Error! Reference source not found.

RADIO LINK RECONFIGURATION READY


RADIO LINK RECONFIGURATION COMMIT


RADIO LINK RECONFIGURATION FAILURE
Error! Reference source not found.

RADIO LINK RECONFIGURATION CANCEL
Error! Reference source not found.

RADIO LINK RECONFIGURATION REQUEST
Error! Reference source not found.

RADIO LINK RECONFIGURATION RESPONSE


RADIO LINK FAILURE INDICATION


RADIO LINK RESTORE INDICATION


DOWNLINK POWER CONTROL REQUEST


PHYSICAL CHANNELRECONFIGURATION REQUEST
Error! Reference source not found.

PHYSICAL CHANNELRECONFIGURATION COMMAND
Error! Reference source not found.

PHYSICAL CHANNELRECONFIGURATION FAILURE
Error! Reference source not found.

UPLINK SIGNALLING TRANSFER INDICATION
Error! Reference source not found.

DOWNLINK SIGNALLING TRANSFER REQUEST
Error! Reference source not found.

RELOCATION COMMIT
Error! Reference source not found.

PAGING REQUEST
Error! Reference source not found.

DEDICATED MEASUREMENT INITIATION REQUEST


DEDICATED MEASUREMENT INITIATION RESPONSE


DEDICATED MEASUREMENT INITIATION FAILURE


DEDICATED MEASUREMENT REPORT
 Error! Reference source not found.

DEDICATED MEASUREMENT TERMINATION REQUEST


DEDICATED MEASUREMENT FAILURE INDICATION


COMMON TRANSPORT CHANNEL RESOURCES RELEASE REQUEST
Error! Reference source not found.

LOAD INFORMATION REQUEST
Error! Reference source not found.

LOAD INFORMATION INDICATION
Error! Reference source not found.

COMMON TRANSPORT CHANNEL REQUEST
Error! Reference source not found.

COMMON TRANSPORT CHANNEL RESPONSE
Error! Reference source not found.

RADIO LINK LOAD INDICATION
Error! Reference source not found.

NEIGHBOURING CELL MEASUREMENT REQUEST


NEIGHBOURING CELL MEASUREMENT RESPONSE


NEIGHBOURING CELL MEASUREMENT FAILURE


COMPRESSED MODE PREPARE


COMPRESSED MODE READY


COMPRESSED MODE FAILURE


COMPRESSED MODE COMMIT


COMPRESSED MODE CANCEL


ERROR IDICATION


9.1.47
ERROR INDICATION
Information Element
Reference
Type

Message Type

M

Transaction ID

M





[Editor’s note: The content of this message is FFS.]

[Editor’s note: The Error Reporting procedure was agreed as a working assumption at RAN WG3 #7 Sophia Antipolis. This message is included to reflect that working asumption.]

10.2
Error Indication
[Editor’s note: This procedure was agreed as a working assumption at RAN WG3 #7 Sophia Antipolis.]

This procedure is used by RNC to report detected errors in one incoming message if they cannot be reported by an appropriate failure message.

When RNC detects an erroneous message (or a message which for some other reasons cannot be processed), it sends an ERROR REPORT message to RNC. This message is used to report syntactical errors and procedural errors that cannot be reported using the normal failure/error message of the procedure. The content of the message is FFS. 
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Figure 1: Error Indicationprocedure


ANNEX C – NBAP

5 General 

[Editor´s note: This chapter should describe requirements on protocol capabilities, principles, etc.]

[Editor’s note: This chapter is almost stable]

5.1 NBAP Procedures
Node B Application Part, NBAP, includes common procedures and dedicated procedures. It covers procedures for paging distribution, broadcast system information, request / complete / release of dedicated resources and management of logical resources (logical O&M [1]). 

5.2 Criticality Information Handling

4.1.1 General

In the NBAP messages there is criticality information set for individual IEs and/or sequences of IEs. This criticality information instructs the receiver how to act when receiving an IE that is not comprehended. An IE shall be regarded as not comprehended if the receiving node either cannot decode the IE or does not comprehend the function represented by the IE value.

4.1.2 Setting the Criticality Information

The Criticality Information shall not be set to “Reject IE” for any IE in the case of:

· the initiating message of a Class 1 procedure without a message reporting the unsuccessful outcome of the procedure.

· the initiating message of a Class 2 procedure.

· a response message of a Class 1 procedure.

4.1.3 Handling of the Criticality Information at Reception

4.1.3.1 Procedure Code

The receiving node shall treat the different types of criticality information of the Procedure Code according to the following:

Reject IE:
If a message is received with a Procedure Code marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall reject the procedure using the Error Indication procedure.

[Editor’s note: The above paragraph neither refers to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall reject the procedure using the Error Indication procedure.”]

Ignore IE and Notify Sender:
If a message is received with a Procedure Code marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error Indication procedure.

[Editor’s note: The above paragraph neither refers to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error Indication procedure.”]

Ignore IE:

If a message is received with a Procedure Code marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall ignore the procedure.

[Editor’s note: The above paragraph refers neither to the initiating message nor to the response message in order to include the abnormal case (receiving a response message with an unknown Procedure Code) as well. It may be more appropriate to place the “abnormal case part” in a general chapter for “handling of abnormal cases” once such chapter exists. If the “abnormal case part” is described in a separate chapter the above paragraph would be:
“If a message initiating a procedure is received with a Procedure Code marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall ignore the procedure.”]

4.1.3.1 IEs other than the Procedure Code

The receiving node shall treat the different types of criticality information of an IE other than the Procedure Code according to the following:

Reject IE:
If a message initiating a procedure is received containing one or more IEs marked with “Reject IE” which the receiving node does not comprehend; none of the functional requests of the message shall be executed. The receiving node shall reject the procedure and report the rejection of one or more IEs using the message normally used to report unsuccessful outcome of the procedure.

If a message initiating a procedure that does not have a message to report unsuccessful outcome is received containing one or more IEs marked with “Reject IE” which the receiving node does not comprehend, the receiving node shall initiate local error handling.

[Editor’s note: The above paragraph relates to an abnormal case. It may be more appropriate to place it in a general chapter for “handling of abnormal cases” once such chapter exists.]

If a response message is received containing one or more IEs marked with “Reject IE, the receiving node shall initiate local error handling.

[Editor’s note: The above paragraph relates to an abnormal case. It may be more appropriate to place it in a general chapter for “handling of abnormal cases” once such chapter exists.]

Ignore IE and Notify Sender:

If a message initiating a procedure is received containing one or more IEs marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall continue with the procedure using the understood IEs and report that one or more IEs have been ignored in the response message of the procedure.

If a response message is received containing one or more IEs marked with “Ignore IE and Notify Sender” which the receiving node does not comprehend, the receiving node shall ignore the IE and initiate the Error Indication procedure.

Ignore IE:

If a message initiating a procedure is received containing one or more IEs marked with “Ignore IE” which the receiving node does not comprehend, the receiving node shall continue with the procedure using the understood IEs.

5.3 Transport Layer Address Handling

Note that the issue of transport layer addressing is FFS.

8.1
Elementary Procedures

NBAP procedures are divided into common procedures and dedicated procedures. 

· NBAP common procedures are procedures that request initiation of a UE context for a specific UE in Node B or are not related to a specific UE. NBAP common procedures also incorporate logical O&M [1] procedures.

· NBAP dedicated procedures are procedures that are related to a specific UE context in Node B. This UE context is identified by a UE context identity.

The two types of procedures may be carried on separate signalling links.
In the following tables, all EPs are divided into Class 1 and Class 2 EPs:

Class 1

Elementary Procedure
Initiating Message
Successful Outcome
Unsuccessful Outcome



Response message
Response message
Timer

Cell Setup
CELL SETUP REQUEST
CELL SETUP RESPONSE
CELL SETUP FAILURE


Cell Reconfiguration
CELL RECONFIGURATION REQUEST
CELL RECONFIGURATION RESPONSE
CELL RECONFIGURATION FAILURE


Cell Delete
CELL DELETE REQUEST
CELL DELETE RESPONSE
CELL DELETE FAILURE


Common Transport Channel Setup
COMMON TRANSPORT CHANNEL SETUP REQUEST
COMMON TRANSPORT CHANNEL SETUP RESPONSE
COMMON TRANSPORT CHANNEL SETUP FAILURE


Common Transport Channel Reconfigure
COMMON TRANSPORT CHANNEL RECONFIGURATION REQUEST 
COMMON TRANSPORT CHANNEL RECONFIGURATION RESPONSE
COMMON TRANSPORT CHANNEL RECONFIGURATION FAILURE


Common Transport Channel Delete
COMMON TRANSPORT CHANNEL DELETION REQUEST
COMMON TRANSPORT CHANNEL DELETION RESPONSE



Audit
AUDIT REQUEST 
AUDIT RESPONSE



Block Resource
BLOCK RESOURCE REQUEST
BLOCK RESOURCE RESPONSE
BLOCK RESOURCE FAILURE


Radio Link Setup
RADIO LINK SETUP REQUEST
RADIO LINK SETUP RESPONSE
RADIO LINK SETUP FAILURE


System Information Update Procedure
SYSTEM INFORMATION UPDATE REQUEST
SYSTEM INFORMATION UPDATE RESPONSE
SYSTEM INFORMATION UPDATE FAILURE


Common Measurement Initiation
COMMON MEASUREMENT INITIATION REQUEST
COMMON MEASUREMENT INITIATION RESPONSE
COMMON MEASUREMENT INITIATION FAILURE


Neighbour Cell Measurement [TDD]
NEIGHBOUR CELL MEASUREMENT REQUEST
NEIGHBOUR CELL MEASUREMENT RESPONSE
NEIGHBOUR CELL MEASUREMENT FAILURE


Synchronisation Adjustment [TDD]
SYNCHRONISATION ADJUSTMENT REQUEST
SYNCHRONISATION ADJUSTMENT RESPONSE
SYNCHRONISATION ADJUSTMENT FAILURE








Radio Link Addition
RADIO LINK ADDITION REQUEST
RADIO LINK ADDITION RESPONSE
RADIO LINK ADDITION FAILURE


Radio Link Deletion
RADIO LINK DELETION REQUEST
RADIO LINK DELETION RESPONSE



Synchronised Radio Link Reconfiguration Preparation
RADIO LINK RECONFIGURATION PREPARE
RADIO LINK RECONFIGURATION READY
RADIO LINK RECONFIGURATION FAILURE


Unsynchronised Radio Link Reconfiguration
RADIO LINK RECONFIGURATION REQUEST
RADIO LINK RECONFIGURATION RESPONSE
RADIO LINK RECONFIGURATION FAILURE


Dedicated Measurement Initiation
DEDICATED MEASUREMENT INITIATION REQUEST
DEDICATED MEASUREMENT INITIATION RESPONSE
DEDICATED MEASUREMENT INITIATION FAILURE


Synchronised Compressed Mode Control Preparation
COMPRESSED MODE PREPARE
COMPRESSED MODE READY
COMPRESSED MODE FAILURE


The need for Timers will be defined on a per procedure basis. The content of this column is thus FFS.

Class 2

Elementary Procedure
Initiating Message

Resource Status Indication
RESOURCE STATUS INDICATION

Audit Required
AUDIT REQUIRED INDICATION

Common Measurement Report
COMMON MEASUREMENT REPORT

Common Measurement Termination
COMMON MEASUREMENT TERMINATION REQUEST

Common Measurement Failure
COMMON MEASUREMENT FAILURE INDICATION

Synchronisation Failure [TDD]
NODE B OUT OF SYNC INDICATION

Synchronisation Restart [TDD]
SYNCHRONISATION RESTART REQUEST




Synchronised Radio Link Reconfiguration Commit
RADIO LINK RECONFIGURATION COMMIT

Synchronised Radio Link Reconfiguration Cancellation
RADIO LINK RECONFIGURATION CANCELLATION

Radio Link Failure
RADIO LINK FAILURE INDICATION

Radio Link Restoration
RADIO LINK RESTORE INDICATION

Dedicated Measurement Report
DEDICATED MEASUREMENT REPORT

Dedicated Measurement Termination
DEDICATED MEASUREMENT TERMINATION REQUEST

Dedicated Measurement Failure
DEDICATED MEASUREMENT FAILURE INDICATION

Downlink Power Control [FDD]
DL POWER CONTROL REQUEST

Compressed Mode Control Commit
COMPRESSED MODE COMMIT

Compressed Mode Control Cancellation
COMPRESSED MODE CANCEL

Unblock Resource
UNBLOCK RESOURCE INDICATION

Unknown Class:

It is FFS which class the “Iub Link Management” procedure belongs to (since it is completely undefined at the moment).

9.1.x ERROR INDICATION

Information Element
Reference
Type

Message Type

M

Message Discriminator 

M

CRNC communication context id

O

Cause

M

L3 transparent information

M

[The message content is FFS (RAN WG3 #7 in Sophia Antipolis).]
9.2.x L3 transparent information 

L3 transparent Information: This parameter contains the complete L3 information of one NBAP message.

10
Handling of unknown, unforeseen and erroneous protocol data

10.2
Error Indicationprocedure
Editor’s note: this section is included as a working assumption in R3

Editor’s note: it is FFS in which error cases the error report procedures are applied. The definition of procedural error and syntactic error are also FFS

This procedure is used by both NodeB and its CRNC to report detected errors or any other problems in one incoming message if they cannot be reported by any other procedure. 

When NodeB or CRNC detect an erroneous message  (or a message, which for some other reasons cannot be processed), it sends an ERROR INDICATION message with the most appropriate cause value. 

The message contains as a transparent L3 information the erroneous message (coded), CRNC communication context ID (in UL), and NodeB communication context ID (in DL), if the NodeB is able to deduce it from the erroneous message.

Possible error cause can be:

· Unknown message ID: the message contains a message ID that is not known to the receiver

· Unknown Information element: the message contains an information element that is not known or cannot be interpreted by the receiver 
· Procedural errors: the message is not compatible with the status of the receiver.
· Unknown failure reason: requested procedure failed to process by unknown reason
The message is sent using the Dedicated NBAP signalling connection of the incoming message, or using the Common NBAP if the incoming message was sent via Common NBAP.
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