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Intellectual Property Rights

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project, Technical Specification Group <TSG name>.

The contents of this TS may be subject to continuing work within the 3GPP and may change following formal TSG approval. Should the TSG modify the contents of this TS, it will be re-released with an identifying change of release date and an increase in version number as follows:

Version m.t.e

where:

m
indicates [major version number]

x
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

y
the third digit is incremented when editorial only changes have been incorporated into the specification.

Scope

This Technical Specification (TS) specifies the Cell Broadcast Protocol (CBP) between the Cell Broadcast Centre (CBC) and the Radio Network Controller  (RNC). It fulfils the CBC - RNC communication requirements specified in 3G TS 23.041 and is defined over the Iu – reference point.

References

[Editor's note: To be updated.]

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

· A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.

[1]



UMTS 23.930, Iu Principles

[2]



UMTS 25.410, UTRAN Iu Interface; General Aspects and Principles

[3]



UMTS 25.401, UTRAN Overall Description

[4]



UMTS 25.931, UTRAN Functions, Examples on Signalling Procedures

[5]



UMTS 25.412, UTRAN Iu Interface Signalling Transport

[6]



UMTS 25.415, Iu Interface CN-UTRAN User Plane Protocol

[7]

3G TS 23.041, Technical realization of Cell Broadcast Service (CBS)".

Definitions and abbreviations

Definitions

Abbreviations

AAL2
ATM Adaptation Layer type 2

AS
Access Stratum

ASN.1
Abstract Syntax Notation One

ATM
Asynchronous Transfer Mode

CB
Cell Broadcast

CBP
Cell Broadcast Protocol

CN
Core Network

CS
Circuit Switched

EP
Elementary Procedure

MSC
Mobile services Switching Center

NAS
Non Access Stratum

PDU
Protocol Data Unit

PS
Packet Switched

QoS
Quality of Service

RAB
Radio Access Bearer

RNC
Radio Network Controller

RNS
Radio Network Subsystem

SCCP
Signalling Connection Control Part

SGSN
Serving GPRS Support Node

UE
User Equipment

UTRAN
UMTS Terrestrial Radio Access Network

General 
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TCP/UDP

The protocol described in this specification is the protocol between CBC and RNC needed for the CBC Application. The CBC Application  is described in [7].

Services provided by CBP

Transport of CBC - RNC Requests and Responses

[As defined in [7]]

Transport of RNC Indiciations 

[As defined in [7]]

Transport layer

Layer 3 protocol

The Cell Broadcast Protocol will make use of  the Transmission Control Protocol  on IP (TCP/IP).

Window Size

Handling of a-synchronous requests should be done on the application level. This specification does not put limits on the amount of Requests that can be sent by the CBC before it should wait for Responses.

It should be noted however, that the current specification in [7] does not support a-synchronous communication.

Multiple Connections

This version of the CBP protocol supports only 1 concurrent session between CBC and RNC.

CBP procedures

CBC Requests and RNC Responses

This is the communication initiated by the CBC to send the Requests defined and [7] and receive the corresponding responses.

It is not required that the CBC always maintans a connection to the RNC. It is allowed that the connection is opened by the CBC for 1 or more requests and then closed again.

Connection setup by CBC

The CBC will open a TCP connection to the required RNC by using the (fixed) IP address and CBP port. The RNC will accept this connection. The first Request to be sent over this connection has to be the LOGIN Request. On any other Request (or unknown data) the RNC should terminate the connection.

If there already exists a CBC-RNC connection when the RNC receives a connect on the CBP port, the RNC should refuse the connection.

It is recommended that the CBC uses a retry mechanism that takes the idle-time detection interval in the RNC into account.

Validation (login)

[LOGIN Request/Response has to be defined in SA2]

The first Request to be sent by the CBC over a connection should be the LOGIN Request. The RNC should validate the LOGIN. If the LOGIN is accepted by the RNC, the RNC should send a LOGIN response indicating that the LOGIN was accepted and subsequent Requests over this connection should be handled by the RNC.

If the LOGIN is not accepted by the RNC, the RNC should send a LOGIN response stating the reason that the LOGIN was not accepted [tbd] and terminate the connection.

The LOGIN Request will have, apart from the authentication fields, a field to indicate the idle-time interval and (optional) the CBC IP address and Port where the RNC should send Indications.

The IP address and Port should be stored in non-volatile memory within the RNC (if it would lose it, for example with a restart, it would not be able to send the Indication to the CBC after all). 

Maintaing the connection

If no Requests/Responses/Indications are sent over the connection for some time, this might be due to inactivity in the CBC, but could also be the result of an error condition in the CBC or RNC. If this condition is not detected, resources used may not be freed. Also, because only 1 concurrent session is supported between CBC and RNC, this condition might result in CBC and/or RNC not being able to set up a new connection. Therefore a procedure is needed to check if a connection is still valid. This consists of the CBC sending regular keep-alive messages, and the implementation of idle-time detection on the RNC.

CBC Keep Alive Mechanism

The CBC will send regularly, on a configurable interval, keep-alive messages over the connection to the RNC. If TCP signals that the connection is no longer valid the CBC can close it.

RNC Idle Time Detection

If, during a configurable interval, the RNC does not receive any messages from the CBC (either Requests or keep-alives), the RNC should close the connection.

Request/Response sequence

Subsequent (synchronous) Requests and Responses as defined in [7].

If TCP signals that the connection is no longer valid, the CBC should try to open a new connection.

Disconnect

The CBC can close the connection.

RNC Indications

It is possible that situations occur within in the RNC about which it has to inform the CBC. The RNC will then send an Indication to the CBC as defined in [7].

 If a LOGIN has been received from the CBC containing an IP address and Port to send Indications to, the RNC will set up a connection and send the Indication over this connection.

If the IP address and Port are unknown (not specified) and there is an existing connection between CBC and RNC, the RNC will send the Indication over this connection.

If the IP address and port are unknown (not specified) and there is no existing connection between CBC and RNC, the RNC will store the Indiction and send it after the CBC has opened a connection and the RNC has received (and accepted) the LOGIN request. 

Connection setup by RNC

The RNC will open a TCP connection to the IP address and Port indicated in the LOGIN Request by the CBC. If the RNC fails to open the connection, it will behave as if the IP address and Port are unknown

Indication

After succesfully opening of the TCP connection, the RNC will send 1 or more Indications. If this fails, the RNC shall disconnect and behave as if the IP address  and Port are unknown.

Disconnect

After the Indications have been sent, the RNC will close the connection. If this fails, the RNC will assume that the connection has been closed by the CBC.

Elements for CBP communication

Message contents 

Information element definitions 

Message and Information element abstract syntax (with ASN.1)

[This chapter will describe the ASN.1 definition of the Requests/Responses/Indications defined in [7]]

Message transfer syntax

Timers

Handling of unknown, unforeseen or erroneous protocol data

RNC

CBC

Open Issues

IP routing in SGSN

IP addresses for the RNC – dynamic or fixed?  At this moment it is assumed that they are fixed.

Need of a port number on the RNC for CBP

Capacity needed on CBC – RNC link? Depends on the nummer of Node B’s that are handled by the RNC.

Open Issue: what should the RNC do when it receives a request but is not able to send the Response.

What should the RNC do when it still has to send a response? Discard it, or store it and send it when a new connection is opened?
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