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1. Abstract

The aim of this contribution is to provide a list of common cause values. This will allow a unique coding of this sub-set of values.

It is proposed to include only the name of these cause values. The possible usage given to the values should be found in the functional description of the RANAP procedures.

2. Proposal for Cause Values to be coded

This chapter lists and the cause values for RANAP. 

It is proposed to include these cause values into the ASN.1 description.
Cause Value

O&M Intervention (Already described in Iu release Request)

RAB pre-empted (Already described in Iu release Request)

No Resource Available (New for RAB Assignment Response)

Trelocoverall Expiry (Already described in Iu Release)

Trelocprep Expiry (Already described in Relocation Preparation)

Treloccomplete Expiry (Already described in Relocation Complete)

Tqueing Expiry (Already describe in RAB Assignment)

Relocation Triggered (Already described in RAB Assignment)

Unable to Establish During Relocation (Working assumption would include it)

Unknown Target RNC (Already described in Relocation Preparation)

Relocation Cancelled (Already described in Relocation Preparation)

Successful Relocation (Already described in Iu Release)

User Restriction Start Indication  (New, already agreed)

User Restriction End Indication (New, already agreed)

Logical Error: Unknown Iu Transport Association (Already described in Error Indication)

Transfer Syntax Error (Already described in Error Indication)

Abstract Syntax Error: Comprehension Class 'Reject' (Already described in Error Indication)

Abstract Syntax Error: Comprehension Class 'Ignore and Notify' (Already describe in Error Indication)

Abstract Syntax Error: Unknown Message Type (Already described in Error Indication)

Normal Release (Already described in RAB Assignment)

Requestd Ciphering and/or Integrity Protextion Algorithms not Supported  (Already described in Security Mode Control)

Ciphering and/or Integrity Protection Already Acive  (Already described in Security Mode Control)

Failure in the Radio Interface Procedure (Already described in Security Mode Control)

Release due to UTRAN Generated Reason (Already described in Iu Release)

User Inactivity (Already described in Iu Release)

Unspecified Failure (Name Change, Equipment to Unspecified)

Time Critical Relocation (New cause for Relocation Preparation procedure)

Network Optimisation (New cause for Relocation Preparation procedure)





3. Proposal for modification of the description
· It is proposed to include the following text in the Iu Release procedure description:


The IU RELEASE COMMAND message shall include a Cause Information Element, indicating the reason for the release (e.g. "Successful Relocation", "Normal Release", "Release due to UTRAN Generated Reason", "Relocation Cancelled").

· It is proposed to include the following text in the Iu Release Request procedure description:


The purpose of the Iu Release Request procedure is to enable UTRAN to request the CN to release the Iu connection for a particular UE due to some UTRAN generated reason (e.g. "O&M Intervention", "Unspecified Failure", "RAB pre-empted", "User Inactivity")

· It is proposed to include the following text in the Security Mode Control procedure description:


If the UTRAN or the UE is unable to support the ciphering and/or integrity protection algorithms specified in the SECURITY MODE COMMAND message, then the UTRAN shall return to CN a SECURITY MODE REJECT message with cause value "Requested Ciphering and/or Integrity Protection Algorithms  not Supported". If the radio interface Security Control Procedure fails, a SECURITY MODE REJECT message shall be sent to CN with cause value  e.g. "Failure in the Radio Interface Procedure".

8.x.4 Abnormal Conditions

A SECURITY MODE REJECT message shall be returned if a CN requests a change of ciphering and/or integrity protection algorithms for a UE when ciphering or integrity protection is already active for that CN. A cause value shall indicate "Ciphering and/or Integrity Protection Already Active".
Note: Re-authentication is being discussed in S3, which may result in that changing of algorithms will be allowed. Guidance from S3 is needed.


