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1. Introduction


This contribution proposes to add the procedure for RANAP in order to get the volume of packets that was sent from CN to MT without loss.


In the GPRS, LLC supports the acknowledge data transfer.  In the UMTS, removal of LLC was agreed. By the removal, CN can not count certain transmitted packet number for charging. Therefore new procedure and messages are need to get exact transferred counter without loss form the charging viewpoint. 

2. Problems


Some operator perform the volume based charging with the value of the send and receive counters, e.g. PDC-Packet system also adapts the volume based charging.

In 2G-system, CN has counted the number of packet which actually reached to MT, by LLC Acknowledge Mode.

In 3G-system, the removal of LLC has been agreed and it is deduced that a acknowledge operation of RLC would be used.  However, since the RLC Protocol is terminated by RNC, CN becomes unable to judge whether the packet reached the MT.  From ann operator’s position, only the packet which was able to take the corroboration of actually having reached to Mt should be charged, in the communication by Acknowledged Mode.

3. Discussion


There are two methods to notify the number of packet to CN from RNC performed by the traffic counting function*1 on RNC.

Alternative 1: RNC send the message autonomously to the CN.

Alternative 2: RNC receives the request message from CN and send back the response message as a notice to the CN.


*1: RNC has already the counting function, by which the current radio channel is controlled from the common channel to the dedicated channel and vice versa.  

The function which counts the number of packet can be used for alternative 1 with small expending.
4. Proposal

This contribution proposes to add the annex of this contribution as the optional procedure to section 8 of TS25.413. (See Annex.)

ANNEX

8.X  Traffic Information

8.X.1 Traffic Information triggered from CN
The Traffic Information Request message is sent from the CN to the RNC. It is used to get the number of packet which performed the delivery check in RLC protocol.  On receiving the Traffic Information Request message, the RNC returns Traffic Information Response message to the CN. 

The signaling flow is shown in figure 1.
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Figure1. Traffic Information Request Procedure.

Note 1: The information elements are F.F.S.
Note 2: CN starts this procedure triggered by deactivation procedure, modification procedure, SRNC reallocation procedure, etc.
8.X.2 Traffic Information from RNC
The Traffic Information Notification message is sent from the RNC to the CN.  It is used to notify of the volume which has been transmitted by the delivery check in RLC protocol.  On receiving the Traffic Information Notification message, the CN returns Traffic Information Notification Response message to the RNC.

The signaling flow is shown in figure 2.
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Figure2. Traffic Information Notification Procedure.

Note 1: The information elements are F.F.S.

Note 2: The triggered timing is considered to be an implementation matter, e.g. periodically, nonscheduled.
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