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1.
Introduction

This document proposes parameters for inclusion in the current RANAP protocol. The proposed parameters to be added to the existing parameters are based on the current description of the procedures in [1] and on the message contents proposed by TTC [1] which are marked as FFS. It also proposes that a new elementary procedure is added together with associated information elements. Further, ref[2] is discussed and comments are presented.

2.
Discussion

An information element shall be of the following type:

M 
The information element is mandatory, i.e. always present in the message

O 
The information element is optional, i.e. may or may not be present in the message independently on the presence or value of other information elements in the same message

C# 
The presence of the information element is conditional to the presence or to the value of another information element, as reported in the correspondent note below the message description.

3. Trace Invocation procedure

The scope of the Trace Invocation procedure is to allow the CN triggering in the UTRAN the trace of particular information on the occurrence of specified events.

The kind of information to be traced, the events invoking the operation and the way to collect and send the recorded information to the OMC (the entity which initially activates the Trace procedure) are included in the CN INVOKE TRACE message, sent by the CN to the RNC. Therefore the RNC is the entity which performs the Trace operation.

In order to make the trace invocation on the Iu interface as flexible as possible, the procedure proposed in this document is based on a connectionless RANAP message. So doing the invoked trace is not necessarily related to a specific control plane Iu connection: it is then possible to invoke the trace of the activities for a particular entity (RNC, Node, UE, etc.) regardless of the Iu connection. An example could be the trace of the signalling messages exchanged on a particular Iub interface every time the RNC invokes an intra-RNC handover. Moreover, this approach allows to easily trace the activities in Group/Broadcast Services, where several UEs may be involved in a call.

At the trace invocation, the CN has to send the following information to the RNC:

Traced Entity Type, which identifies the kind of entity which the recorded activities are referred to: this could be the RNC itself, a NodeB, an UE (in this case we have the usual Trace procedure related to an Iu connection). The Traced Entity must not be confused with the entity which really performs the trace, i.e. the RNC.

Traced Entity ID, which uniquely identifies the identity of the Traced Entity. Due to the fact the different entity types use different identifier formats, the structure of this information changes with the Traced Entity Type.

Trace Type, which defines:

· the kind of trace information to be recorded

· the events whose occurrence causes the trace starting

· the trace priority, which determines the way of transferring the recorded information to the OMC

Trace Reference, which uniquely identifies the invoked trace.

Optionally the CN may send these additional information to the RNC:

Trigger ID, which uniquely identifies the entity which invoked the trace operation on the Iu interface, i.e. the CN identifier.

OMC ID, which uniquely identifies the OMC which originally activated the trace procedure and which the traced information have to be sent to.
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Figure 18. Trace Invocation procedure

4. Proposed Parameters

The following proposes parameters for Paging, Overload, Ciphering and Trace Invocation RANAP procedures.

4.1 Paging

INFORMATION ELEMENT
REFERENCE
DIRECTION
TYPE
LEN

Paging Cause

CN-RNC
O


Paging Group Information

CN-RNC
M


NAS Information

CN-RNC
M


4.2 Overload

Information element
Reference
Type

Message type

M

Cause

M

Location Identifier

C1

C1 present only in the RNC->CN direction, when the cause value is “Overload in the capability to send signalling messages to the UE”.

4.3 Cipher Mode Complete

Information element
Reference
Type

Message type

M

Chosen Encryption Algorithm

M

NOTE: The Encryption Algorithm is always chosen by the RNC, matching the list of algorithms sent by the CN via the CIPHER MODE COMMAND and the algorithms supported by the RNC itself. The CIPHER MODE COMPLETE is sent if and only if the ciphering has been successfully activated on the radio side. If the Chosen Encryption Algorithm is mandatory the CN always knows the ciphering algorithm eventually used for that UE connection. Moreover this could avoid sending later this information to the CN in case of inter-RNS handovers (e.g. in the RELOCATION REQUIRED message), where the target RNC has to know the ciphering setting (keys, chosen encryption algorithms, encryption information) currently in use.

4.4 CN Invoke Trace

INFORMATION ELEMENT
REFERENCE
DIRECTION
TYPE
LEN

Message Type

CN-RNC
M


Traced Entity Type

CN-RNC
M


Traced Entity ID

CN-RNC
M


Trace Type

CN-RNC
M


Trace Reference

CN-RNC
M


Trigger ID

CN-RNC
O


OMC ID

CN-RNC
O


5 Description of Information Elements

5.2 Paging Cause

Indicates the CN reason for paging, which is eventually given to the UE.

5.3 Paging Group Information

Allows the RNC to determine the paging population number for the UE. 

5.4 NAS Information

Allows the RNC to determine which LA/RA the page is intended for.

5.5 Traced Entity Type

The kind of the entity which the traced activities are referred to. The following types are allowed:

· RNC

· NodeB

· UE

5.6 Traced Entity ID

The identifier of the entity which the traced activities are referred to. The structure of this information changes with the Traced Entity Type.

5.7 Traced Type

Defines:

· the kind of trace information to be recorded

· the events whose occurrence causes the trace starting

· the trace priority, which determines the way of transferring the recorded information to the OMC

5.8 Traced Reference

Uniquely identifies an invoked traced.

5.9 Trigger ID

The entity which invoked the trace operation on the Iu interface, i.e. the CN identifier.

5.10 OMC ID

The identifier of the OMC which the traced information have to be sent to.

6 Proposal

We propose the following modifications to 25.413:

· Replace the section 8.8 of [1] with chapter 3 of this document

· Update the section 9.1 of [1] with the contents of chapter 4 of this document (Message Contents)

· Update the section 9.2 of [1] with the contents of chapter 5 of this document (Signalling Element Coding)
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