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START OF CHANGES
13.x
Security interworking
As described in TS 23.501 [3], in order to interwork between EPC and 5GC, the UE can operate in Single Registration or Dual Registration mode.
In Dual Registration mode, the UE shall independently maintain two different security contexts. For inter-system mobility, when the target system is EPS, the UE shall take into use the EPS security context and use the security mechanisms described in TS 33.401 [REF]. In the other direction, when the target system is 5GS, the UE shall take into use the 5G security context and use the security mechanisms described in TS 33.501 [5].

In Single Registration mode, the UE will only have a single current security context associated to EPS if the UE is connected to EPC or associated with 5GS if the UE is connected to 5GC. This security context may either be a native context if the context results from a primary authentication, or a mapped security context resulting from a previous mobility from the other CN. The mapping of the security context is done by deriving a K'AMF key, taken as the KAMF from the KASME during mobility from EPC to 5GC, or deriving a K'ASME key, taken as the KASME from the KAMF during mobility from 5GC to EPC, using the current NAS Uplink COUNT in idle mode mobility or the NAS Downlink COUNT value in handovers.
END OF CHANGES
