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1. Introduction
In previous RAN2 meetings, RAN2 discussed how to optimize CCCH coverage in Msg3. Multiple solutions were agreed including optimizing the MAC subPDU header (RAN2 UP session [1]) and the CCCH fields (RAN2 CP session [2]). In the meantime, RAN1 told us in [3] that there is no coverage issue up to 72-bit Msg3 payload sizes. In this document, we suggest a simple way forward in light of all these conclusions.
2	Discussion
2.1	Background of CCCH Size of Msg3
In RAN2#102 meeting, the solution in [1] based on removing one octet from the MAC subheader when transmitting Msg3 containing CCCH was agreed in the UP session. The solution can be summarized as removing the L field and assigning one new LCID for the MAC sub-header of an SDU of CCCH of size x bytes. The x value was then proposed by MAC specification rapporteur to be set to 48 (bits) in the 38.321 CR to plenary [4], which was temporarily agreed in the follow-up specification review email discussion ([102#32][NR UP] MAC Corrections CR (Samsung)), but with common understanding that the final x value can be further discussed in the RAN2 AH 1802.     
Observation 1: In the current MAC specification, one new LCID is assigned for the MAC SDU of CCCH of 48 bits, thus allowing saving the L field (one byte) in the MAC sub-header.
In the meantime, in RAN2#102 meeting (CP session), agreements on the size of RRC signaling carried in Msg3 were also achieved in [2] where the following CCCH structure was proposed:
UL-CCCH-MessageType ::= CHOICE {
    c1                    CHOICE {
       rrcSetupRequest                  RRCSetupRequest,
       rrcResumeRequest             RRCResumeRequest,
       rrcReestablishmentRequest    RRCReestablishmentRequest,
       rrcSystemInfoRequest         RRCSystemInfoRequest
    },
    messageClassExtension SEQUENCE {}
}
[2] further concluded on two supported UL CCCH MAC SDU sizes: 48 (RRCConnectionRequest, RRCResumeRequest) and 64 (RRCResumeRequest) bits. Although the size of the rrcSystemInfoRequest is not addressed in the contribution, 
The rrcSystemInfoRequest is also carried in Msg3, and its content is copied below. The size of this message from RRC PDU perspective is 40 bits.

RRCSystemInfoRequest message
-- ASN1START
-- TAG-RRCSYETEMINFOREQUEST-START

RRCSystemInfoRequest ::= SEQUENCE {
    criticalExtensions                  CHOICE {
        rrcSystemInfoRequest-r15            RRCSystemInfoRequest-r15-IEs,
        criticalExtensionsFuture            SEQUENCE {}
    }
}

RRCSystemInfoRequest-r15-IEs ::= SEQUENCE {
    request-SIType-List                 BIT STRING (SIZE (maxSI-Message)),
    lateNonCriticalExtension                OCTET STRING                    OPTIONAL,
    nonCriticalExtension                    SEQUENCE{}                      OPTIONAL
}

-- TAG-RRCSYETEMINFOREQUEST-STOP
-- ASN1STOP

Observation 2: RRC signaling supports three UL CCCH MAC SDU sizes: 40, 48 and 64 bits.
Speaking RRC, it is also interesting to note the current Msg3 sizes used for preamble selection:
	groupBconfigured 					SEQUENCE {
		ra-Msg3SizeGroupA					ENUMERATED { b56, b144, b208, b256, b282, b480, b640, 
														 b800, b1000, spare7, spare6, spare5, spare4, spare3, spare2, spare1},
		messagePowerOffsetGroupB			ENUMERATED { minusinfinity, dB0, dB5, dB8, dB10, dB12, dB15, dB18},
		numberOfRA-PreamblesGroupA			INTEGER (1..64)
	}																														OPTIONAL,	-- Need R
Observation 3: The Msg3 sizes that can be configured in ra-Msg3SizeGroupA for preamble selection start with values of 56 and 144 bits.
When performing the Msg3 size selection, the MAC entity takes the size of the CCCH/DCCH message into consideration, but also some potential additional MAC CEs (e.g. BSR, PHR).
Besides, RAN2 received an LS from RAN1 confirming that [3]:
· From RAN1 perspective, both 56 bits and 72 bits MSG3 payload sizes can be supported in NR. RAN1 leaves it up to RAN2 to decide whether or not it is necessary to support both sizes.
Observation 4: RAN1 does not report any coverage issue up to 72-bit Msg3 payload sizes.
From the above observations, it appears that, with the current MAC specification, the 64-bit CCCH MAC SDU must carry the L field, thus resulting in a total Msg3 size of 8+1+1=10 bytes, which is beyond the RAN1-guaranteed coverage for Msg3 size. 
Observation 5: With current MAC specification, the 64-bit CCCH MAC SDU must carry the L field, thus resulting in a total Msg3 size of 80 bits exceeding the RAN1-guaranteed coverage for Msg3 payload size.
2.2	Solutions
There are two alternatives provided below.
Alternative 1: Two LCID Values for CCCH, one for 48 bits and the other for 64 bits.
The LCID is used to indicate the different sizes of MAC SDU of CCCH in this alternative, as described below:
Table 6.2.1-2 Values of LCID for UL-SCH
	Index
	LCID values

	000000
	CCCH of size other than 48 and 64 bits

	000001–100000
	Identity of the logical channel

	100001
	CCCH of size 48 bits

	100010
	CCCH of size 64 bits

	1000110–110100
	Reserved

	110101
	Recommended bit rate query

	110110
	Multiple Entry PHR (four octet Ci)

	110111
	Configured Grant Confirmation

	111000
	Multiple Entry PHR (one octet Ci)

	111001
	Single Entry PHR

	111010
	C-RNTI

	111011
	Short Truncated BSR

	111100
	Long Truncated BSR

	111101
	Short BSR

	111110
	Long BSR

	111111
	Padding




The MAC PDU for 48 bits and 64 bits are shown in Figure 1.The 40-bit CCCH message rrcSystemInfoRequest can accommodate the regular 000000 LCID with an L field resulting in 56-bit Msg3, which fits in the smallest Msg3 size supported by ra-Msg3SizeGroupA. Note that to really take profit of the optimized size of the 64-bit CCCH messages provided in this solution, an additional Msg3 size of 72 bits should be inserted in between 56 and 144 in the values of ra-Msg3SizeGroupA. 
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Figure 1 a) CCCH Size of 48 bits in Alt1


Figure 1 b) CCCH Size of 64 bits in Alt1

Alternative 2: Set x = 64 bits instead of 48 bits
Since RAN1 replied that both 56 bits and 72 bits Msg3 payloads can be supported in NR, the focus should rather be to fit any UL CCCH into the 72-bit payload size rather than optimizing for the 56-bit payload size. Hence, similar to Alternative 1, a specific LCID is used for the 64-bit CCCH thus allowing it fitting in the 72-bit payload size (by removing the L-field), with no coverage issue.
But different from Alternative 1, the 48-bit CCCH is addressed as any other CCCH: with MAC sub-header = LCID (=100000) + L field = 2-byte MAC sub-header size. The resulting MAC sub-PDU size is 64 bits, which is within above RAN1-guaranteed coverage Msg3 payload sizes. Hence, for cells with toughest coverage conditions, based on RAN1 LS, the gNB strategy should be to configure ra-Msg3SizeGroupA to 72 bits, thus allowing carrying both CCCHs while still being differentiated by their LCID. For the 48-bit CCCH, the gNB derives the sub-PDU size from the L field, and UE adds 1 byte padding to fit the 72-bit UL grant. This solution consumes only one additional LCID (as in the current MAC specification), fulfills RAN1 coverage assessments and remains forward compatible by keeping an UL CCCH format with L field thus allowing potential support of other CCCH sizes in future releases.
Similar to alternative 1, an additional Msg3 size of 72 bits should be inserted in between 56 and 144 in the values of ra-Msg3SizeGroupA to take profit of the optimized size of the 64-bit CCCH messages. The 56-bit Msg3 size is kept for the 40-bit CCCH size.
2.3	Comparison
Given the RAN1 LS, we see no point is trying to optimize for rel-15 the performance coverage of Msg3 payload sizes below 72 bits. Hence we don’t see the need to spend an LCID to optimize the coverage of the 48-bit CCCH. It rules out Alternative 1. Therefore we prefer Alternative 2 which minimizes the specification impact (only needs to replace x value from “48” to “64” in the MAC specification) while meeting the RAN1-guaranteed coverage performance. 
According to the above analysis, we propose that:
Proposal 1: Set x = 64 bits instead of 48 bits in TS38.321 Sections 6.1.2 and 6.2.1.
Proposal 2: Add 72-bit value to the values the parameter ra-Msg3SizeGroupA can take.
3	Conclusion
In this document, we compare 2 alternatives addressing the issue how to indicate the CCCH size to the network. Both pros and cons are analyzed. We conclude with the following observations and proposals:
Observation 1: In the current MAC specification, one new LCID is assigned for the MAC SDU of CCCH of 48 bits, thus allowing saving the L field (one byte) in the MAC sub-header.
Observation 2: RRC signaling supports three UL CCCH MAC SDU sizes: 40, 48 and 64 bits.
Observation 3: The Msg3 sizes that can be configured in ra-Msg3SizeGroupA for preamble selection start with values of 56 and 144 bits.
Observation 4: RAN1 does not report any coverage issue up to 72-bit Msg3 payload sizes.
Observation 5: With current MAC specification, the 64-bit CCCH MAC SDU must carry the L field, thus resulting in a total Msg3 size of 80 bits exceeding the RAN1-guaranteed coverage for Msg3 payload size.
Proposal 1: Set x = 64 bits instead of 48 bits in TS38.321 Sections 6.1.2 and 6.2.1.
[bookmark: _GoBack]Proposal 2: Add 72-bit value to the values the parameter ra-Msg3SizeGroupA can take.
We have a corresponding CR in [5].
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