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	Reason for change:
	Access control applicability in NG-RAN differentiates per RRC state. 
There are already four identified methods in 38.300 to control congestion: Unified Access Barring, RACH backoff, RRC Connection Reject and RRC Connection Release, however applicability of the available access control methods per RRC state remains unclear opening unnecessary requirements to introduce additional enhanced mechanisms for access control .
The Unified Access Barring control that relies on Access Category and Access Identity is agreed for RRC_IDLE and is being under definition for RRC_INACTIVE. Thus, the CR clarifies it can apply for both states. 
A potential NR Access Barring applicability for RRC_CONNECTED state could not be self-contained in RRC and would impose cross-layers information exchange imposing further overwhelming implications. The NAS and application layer specific categorizations for any new session/service request in addition to the existing and ongoing RRC connection is not in actual progress in stage 2 NR work yet. While a need for access barring in RRC_CONNECTED can be easily mitigated as all UEs having context established, can release the resources in congestion by use of RRC Release. That allows in the next step applying regular access barring for UE attempting (any)RRC connection, and is free from complex interaction with higher layers. 
Hence, the CR clarifies RRC Release is the only access control function for RRC_CONNECTED in Rel-15.

	
	

	Summary of change:
	Classifying different access control methods per UE RRC state:
· access barring control is applicable to RRC_IDLE and RRC_INACTIVE 

· RACH backoff and RRC Reject is applicable to RRC_IDLE and RRC_INACTIVE

· RRC Release is applicable to RRC_CONNECTED

	
	

	Consequences if not approved:
	Unclear use of generic access control methods and applicability of NR access barring control 
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Modified Subclause
7.4
Access Control

NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms. In that set of access control functionalities, applicability differs depending on the RRC state:
-
For RRC_IDLE and RRC_INACTIVE the following applies:

-
access barring based on Access Category and Access Identity;

-
RACH backoff;
-
RRC Connection Reject based on RRC establishement cause (see 3GPP TS 38.331 [12]);

For RRC_CONNECTED the following applies:
-
RRC Connection Release.
One unified access barring mechanism for NR addresses all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms: each access attempt is categorized into one of Access Category as specified in 3GPP TS 22.261 [19].

In RRC_IDLE, the UE NAS informs RRC of the access category and the Connection Request includes some information to enable the gNB to decide whether to reject the request.
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