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	Detalis on NG-RAN functionality for: access attempt and UEs categorization for unified access control and required gNB capabilities. In particular the fllowing is added:
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Modified Subclause
7.4
Access Control

NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

One unified access barring mechanism for NR addresses all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms: each access attempt is categorized into one of Access Category. In addition, the UE making an access attempt may be categorized into one or more Access Identities, as specified in 3GPP TS 22.261 [19].
UE RRC layer is required to know Access Category of the access attempt and, if applicable, one or more Access Identities to perform barring check procedures. Access barring control procedures are supported for any transition to RRC_CONNECTED.
In RRC_IDLE, the UE NAS informs RRC of the access category and the Connection Request includes some information to enable the gNB to decide whether to reject the request. In RRC_INACTIVE, the UE RRC initiates provision of the Access Category.

The gNB may broadcast barring configuration for the Access Categories and Access Identities in system information. Barring configuration parameters allow random barring (i.e. by probability factor and barring timer) and are differentiated per Access Categories and Access Identities.
End of Modified Subclause
