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1. Introduction & Background

The contribution is resubmission of R2-1712764. According to agreements made so far on NR RRC connection control, some issues that come to conclusion are removed [1]

 REF _Ref498364168 \r \h 
[2]. In this contribution, we focus on the FFS issues on the MSG3/4/5 content that are still under discussion and propose a way forward for them.
2. Discussion

2.1.  FFS Information that can be included in MSG3 or MSG5

The following agreements are related to content delivery in MSG3 or MSG5 during RRC IDLE/INACTIVE to CONNECTED state transition procedures.
RAN2#99 agreements on RRC connection establishment

6.1
Some form of relation is foreseen between the access categories and establishment causes; details are FFS.

FFS if MSG3 also could also include other information e.g. NAS message, 5G CN node selection, UE capability of supporting high frequency, the access category indicating a type of services or other information sent over MSG5.

9.
RRC Connection Setup Complete kind of message includes 5CN node selection information and dedicated NAS PDU (except if they were sent in MSG3 in the case that the FFS from Proposal 6.2.1 were to be agreed).

RAN2#99 agreements on RRC connection resume

21.
RRC Connection Resume Request kind of message includes UE identity (or UE context identity), establishment (or resume) cause information and UE's security information (e.g. authentication token).

FFS if MSG3 also could also include other information
22.
RRC Connection Resume kind of message can optionally include the dedicated radio resource configuration 

FFS: Whether RRC Connection Resume Complete includes NAS PDU, 5CN node selection information (e.g. selected PLMN identity or NSSAI)

According to above FFS issues, some information is identified as the possible initial information that can be carried in MSG3 (otherwise MSG5) when going from IDLE to CONNECTED.

· NAS message

· 5G CN node selection (e.g. selected PLMN identity or NSSAI)

· UE capability of supporting high frequency

· The access category indicating a type of services

The major motivation on whether to include other assistance information in MSG3 is to meet the 10ms control plane latency requirement in NR. When an RRC connection needs to be established, it is preferable that MSG3 contains sufficient information to allow the gNB to establish the NG-C/P connection towards the AMF and also retrieve the UE context from the AMF as soon as possible. Otherwise, the gNB has to wait until MSG5 to contact the AMF which will add unnecessary latency e.g., up to several milliseconds (depending on HARQ RTT in RAN1).  Based on that, we suggest at least messages that have time critical use cases are considered, i.e., NAS message and the 5G CN node selection in the above list. Regarding the specific NAS message, we think it should be the NAS service request, but not other NAS messages (e.g., TAU request, attach request) which is assumed that the delay performance is less critical.

On the other hand, things become a bit different when UE resuming from INACTIVE to CONNECTED, because the NG-C/P connection is already established for UE and the corresponding time budget as in RRC connection setup can be saved.  However, there is possibility that the gNB where UE initiates RRC resume request cannot retrieve and/or verify the UE context (e.g., due to no Xn), thus a fallback to RRC connection setup is used by the gNB. In such case the NAS message and the 5G CN node selection would still be beneficial.

Observation 1
The NAS information and the 5G CN node selection information is beneficial to meet the 10ms control plane latency requirement in NR.
It should be noted that MSG3 size limitation exists in NR as LTE. To include the full NAS message and/or 5G CN node selection may not be possible. As for the extra complexity caused by the optimizations, an exemplified Table 1 is given to analyze the required minimum MSG3 size in NR. If the NAS and CN selection information are included in the RRCConnectionRequest message, the total size of the MSG3 should at least consider as following.
Table 1
Example of MSG3 Content and Size
	MSG3: RRCConnectionRequest

	IE
	Size (bit)

	message structure overhead*1
	4

	ue-Identity
	40

	establishmentCause*2
	6

	selectedPLMN-Identity*3
	3

	NSSAI *4
	3

	dedicatedInfoNAS *5
	32

	Total
	89

	Assumptions:

*1   The message structure overhead includes message type for RRC connection setup/re-establishment/resume (2 bits), UE id type for S-TMSI/Random value (1 bit) and critical future extension field (1 bit) as LTE RRCConnectionRequest.
*2  The establishment cause associates with one of the 64 access categories defined in NR unified access control [3].

*3  The selected PLMN belongs one of the 6 PLMNs that shares the same RAN as in LTE. 

*4  The requested NSSAI belongs to one of the 8 slices that can be supported by UE simultaneously [1].

*5  The NAS info at least includes the mandatory part of the NAS Service Request message as in LTE (refer to Annex A).


Besides the IE size calculated above, the required padding bits to be Byte aligned for the RRC message PDU as well as one Byte MAC header are taken into account. As a result, we assume the total MAC PDU size would be 13 Bytes (104bits). 

Observation 2
The required MSG3 size would be 104 bits in order to contain the NAS information (e.g., service request) and the 5G CN node selection information (e.g., selected PLMN).
Based on the observations, to achieve the latency gain the gNB should not provide a grant smaller than 104 bits. However, the MSG3 size design is still pending RAN1 work. Therefore, we propose a way forward:

Proposal  1
Include both the NAS information (e.g., service request) and 5CN node selection information (e.g., selected PLMN and NSSAI) in MSG3 if MSG3 size is not a limitation.
With regards to other information that may be useful but not urgent, e.g., UE capability of supporting high frequency, the access category indicating a type of service, MSG5 can be used.

2.2.  FFS Information that can be included in MSG4

Issue 1: MSG4 is the RRC connection reject message.

The following agreements are related to MSG4 content if MSG4 is the RRC connection reject message.
RAN2#99 agreements on RRC connection reject

7. 
RRC Connection Reject kind of message includes the wait time.

FFS redirect information 

FFS Value range of wait time.

FFS Whether to include frequency/RAT deprioritisation information.

In LTE, redirect information (e.g., an E-UTRA frequency or an inter-RAT carrier frequency) provided from network can be used to control the frequency on which the UE camps at network congestion situations. In NR, similar motivations are expected. However, a big difference between LTE and NR system is that NR supports RRC INACTIVE while LTE doesn’t. Regarding whether to include redirect information in RRC connection reject message, we should consider the potential security risk. Since RRC connection reject message is sent over SRB0 (i.e., with no ciphering and integrity protected), it would give chance for a fake gNB to force UE to reselect to any frequency. Potentially, the frequency can be an inter-RAT carrier frequency which does not support INACTIVE state. When an INACTIVE UE receives RRC connection reject with redirection to an inter-RAT carrier frequency (e.g., an E-UTRA frequency), it has no choice but to release its UE context and go to IDLE. On the other hand, at last RAN2#99 meeting it is agreed that when an INACTIVE UE receives RRC connection reject message, it moves back into INACTIVE. Consequently, the INACTIVE to INACTIVE reject procedural handling cannot be fulfilled as RAN2 agreed. 

Observation 3
If redirection information (e.g., an E-UTRA frequency) is included in unprotected RRC connection reject message, it gives fake gNB chance to force an INACTIVE UE to enter ILDE with reselection to an inter-RAT system that doesn’t support INACTIVE state.

Similar issue arises if frequency/RAT deprioritisation information is included in the RRC connection reject message. Therefore, we propose:
Proposal  2
RRC connection reject message does not include redirect information and frequency/ RAT deprioritisation information. 

Regarding the appropriate value range of the wait time in RRC connection reject message, potential deny of service attack by fake gNB should also be taken into account. It is easy for a fake gNB to forge an unprotected RRC connection reject message. Moreover, A UE remains barred by the network until the wait time set in RRC connection reject expires. If a large value of wait time is supported, the fake gNB would have chance to send a UE out of service for a long time which is not desirable. Therefore, the value of wait time should not be too large. In LTE, the value range of wait time for non-delay-tolerant service are 1 to 16 seconds. We suggest reusing the value range of wait time as in LTE.
Proposal  3
Wait time in RRC connection reject should not support very large value to handle potential deny of service attack. The value range of wait time in LTE (i.e 1~16 seconds) can be reused.
Issue 2: MSG4 is the RRC connection releases message.
The following agreements are related to MSG4 content if MSG4 is the RRC connection release message.
RAN2#99 agreements on RRC connection release

27
For CONNECTED to INACTIVE RRC transition, the RRC Connection Release kind of message includes (a) the same information as listed in proposal 11 (i.e. cause information, redirect carrier frequency and mobility control information), and can include (b) UE identity (or UE context identity), and optionally (c) suspension/inactivation indication (FFS if implicitly or explicitly), (d) RAN configured DRX cycle, (e) RAN periodic notification timer, and (f) RAN notification area.

The suspension/inactivation indication is used to discriminate the target UE RRC state (i.e., either go to IDLE or INACTIVE) when transiting from CONNECTED.  If the gNB decides to send the UE to INACTIVE, the MSG4 will additionally include some INACTIVE related parameters (e.g., resume id, RAN DRX cycle, RAN periodic notification timer, and RAN notification area). Base on that, the information is enough for the UE to make a decision on transition to INACTIVE instead of IDLE. Therefore, we propose:

Proposal  4
INACTIVE related parameters in RRC connection release message to indicate UE state transition to INACTIVE from CONNECTED, no explicit suspension/inactivation indication is needed.

3. Conclusion

In this contribution, remaining FFS issues on MSG3/4/5 content are discussed.  Observations and proposals are given as follows.

Observation 1
The NAS information and the 5G CN node selection information is beneficial to meet the 10ms control plane latency requirement in NR.
Observation 2
The required MSG3 size would be 104 bits in order to contain the NAS information (e.g., service request) and the 5G CN node selection information (e.g., selected PLMN).
Observation 3
If redirection information (e.g., an E-UTRA frequency) is included in unprotected RRC connection reject message, it gives fake gNB chance to force an INACTIVE UE to enter ILDE with reselection to an inter-RAT system that doesn’t support INACTIVE state.
Proposal  1
Include both the NAS information (e.g., service request) and 5CN node selection information (e.g., selected PLMN and NSSAI) in MSG3 if MSG3 size is not a limitation. 

Proposal  2
RRC connection reject message does not include redirect information and frequency/ RAT deprioritisation information.
Proposal  3
Wait time in RRC connection reject should not support very large value to handle potential deny of service attack. The value range of wait time in LTE (i.e 1~16 seconds) can be reused.
Proposal  4
INACTIVE related parameters in RRC connection release message to indicate UE state transition to INACTIVE from CONNECTED, no explicit suspension/inactivation indication is needed.
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Annex A : Service Request
Excerpted from reference [4]. The highlighted part in yellow indicates the length (in unit of Byte) of the correponding mandatory informaion in NAS Service Request message.

8.2.25
Service request

This message is sent by the UE to the network to request the establishment of a NAS signalling connection and of the radio and S1 bearers. Its structure does not follow the structure of a standard layer 3 message. See table 8.2.25.1.

Message type:
SERVICE REQUEST

Significance:

dual

Direction:


UE to network

Table 8.2.25.1: SERVICE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	KSI and sequence number
	KSI and sequence number

9.9.3.19
	M
	V
	1

	
	Message authentication code (short)
	Short MAC

9.9.3.28
	M
	V
	2


