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1 Introduction
RAN2#97bis reached the following agreements on the L2 aspects for NR mobility.
Agreements

1: 2  handling of handover for AM mode:

-
1: LTE- like handover

-
2: No Key change, Data Recovery, RLC re-establishment

2: 2 handling of handover for UM mode:

-
1: LTE- like handover

-
2: No Key change, RLC re-established

3: 2 handling of handover for SRB:

-
1: LTE- like handover

-
2: No Key change, RLC re-established

From the above agreements, basically two handover (HO) types are classified by RAN2 already: 1) legacy LTE like handover; 2) HO with no PDCP anchor change/reset. In this document, we define a third type: HO with only PDCP anchor change/reset while no RLC (and MAC) layer re-establishment is involved. Details of the type 3 HO are discussed in this paper. Some aspects of Type 2 HO are also discussed. 
2  Aspects of Type 2 Handover

Since the objective of the Type 2 handover is to support handover under the same controlling PDCP entity, it seems safe to assume that no PDCP configuration parameter is needed. However, lower layers could be reconfigured as usual. Hence we can use the same RRC procedure for type 2 handover as for type 1 handover.
Looking at the contents of RadioResourceConfigDedicated in LTE as an example, it seems that all the parameters that are not per-bearer, could conceivably be changed also in type 2 handover (e.g., the RLF timers and constants although they are still controlled by the same RRC entity, could be changed due to different radio conditions in the target cell).  All SRB parameters could change upon lower layer handover; so it seems that the only impact (based on the LTE message structure) is inside drb-ToAddModList, where the IE pdcp-Config should be made optional for the case of type 2 handover.
Proposal 1: Allow RRC connection reconfiguration without including PDCP configuration in the case of type 2 handover.

This should apply only in case of delta configurations, i.e. if fullConfig is set to TRUE, the PDCP configuration (along with everything else) is still needed.
Lossless packet delivery

The baseline method for ensuring lossless delivery is simply to rely on the PDCP entity to retransmit.  However, this is not the most efficient way to schedule retransmissions, because it can result in retransmission of RLC PDUs that were already received and acknowledged by the UE.

E.g., consider the case that the source RLC entity has delivered all SDUs up through RLC SN 100, corresponding to all PDCP PDUs up through PDCP SN 1050, and the first segment only of RLC SN 101/PDCP SN 1051.  A second segment of RLC SN 101 is outstanding when the handover occurs and RLC is reset.  The result is that retransmission starts from the first segment of RLC SN 101, as shown in Figure 1.
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Figure 1: Retransmission of already received RLC PDU after handover

It is worth asking if this duplication can be avoided by some form of selective retransmission.  Several approaches could address the situation.

1. The UE provides an enhanced PDCP status report that includes the segment information (“I received segment 1 of PDCP SN 1051”) as well as the correspondence to RLC sequence numbers (“The first segment of PDCP SN 1051 was segment 1 of RLC SN 101”).  However, in addition to the complexity introduced by the extra status information, this approach cannot easily deal with the possibility that the RLC segment 1 was lost and segment 2 was received; it can only start from the first undelivered RLC PDU, and any subsequent already delivered PDUs will be retransmitted.

2. The source DU forwards undelivered RLC PDUs to the target DU for retransmission, along with the mapping between RLC SNs and PDCP SNs.  The PDCP entity will still deliver the undelivered PDU 1051 to the target DU, but the target can intelligently redeliver only the RLC PDUs that the source indicates were not delivered. This approach requires the participation of RAN3 and effectively creates a DU-DU interface, which is a substantial impact; we do not consider it feasible.

3. A variation of option 2 above would deliver only the segment mapping and delivery report, not the actual user plane data, to the target DU.  It still requires the collusion of RAN3 to create a way for the DUs to communicate, perhaps routed via the CU.  While this approach might work, the impact seems out of proportion to the benefit.

Proposal 2: Retransmission of PDCP PDUs after type 2 handover follows the LTE baseline behavior. Consider if fast retransmission schemes offer a worthwhile benefit over this baseline.
3 Type 3 Handover
Use cases of type 3 handover

To differ from the two types of the handover discussed before for NR, this paper use the term Type 3 handover to represent the handover with only PDCP anchor relocation without moving and/or reset the RLC and MAC protocol stack.  

The Type 3 handover can be a critical part of the complete mobility solutions (e.g. DC 3C) to meet handover requirements with 0ms interruption which was agreed during the study for NR. Its additional use case can be NR intra-cell handover and PCell change in CA. 

In LTE, if AS keys (KUPenc, KRRCint and KRRCenc) need to be changed in RRC_CONNECTED, an intra-cell handover shall be used. This is to avoid reusing COUNT for the same radio bearer identity in RRC_CONNECTED mode without KeNB change. However, the LTE intra-cell handover procedure for AS keys change will cause interruption of data transmissions. If we could use normal RRC connection reconfiguration procedure to update the AS keys in NR, this interruption will be avoided, because the L2 reset can be avoided in this case. In order for the UE to know which keys are used to which data, the indication of the starting PDCP SDU SN to use the new keys should be sent from the gNB to the UE. This indication could be included in the RRC connection reconfiguration message for the AS keys change. Alternatively, a new PDCP control PDU could be designed to carry the indication. 

Proposal 3a: Design NR solely security key change process as Type 3 handover.
In LTE, if PCell needs to be changed, a Type 1 handover procedure should be executed with RACH procedure and L2 reset/re-establishment which will cause interruption. In NR, we should consider mobility enhancements for PCell change procedure in DC case.
As demonstrated in [1][2], DC3C based 0ms interruption NR mobility solution includes two phases. Phase one: employ the major procedures of Type 2 HO to add the target cell as a Scell; Phase two: relocate the PDCP anchor from the original source cell (Pcell) to the target cell (Pscell) by conducting Type 3 HO. 
Proposal 3b: Design NR PCell 0ms interruption switch by employing Type 3 handover in a DC architecture.
L2 handling of type 3 handover
There are already proposals that discuss the use of DC based approach or enhanced make before break (eMBB) approach to support 0ms HO interruption. However, the most essential issue for 0ms HO interruption is how to enable the parallel transmission between the two legs during HO: between the source node and the UE, and between the target node and the UE.
In order to support 0ms HO interruption, an overlapping duration should be allowed during which the UE will receive PDCP packets from the source cell and at the same time receive the PDCP packet from target cell. This is because it is a challenge for the UE to know exactly when to stop the communication with source cell and when to start the communication with the target cell. 
DC 3C dual connectivity architecture as specified within LTE supports simultaneous PDCP packet transmission and reception between the UE and the network via the MeNB and SeNB. In order to achieve 0ms interruption, during the handover to a serving cell of the secondary node (i.e. the reconfiguration of the secondary node as master node), the PDCP PDU transmission and reception should be maintained without interruption. During the handover execution, the MAC/RLC entity of the source node and of the target node can continue normal operation, without reset. The only difference is that the PDCP PDU is coming from a different PDCP entity (i.e. PDCP relocation). 
From the UE perspective, in order to have seamless operation for packet reception, the UE should be able to identify the packets coming via the same RLC/MAC but potentially from a different PDCP. This will help to the UE to process the packets and deliver the packets to the right PDCP entity for deciphering, decompressing and reordering. Generally, the UE needs to use the corresponding key to handle the PDCP PDUs from source cell and from the target cell. 
One potential approach is to indicate a clear boundary of the SN number for PDCP PDU via the end marker indication. When the UE receives the PDCP PDU with end marker, the UE will take the PDCP PDU (with SN less than the SN carried by end marker) as the packets coming from the source cell PDCP entity, and take the PDCP PDU (with SN larger than the SN carried by end marker) as the packets coming from the target cell PDCP entity (after PDCP relocation). Alternatively, we can use indication in PDCP PDU header to indicate which key to be used to decipher the PDCP PDU.
Based on the above observation, the regular DC approach (i.e. 3C based) can be used to achieve 0ms interruption time. Then we need define the L2 handling details for this type of handover from the perspective of DRB in RLC AM, DRB in RLC UM and SRB. 

It should be noted that the PDCP relocation process itself does not introduce any packet loss. Both DRB in RLC AM mode and DRB in RLC UM mode should be supported for this type of handover (we call this as type 3 handover, as we already agreed two types of handover following the agreement made by RAN2#97bis). This type of L2 handling is specific to split bearers and handover from a cell of the MCG to a cell of the SCG. Comparing to the agreement made at the RAN2#97bis, for DRB in RLC AM mode, type 3 HO does not require MAC reset/RLC re-establishment but requires the key change. In UM mode, there is no retransmission of missing packets: the transmission restarts with the first SDUs that were not submitted to lower layers before HO. So then, for DRB in RLC UM mode at type 3 HO, there is no RLC re-establishment, no MAC reset but there is key change. The same principle of RLC AM mode based DRB operation can apply to SRBs. Overall, we have the following summary for type 3 HO for L2 handling: 
	HO Type 
	DRB in RLC AM
	DRB in RLC UM
	SRB

	Type 3 HO
 
	Key change,  No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)


Proposal 4:  Agree the following L2 handling for type 3 HO (i.e. HO with 0ms interruption time)
	HO Type 
	DRB in RLC AM
	DRB in RLC UM
	SRB

	Type 3 HO 
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)


4 3 Types Handover
It is important to classify the L2 aspects for different HO type. A table should be added into the NR stage 2 TS to list the all three types of HO as a comparison for L2 handling. Then we have the following proposal:  
Proposal 5: Adopt the TP based on the following summary for the three type of HOs into stage 2 TS38.300
	HO Type 
	DRB in RLC AM
	DRB in RLC UM
	SRB

	Type 1 HO
	Key change, Data Recovery, RLC re-establishment
	Key change, RLC re-establishment
	Key change, RLC re-establishment

	Type 2 HO
	No Key change, Data Recovery, RLC re-establishment
	No Key change, RLC re-establishment
	No Key change, RLC re-establishment

	Type 3 HO
	Key change, No RLC re-establishment , (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)


5 Conclusion and Proposals
Proposal 1: Allow RRC connection reconfiguration without including PDCP configuration in the case of type 2 handover.
Proposal 2: Retransmission of PDCP PDUs after type 2 handover follows the LTE baseline behavior. Consider if fast retransmission schemes offer a worthwhile benefit over this baseline.
Proposal 3a: Design NR solely security key change process as Type 3 handover.
Proposal 3b: Design NR PCell 0ms interruption switch by employing Type 3 handover in a DC architecture.
Proposal 4:  Agree the following L2 handling for type 3 HO (i.e. HO with 0ms interruption time)

	HO Type 
	DRB in RLC AM
	DRB in RLC UM
	SRB

	Type 3 HO 
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)


Proposal 5: Adopt the TP based on the following summary for the three type of HOs into stage 2 TS38.300
	HO Type 
	DRB in RLC AM
	DRB in RLC UM
	SRB

	Type 1 HO
	Key change, Data Recovery, RLC re-establishment
	Key change, RLC re-establishment
	Key change, RLC re-establishment

	Type 2 HO
	No Key change, Data Recovery, RLC re-establishment
	No Key change, RLC re-establishment
	No Key change, RLC re-establishment

	Type 3 HO
	Key change, No RLC re-establishment , (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)
	Key change, No RLC re-establishment, (No MAC reset)
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