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1. Introduction

In RAN2#60 many agreements were made on radio link failure recovery, i.e. RRC connection re-establishment. The following figure tries to recap the current agreements on RLF recovery signaling:
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One issue with this solution is that it requires 2 RRC procedures to re-establish the user plane. Although this should still be faster than an idle to active transition since the eNB does not have to fetch the UE context from the MME and forwarded data is already present in the eNB, one could wonder if the performance gain justifies the implementation of this feature in the eNB. Thus Nortel believes RAN2 should go the extra mile to make the RLF recovery as efficient as possible.
2. Discussion
As mentioned above, the current assumptions for RLF recovery will likely lead to an interruption time that is not much smaller than if a UE was to perform an idle-to-active transition upon recovery. 

One way to improve the latency of the RLF recovery procedure would be to allow for user plane re-establishment right after the RRC re-establishment procedure, as it was already mentioned in the previous RAN2 meeting. One problem with this approach is the size of the RRC connection establishment message. This message is sent using SRB0 in RLC-TM, and consequently cannot be segmented. Looking at the current content of the RRC connection establishment in TS36.331:
· Transaction ID (2 bits)

· Initial UE ID (16 bits for C-RNTI + 9 bits for physical Layer cell ID = 25 bits)

· Integrity check MAC-I (32 bits) - FFS

· Radio resource configuration

In addition, the RRC connection re-establishment may be integrity protected (FFS). Compared to the RRC connection setup message, the main difference is the inclusion of ‘old’ MAC-I and the possibility for an additional MAC-I due to integrity protection. The initial UE ID (25 bits) is smaller than S-TMSI. As for the ‘Radio resource configuration’ this should be limited to the L1/L2 configuration items that change from one cell to another. Nortel’s understanding is that this L1/L2 configuration would mostly be common to SRBs and traffic channels. Consequently, this ‘Radio resource configuration’ in RRC connection re-establishment could be used for both SRBs and traffic channels, and be the same size as in RRC connection setup. As for other items (e.g. measurement configuration, RLC configuration), they would not change most of the time.
For the inclusion of MAC-I in the RRC connection re-establishment message, it does not seem necessary if contention resolution is done with C-RNTI and old cell ID.
As for the possibility of integrity protecting the RRC connection re-establishment, since security information (algorithm) is not part of the message there may not be any need to integrity protect it.
If the above assumptions are true, the size of the RRC connection re-establishment message can be of equal size as the RRC connection setup. Nortel notes that these assumptions may be confirmed during the adhoc meeting while looking at L1 configuration parameters. If these assumptions are confirmed, it is proposed to allow this message to re-establish the user plane in order to allow for an efficient RLF recovery procedure to be implemented.
3. Conclusion

In case of RLF recovery at an already prepared eNB, the UE context is already present at the eNB. Thus, things like measurement configuration, RLC configuration, etc. will most often not need to be reconfigured.

The current RLF recovery procedure may not be very attractive since its latency is comparable to an idle-to-active transition. Therefore, it is proposed to allow the RRC connection re-establishment procedure to re-start the user plane without any further RRC procedures. This may require an indication in the RRC connection re-establishment message to indicate the eNB’s desire to re-establish the user plane right away.

























3GPP


_1258535699.doc


UE







T-eNB







Re-starts security.



At least SRB1 setup      May be IPed (FFS)



New C-RNTI FFS







RRC CONNECTION RE-establishment complete 















RRC CONNECTION RECONFIGURATION



(re-activates user plane) 











RRC CONNECTION RECONFIGURATION complete 















May be ciphered and IPed 











RRC CONNECTION RE-establishment request



(C-RNTI, cell ID, MAC-I)



























RRC Connection re-establishment



(C-RNTI, cell ID, MAC-I (FFS), radio config)












