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Discussion and decision
1 Introduction

This paper discusses the need for additional RRC messages related to connection release, UE capability transfer, handover to E-UTRA and security activation.

The proposal is the following additional RRC messages: RRC connection release, a UE capability request message and UE capability information

This paper does neither discuss the use of layer 3 response (confirmation/ failure) for network initiated procedures nor the use of system information messages. Those topics are addressed in other contributions.

2 Discussion
2.1 Introduction
The conclusions regarding the need for a layer 3 response (confirmation/ failure) for network initiated procedures are applicable for (some of) the cases discussed in the paper and are hence repeated:
· A confirmation message is not needed, unless:

· there is a need to transfer information in the return direction e.g. UE capabilities, confirmation of identity assignment

· to indicate arrival in the target cell (i.e. RRC connection reconfiguration complete, for handover cases)
· A failure message is used only to overcome errors that are normal (e.g. radio failures) or systematic (i.e. errors that require information exchange to avoid the error repeats constantly)

· A procedure specific failure message seems appropriate for ‘normal’ errors e.g. a handover failure

· Since no cases have been identified requiring this, a general failure message seems sufficient for systematic errors. The general failure message includes a transaction identity and diagnostics information (i.e. information facilitating recovery from the systematic error)

2.2 Connection release

Considerations

· The RRC connection reconfiguration message will (have to) support release of radio bearers

· Upon RRC connection release there is nothing to signal other than the Idle mode mobility control information i.e. the priorities and the associated expiry timer
· It is assumed there is no need to support transfer of NAS information

· The RRC connection release could be used as/ combined with the RRC connection re-establishment reject. However, that is a CCCH message including an initial UE identity

· Since the message results in a state change, introduction of a separate message seems reasonable
Based on the above, the following is proposed:

P.1
Introduce an additional RRC connection release message, only (optionally) including the Idle mode mobility control information i.e. the priorities and the associated expiry timer
2.3 UE capability transfer

Recently a dynamic UE capability transfer mechanism has been agreed for UTRA. The agreed mechanism is based on the normal UE capability transfer procedure (UL: UE capability, DL: UE capability confirm) with the following extensions
· The UE triggers the procedure to report changes dynamically if the network configures this (using a ‘support indication’ in dedicated messages) 
· The dynamic change reporting is used for part of capabilities: PhyCh, TrCh, HS-DSCH config, device type and power class

· The UE always transfers all capabilities i.e. not just the changed ones (to allow transparent forwarding of capabilities not comprehended by the network

· A number of constraints are specified regarding the capability values UE is allowed to report i.e. the reported capability shall supporting ongoing CS configuration and shall not remove support of HSDPA/ HSUPA (UE may change to lowest cat.)

·  UTRAN may refuse the capability change

· The capability change may require a reconfiguration, in which case UTRAN’s acceptance may be indicated in the reconfiguration message (which should be within certain time)

· Within the cell update, the UE indicates if current capabilities are different from last transferred ones

Considerations on (static) UE capabilities
· It is assumed that there are separate UE radio capabilities for each RAT (E-UTRA, UTRA, GSM, GERAN) and that E-UTRAN can request the UE to provide capabilities for each individual RAT
· Upon receiving the UE context from the MME, the eNB normally invokes the RRC connection reconfiguration procedure to activate security. If needed, the eNB could include a capability request, upon which the UE could include the capabilities in the response message. However, there may be some other scenario in which the UE may need to request the capabilities e.g. following handover
· For the static capabilities, a layer 3 confirmation does not seem really needed. The UE can apply the layer 2 confirmation, while if needed, the E-UTRAN can re-issue a capability request.

Considerations on dynamic UE capabilities

· The dynamic change reporting is assumed to only cover (part of) the E-UTRA capabilities (i.e. there is no need to report changes in UTRA capabilities while in E-UTRA)

· For dynamic capabilities, the benefit of MME storage is smaller. Moreover, MME storage my require additional complexities needed to ensure the eNB has up to date information. Hence, it seems more attractive to require the UE to signal the information when needed
· The introduction of dynamic capabilities will require additional handling, which depends on the actual solution that is agreed. It is assumed that this will at least involve:

· A separate ‘request’ option seems needed

· A layer 3 confirmation is assumed to be needed

· Some changes to the re-configuration procedure

· One of the main reasons for introducing dynamic UE capabilities (i.e. MBMS) may not be in the initial release of the E-UTRA specifications. This suggests that the support of dynamic capabilities may not be needed in the initial release either

Based on the above, the following is proposed:

P.2
Introduce a UE capability request message, including separate indications for requesting the static capabilities for E-UTRA, UTRA, GSM and GERAN

P.3
Introduce a UE capability information message, by which the UE can indicate the E-UTRA, UTRA, GSM or GERAN radio access capabilities
P.4
Some further discussion is needed on the support of dynamic capabilities in the initial release of the E-UTRA specifications

If RAN 2 agrees to support dynamic capabilities, the following additional proposals apply

P.5
Dynamic E-UTRA are handled seperately from static E-UTRA capabilities. Dynamic capabilities are not stored in the MME. Instead, the UE always provides the dynamic capabilities upon connection establishment. Upon X2 handover, the eNB forwards the dynamic capabilities. Upon S1 handover, the eNB requests the dyanamic capabilities from the UE

P.7
Introduce a separate indication for requesting the dynamic E-UTRA capabilities within the UE capability request message
P.8
Introduce a UE capability confirm message, by which the E-UTRAN can indicate if it accepted the dynamic capabilities in a similar fashion as done in UTRA
2.4 Inter-RAT handover to E-UTRA
Considerations

· It is assumed that the message used for inter-RAT handover may include security activation and RB establishment; this is possible because the message is assumed to be protected by the source RAT

· Following the agreement that regular handover procedure should be used as baseline, it is assumed that the response message is integrity protected and ciphered using the security configuration provided in the handover message

· Even for the preamble expiration time, not much special handling may be needed

· For some RAT, it may be possible to use the SFN offset approach in the normal fashion. In other cases, the expiration time may need to be expressed by indicating the applicable SFN value of the target cell. Once could specify that the UE is allowed to try a fixed number of RACH occasions e.g. 2. While doing so, the UE could in parallel acquire P-BCH. The UE would only have to evaluate the ‘end time’ for RACH occasions that are beyond the fixed number of allowed RACH occasions.

Based on the above, the following is proposed:

P.9
There is no need to introduce a specific Inter RAT handover to E-UTRA message i.e. the RRC connection reconfiguration messages are well suited

2.5 Specific Security Mode Command (SMC) message
Considerations
· Separate messages have the advantage that some specification can be simplified i.e. one can refer to the specific message rather than stating ‘the RRC connection reconfiguration message used to perform security activation

· It has been agreed that the UE shall return a response message for the RRC connection reconfiguration message used to perform security activation. I.e. the procedure is the same as for the normal RRC connection reconfiguration. From this perspective, there is no real justification to introduce a separate message

· One could argue that a response message is not needed for the RRC connection reconfiguration message used to perform security activation i.e. in case of failure the subsequent reconfiguration will fail (IPed, ciphered) also, upon which eNB could release the RRC connection. If that had been agreed, it may have been beneficial to introduce a Specific Security Mode Command (SMC) message
· It is assumed that the RRC connection reconfiguration needs to keep the option to simultaneously activate security and establish one or more RBs for the inter RAT handover to E-UTRA. Also, it is considered not to be very beneficial to remove this option

Based on the above, the following is proposed:

P.10
There is no need to introduce a specific Security Mode Command (SMC) message i.e. the RRC connection reconfiguration messages is used

P.11
The option to simultaneously activate security and establish one or more RBs should be kept (needed for the inter RAT handover to E-UTRA). There is no need to restrain its use

3 Conclusion & recommendation
This paper discusses the use of layer 3 response (confirmation/ failure) messages for network initiated procedures. Based on our analysis, the following is proposed:

P.1
Introduce an additional RRC connection release message, only (optionally) including the Idle mode mobility control information i.e. the priorities and the associated expiry timer

P.2
Introduce a UE capability request message, including separate indications for requesting the static capabilities for E-UTRA, UTRA, GSM and GERAN

P.3
Introduce a UE capability information message, by which the UE can indicate the E-UTRA, UTRA, GSM or GERAN radio access capabilities
P.4
Some further discussion is needed on the support of dynamic capabilities in the initial release of the E-UTRA specifications

P.9
There is no need to introduce a specific Inter RAT handover to E-UTRA message i.e. the RRC connection reconfiguration messages are well suited

P.10
There is no need to introduce a specific Security Mode Command (SMC) message i.e. the RRC connection reconfiguration messages is used

P.11
The option to simultaneously activate security and establish one or more RBs should be kept (needed for the inter RAT handover to E-UTRA). There is no need to restrain its use

If RAN 2 agrees to support dynamic capabilities, the following additional proposals apply

P.5
Dynamic E-UTRA are handled seperately from static E-UTRA capabilities. Dynamic capabilities are not stored in the MME. Instead, the UE always provides the dynamic capabilities upon connection establishment. Upon X2 handover, the eNB forwards the dynamic capabilities. Upon S1 handover, the eNB requests the dyanamic capabilities from the UE

P.7
Introduce a separate indication for requesting the dynamic E-UTRA capabilities within the UE capability request message
P.8
Introduce a UE capability confirm message, by which the E-UTRAN can indicate if it accepted the dynamic capabilities in a similar fashion as done in UTRA
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