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1
Introduction
In [1] presented at the RAN2-60 meeting in Jeju, Korea, an ASN.1 coding sketch was outlined for the E-UTRA RRC protocol. The issue about the RRC message extensibility was briefly discussed, but no conclusions were made at that meeting. The intention with this document is to continue the discussion in [1] and to propose some conclusions that could be used as the working assumption in the ongoing work on the E-UTRA RRC protocol, if agreed.

2
Pre-requisite
A few basic decisions are needed for the development of the E-UTRA RRC ASN.1. In this document, the following is assumed:
–
The ASN.1 for E-UTRA RRC is based on the 07/2002 version of the ITU-T recommendations X.680, X.681 and X.691; the same version as is currently used in the UTRAN RRC specification (TS 25.331).

–
The ITU-T X.691 Packed Encoding Rules (PER) UNALIGNED variant shall be used; this is also the same as is currently used in the UTRAN RRC specification (TS 25.331).
Proposal 1:
The abovementioned basic assumptions are agreed as the working assumption for the E-UTRA RRC.
Note:
The assumption regarding the packed encoding rules (PER) is essential for an assessment of the coding overhead caused by using of the different extension mechanisms proposed later on in this document.

3
RRC extension mechanisms
3.1
General

In the following, a set of different extension mechanisms are proposed, each applicable in specific context.

3.2
RRC message class
The definitions of the RRC messages in UTRAN are linked to an RRC message class, specific for each logical channel and, when applicable, for each direction (downlink or uplink) of the particular logical channel. In this way, a specific set of RRC messages are identified as, for instance, the downlink DCCH class of RRC messages; another set of RRC messages are identified as the uplink DCCH class of RRC messages; and similarly for each one of the logical channels.

It is proposed to use a similar principle for the E-UTRA RRC messages. For each RRC message class, a basic message structure may be defined (including, e.g., an IE "IntegrityCheckInfo") and the different RRC messages are then identified by means of a CHOICE structure. The proposed ASN.1 realisation of the "DL-DCCH-Message" class is shown in table 1 below.

Table 1: "DL-DCCH-Message" class

-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


integrityCheckInfo

IntegrityCheckInfo

OPTIONAL,


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



dlInformationTransfer



DLInformationTransfer,



mobilityFromEUTRACommand


MobilityFromEUTRACommand,



rrcConnectionReconfiguration

RRCConnectionReconfiguration,



rrcConnectionReestablishment

RRCConnectionReestablishment,



rrcConnectionReestablishmentReject
RRCConnectionReestablishmentReject,



spare3







NULL,



spare2







NULL,



spare1







NULL


},

-- Another CHOICE may be introduced here if needed for future message class extension (table 2)

messageClassExtension
SEQUENCE {}
}

-- ASN1STOP

In case of future extensions of the DL-DCCH-Message class, it is essential to provide an extension mechanism which does not restrict the headroom for the introduction of new DL DCCH messages. Like in UTRAN RRC, it is proposed to allocate a number of spare alternatives in the CHIOICE structure defined in Rel-8, which can be used for the introduction of a few new messages. However, the number of spare alternatives need not be excessively large. As a general rule, it is proposed to limit the number of spare alternatives to what is available with the minimum number of choice bits. (A total of eight alternatives are provided in table 1.) 

As a means for further extension beyond that, it is proposed to include an outer CHOICE level, similar to the "critical extension" mechanism used in some of the UTRAN RRC messages. It will initially allocate one extra bit for the additional choice level, which is not more than what would be necessary if additional spare alternatives were allocated.

An example is given in table 2, showing how the outer CHOICE level can be used when all the original spare alternatives have been taken. The NewMessageD is added in the "c2" message class extension. The number of spare alternatives to be allocated in the message class extension can be left for future decision. It need not be decided in Rel-8. 

Another hook for a second message class extension shall be added when the outer CHOICE level is used. In that way, the same mechanism can be used again for even further extension, if necessary.
Table 2: "DL-DCCH-Message" class (with extension)

-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


integrityCheckInfo

IntegrityCheckInfo

OPTIONAL,


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



dlInformationTransfer



DLInformationTransfer,



mobilityFromEUTRACommand


MobilityFromEUTRACommand,



rrcConnectionReconfiguration

RRCConnectionReconfiguration,



rrcConnectionReestablishment

RRCConnectionReestablishment,



rrcConnectionReestablishmentReject
RRCConnectionReestablishmentReject,



newMessageA






NewMessageA,



newMessageB






NewMessageB,



newMessageC






NewMessageC,


},

messageClassExtension
CHOICE {



c2





CHOICE {




newMessageD






NewMessageD,




spare3







NULL,




spare2







NULL,




spare1







NULL



},



-- Another CHOICE may be introduced here if needed for future message class extension


messageClassExtension
SEQUENCE {}

}

}

-- ASN1STOP

In order to have a predictable behaviour of a Rel-8 UE when new message types are introduced in the future, it is essential to define a handling of the "unknown message types". If one of the spare alternatives is received, or a message defined in the message class extension is received, a generic protocol error handling should be triggered. Defining such handling is however out of the scope of this document.

Proposal 2:
An RRC message class is defined for each logical channel and, when applicable, for each direction (downlink or uplink) of the particular logical channel. The original (Rel-8) encoding of such a message class shall include a CHOICE structure providing the original message type alternatives to be used on the particular logical channel. An example is given in table 1: "DL-DCCH-Message" class.

Proposal 3:
The future extension of the message class definition is based on a) spare message alternatives in the original encoding; and b) an outer CHOICE structure allowing the introduction of additional CHOICE structure(s) providing additional spare message alternatives. The original number of spare message alternatives in a) should be restricted to what is available with the minimum number of choice bits required for the original encoding. An example is given in tables 1 and 2.
An alternative to the outer CHOICE structure in proposal 3b) would be to use the ASN.1 extension marker ("...") in the original CHOICE structure in table 1 (see discussion in section 3.4.3). However, with that alternative, the packed encoding rules (PER) would introduce a "wrapping", consisting of a length determinant and usually some padding, around the message types placed after the extension marker in the encoding. In this case, the wrapping is unnecessary, because nothing follows after the CHOICE structure. It would only create an unnecessary overhead, and mainly for that reason, this alternative is not proposed.
3.3
Critical extension of RRC message

3.3.1
The critical extension mechanism

The "critical extension" mechanism is known from the UTRAN RRC specification. For E-UTRA, it is proposed to enhance this mechanism along the same lines proposed for the message class extension discussed in the previous section. The rationale for this enhancement is an anticipation of a range of critical extensions in future releases. In the original encoding (Rel-8), a few additional bits are allocated, but after the first three extensions of the message, there is a gain.
The proposed encoding is shown in table 3 below. A number of spare choice alternatives are created, which can be used for critical extension of the message in the next releases, if needed. Those can be created without the allocation of new bits to distinguish the different extensions. An outer CHOICE is used to allow further extension when all of these spare choice alternatives have been used.
Table 3: "RRCConnectionReconfiguration" message
-- ASN1START

RRCConnectionReconfiguration ::=
CHOICE {


c1








CHOICE {



r8








RRCConnectionReconfiguration-r8-IEs,



spare7 NULL,


spare6 NULL, spare5 NULL, spare4 NULL,


spare3 NULL, spare2 NULL, spare1 NULL


},


-- Another CHOICE may be introduced here if needed for furhter critical extension

criticalMessageExtension


SEQUENCE {}

}

RRCConnectionReconfiguration-r8-IEs ::=
SEQUENCE {



transactionIdentifier



TransactionIdentity,



measurementConfiguration


MeasurementConfiguration




OPTIONAL,



mobilityControlInformation


MobilityControlInformation




OPTIONAL,



nasDedicatedInformation



NASDedicatedInformation





OPTIONAL,



redioResourceConfiguration


RadioResourceConfiguration




OPTIONAL,



securityConfiguration



SecurityConfiguration





OPTIONAL,



ueRelatedInformation



UERelatedInformation





OPTIONAL,



idleModeMobilityControlInfo


IdleModeMobilityControlInfo




OPTIONAL,



...

}

-- ASN1STOP
In table 4 the example from table 3 is shown, where tentative critical extensions for Rel-9 and a future release "N" are included. The future release "N" extension illustrates the use of the outer CHOICE to extend the initial spare choice alternatives.
Table 4: "RRCConnectionReconfiguration" message 
(with critical extension)
-- ASN1START

RRCConnectionReconfiguration ::=
CHOICE {


c1








CHOICE {



r8








RRCConnectionReconfiguration-r8-IEs,



r9








RRCConnectionReconfiguration-r9-IEs,


--



-- A range of critically extended versions of the message ..

},


criticalExtension




CHOICE {



c2








CHOICE {




rN








RRCConnectionReconfiguration-rN-IEs,



spare7 NULL,



spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL



}



-- Another CHOICE may be introduced here if needed for further critical extension


criticalExtension




SEQUENCE {}


}

}


/ .. /

RRCConnectionReconfiguration-rN-IEs ::=
SEQUENCE {



transactioIdentifier



TransactionIdentity,



--



-- A sequence of revised versions of information elements ..


...

}

-- ASN1STOP
Like in the case with the message class extensions in the previous section, also the critical extension of messages discussed in this section could be handled by using the ASN.1 extension marker ("...") in the CHOICR structure, instead of spare alternatives and the outer CHOICE structure. However, the "wrapping" that would be created around in PER around extensions inserted after the extension marker would also in this case be unnecessary, the CHOICE terminates the encoding of the message; nothing is anticipated following after the CHOICE. For that reason, and mainly for that reason, the alternative using the ASN.1 extension marker is not proposed.
Proposal 4:
The critical extension of the RRC message definitions is based on a) spare extension alternatives in the original encoding; and b) an outer CHOICE structure allowing the introduction of additional CHOICE structure(s) providing additional extension alternatives. The original number of spare extension alternatives in a) could be decided on a message by message basis. As a guideline, it is proposed to start with seven spare extensions. An example is given in tables 3 and 4.

3.3.2
Use of critical extension

Unlike UTRAN, it is proposed to allow critical extension of E-UTRA RRC messages in both uplink and downlink. In the downlink direction, any message sent to a specific UE which release level is known to the eNB may include a critical extension and the encoding should be prepared for that. In the uplink direction, the use of critical extension needs to be controlled by an indication from the network. Such could be included in system information or be sent to the UE via dedicated signalling. It is proposed that those indications are specific for each uplink message type, or group of uplink message types. For example, the measurement control information, either it is sent in system information or in a dedicated measurement control message could include information about the critical extension level that may be used in the measurement reporting. The details are left open in this document.
The messages where critical extension should not be used are those downlink messages which shall be received by more than one UE. Messages in this group are, for instance, the system information messages sent on BCCH and the paging messages sent on PCCH.

Proposal 5:
Allow critical extension to be used in messages targeting a specific receiver, either that is a specific UE or the network (i.e., an eNB). In the downlink direction, the use of critical extension shall be controlled by the release level of the UE; in the uplink direction, by indicators sent to the UE specifically for each message type or a group of message types. Critical extension should not be used in messages targeting more than one UE at a time.
A handling of "unexpected critical extension" needs to be defined for the UE. However, such error handling is out of the scope of this document and is left open.
Further more; it is proposed that when introducing new information in an RRC message belonging to a new release of the RRC protocol, the critical extension should be the primary extension mechanism to be used for that. If critical extension is possible, extensions using the ASN.1 extension marker (to be discussed in section 3.4 below) in the previously existing versions of the RRC message should be avoided. The rationale for this proposal is that the critical extension mechanism allows an efficient preservation of the structure of a message, in particular the structure of the more complex messages for configuration purposes and, for instance, measurement reporting. Preserving the structure of a message may be possible also using the extension marker, but typically at a much higher cost in terms of overhead.
The use of the ASN.1 extension marker is a good complement to the critical extensions, but it is proposed to use that primarily for late corrections and extensions within a certain release of the RRC protocol. If restricted to these purposes, the extension marker could be used in many places within a message, still at a reasonable cost in terms of overhead.
One exception to this restriction regarding the use of the extension marker is the extensions that may be needed to support the "release independent" features. The main example from UTRAN of this kind is the introduction of new UTRA frequency bands. It is proposed that those extensions should be implemented using the ASN.1 extension marker (see section 3.4.1 below).
Proposal 6:
The primary extension mechanism for the introduction of new information in an RRC message belonging to a new release of the RRC protocol is the critical extension mechanism. The exceptions are messages that cannot use the critical extension mechanism based on the restrictions mentioned in proposal 5 and the extensions needed for the "release independent" features (proposal 9).
3.3.3
Contents of BIT STRING and OCTET STRING in a message
So far in this section, only critical extension at the message level has been discussed. However, it is anticipated that in some cases, it may be useful to encapsulate a certain part of a message in a BIT STRING or an OCTET STRING. The OCTET STRING format should be used if contents of a size in the order of 15 octets or more could be anticipated. The BIT STRING format may be used if a content of that size is unlikely. This kind of encapsulation is useful when there are contents wherein the extension handling needs to be kept independent of the extension handling of the main message. Containers of this kind shall be defined without an upper size bound in the ASN.1 encoding in order to allow for future extension of the contents. Note that the PER encoding of such a message will include a length determinant of the actual length in the encoding. There is usually no gain in introducing an upper size bound for that.
When a container of this kind is included in a message, it is proposed that critical extension of the contents of the container shall be allowed on the same conditions as critical extension is allowed for the message as a whole. The extension alternatives to be used in a particular encoding of the message are in this way independent between the main message and the contents of the included container.
Proposal 7:
Allow the use of the BIT STRING and the OCTET STRING formats (using the CONTAINING statement) to encapsulate certain part of a message, where the extension handling need to be kept independent of the main message. The OCTET STRING format should be used if contents of a size of 15 octets or more could be anticipated. The BIT STRING format may be used if a content of that size is unlikely.
Proposal 8:
Allow critical extension of the contents of a BIT STRING or an OCTET STRING to be used. If comprehension is required by the receiver (i.e., a non-transparent use of container), the use of critical extension of the contents should be based on the same condition as applied for critical extension to be used in the main message (cf. proposal 5).
A particular application of the proposals 7 and 8 is the case where an entire RRC message needs to be contained within another RRC message. In this case and OCTET STRING should be included in the outer RRC message CONTAINING the inner RRC message.
3.4
Use of ASN.1 extension marker in RRC message
3.4.1
Replacing the UTRAN "non-critical extension" mechanism

It is proposed that the "non-critical extension" mechanism widely used in UTRAN is abandoned in E-UTRA RRC and replaced by the use of the ASN.1 extension marker.

There are different ways the ASN.1 extension marker can be applied. Like in UTRAN, it can be used at a top message level to add information at the end of a message. However, unlike UTRAN, the mechanism can also be used within a message to extend a SEQUENCE, a CHOICE, or an element of the ENUMERATED or INTEGER types.
An advantage of using the extension marker in the various elements within a message is that extensions may be introduced whilst preserving the overall message structure. Ambiguities regarding the relation between the extension elements and the main body of the message, which sometimes is a problem in the UTRAN RRC protocol, can thus often be avoided.

The penalty is the overhead in the resulting message encoding (i.e., in the transport syntax) introduced by these extensions. A certain overhead should be an acceptable cost; given a gain is structure and clarity. It should however be used somewhat restrictively. It is therefore proposed not to use the extension marker to duplicate extensions that can be introduced the critical extensions discussed in section 3.3 above.
It is proposed to use the extension marker as a replacement for the previous "non-critical extensions" in UTRAN. Exactly in which IEs the extension marker shall be included needs to be determined on a case by case basis. However, it is proposed that it is included consistently at end of the SEQUENCE defining each RRC message. That corresponds to the usual "non-critical extension" hooks that were included at the end of each UTRAN RRC message. In addition, the IEs visible at the top message level are expected to include the extension marker to a very large extent.

Proposal 9:
The ASN.1 extension marker should be used to introduce the message extensions that may be needed for late corrections and extensions within a release of the RRC protocol. The ASN.1 extension marker should also be used for the introduction of support of "release independent" features in the previously existing versions of an RRC message.

Proposal 10:
The ASN.1 extension marker should not be used as an alternative to critical extension of the RRC messages, when that is possible; nor should it be used to duplicate information in the earlier versions of an RRC message, except for the support of the "release independent" features mentioned in proposal 9.

In the following section 3.4.2 to 3.4.5, the use of the ASN.1 extension marker is described in somewhat more detail.

3.4.2
Extending the SEQUENCE type

Table 5 shows an example where the extension marker is used in a SEQUENCE. In this case, it is the top level SEQUENCE defining the contents of an RRC message. However, exactly the same extension mechanism can be used at IE level within a message.
The extension marker should be placed following the last IE within the original encoding of the SEQUENCE (i.e., following the "idleModeMobilityControlInfo" element in this case). In this way, it is possible to add new IEs after the extension marker in a backward compatible manner. This technique can thus be used after freezing the ASN.1 in a certain release.
Table 5: Example of extending the SEQUENCE type
-- ASN1START

RRCConnectionReconfiguration-r8-IEs ::=
SEQUENCE {



transactionIdentifier



TransactionIdentity,



measurementConfiguration


MeasurementConfiguration




OPTIONAL,



mobilityControlInformation


MobilityControlInformation




OPTIONAL,



nasDedicatedInformation



NASDedicatedInformation





OPTIONAL,



redioResourceConfiguration


RadioResourceConfiguration




OPTIONAL,



securityConfiguration



SecurityConfiguration





OPTIONAL,



ueRelatedInformation



UERelatedInformation





OPTIONAL,



idleModeMobilityControlInfo


IdleModeMobilityControlInfo




OPTIONAL,



...,


[[
-- v8xy extension addition group:




measurementConfiguration-v8xy

MeasurementConfiguration-v8xy


OPTIONAL,




ueRelatedInformation-v8xy


UERelatedInformation-v8xy



OPTIONAL



]]


-- Extension IEs may be introduced here if needed for correction or late extension in r8
}

-- ASN1STOP
There is a certain overhead associated with each "extension addition" included in the SEQUENCE after the extension marker. As a minimum, a one bit indicating its presence and a length determinant (typically one octet) is needed. There may also be padding required for octet alignment (also in the PER UNALIGNED variant).
In order to minimise the overhead, if there are more than one extension addition (i.e., new IEs) introduced in a certain version of the protocol (e.g., v8xy), they should be placed within an "extension addition group" (captured within the double square brackets "[[ .. ]]" in the ASN.1 encoding). In that way, they will use a common length determinant and share the overhead. The overhead is essentially the same if there are one or several extension additions within the same extension addition group. Therefore, it is proposed to always use an extension addition group when introducing extension additions in a SEQUENCE.

Note:
An extension addition group (captured within double square brackets "[[ .. ]]") is equivalent to capturing the included elements within an optional SEQUENCE of their own: (i.e., "namedSequence SEQUENCE { .. } OPTIONAL").
The version of the specification where the extension addition group was closed should be indicated in comment text. It might be possible to keep an extension addition group open for further extension during a few subsequent versions of the specification, but that would then rely on the agreement that it shall not be included in the actual encoding of a message before it has been closed. Such agreement could be useful, if a correction or a problem cannot be finalised within a single RAN period, or if subsequent late extensions are expected and the availability of the new additions are not very critical. An open extension addition group should be indicated using an undetermined version number in the comment text, like "v8xy". It is proposed that RAN2 consider agreements of this kind, in particular soon after closing the entire release, during which period corrections may be frequent. In this way the number of extension addition groups in a particular SEQUENCE could be reduced.
Proposal 11:
Extension additions within a SEQUENCE should be placed within an extension addition group in order to minimise the overhead. A comment text should be used to indicate the version of the specification where the extension addition group was closed.

Proposal 12:
RAN2 should consider the possibility of keeping an extension addition group "open" during a few versions of the specification before it is "closed". Keeping it open may allow a number of corrections and late extensions to be collected within a common extension addition group, avoiding too many of those in the same SEQUENCE, thereby reducing the associated overhead.

3.4.3
Extending the CHOICE type

Table 6 shows an example where the extension marker is used in a CHOICE. The extension marker should be placed following the last alternative in the original encoding of the CHOICE (i.e., following the "tmsi-DS-41" in this case). In this way, it is possible to add new choice alternatives after the extension marker in a backward compatible manner.
Table 6: Example of extending the CHOICE type 
(fictitious example from UTRAN RRC)
-- ASN1START

CN-PagedUE-Identity ::=



CHOICE {


imsi-GSM-MAP





IMSI-GSM-MAP,


tmsi-GSM-MAP





TMSI-GSM-MAP,


p-TMSI-GSM-MAP





P-TMSI-GSM-MAP,


imsi-DS-41






IMSI-DS-41,


tmsi-DS-41






TMSI-DS-41,


...,

newIdentityA





NewIdentityA,


newIdentityB





NewIdentityB


-- New alternatives may be introduced; default behaviour if comprehension not supported
}

-- ASN1STOP
Like in the case of a SEQUENCE, there is a certain overhead associated with the use of an "extension addition" in the CHOICE after the extension marker. Typically, when one of the extension additions is chosen, the original choice bits are replaced by a "normally small number" representing the choice. In addition, a length determinant (typically on octet) is needed to enclose the information to be included. There may also be some padding required for octet alignment (also in the PER UNALIGNED variant).
The extension of a CHOICE need not be "closed". New extension additions can be added at the end of the list later on.
When using the extension of a CHOICE, it is necessary that behaviour is defined as default for a receiver not supporting the extension addition. The definition of default behaviour is considered as out of the scope of this document and is left for further study. Typically it should be defined on a case by case basis, possibly as part of a procedure specification.

Note:
The default behaviour need to be defined when the original version of the IE is defined, in order for early equipment to behave properly.

3.4.4
Extending the ENUMERATED type

Table 7 shows an example where the extension marker is used in an IE of the ENUMERATED type. The extension marker is placed at the end of the original encoding. New values may be added after the extension marker later on.
Table 7: Example of extending the ENUMERATED type 
(fictitious example from UTRAN RRC)
-- ASN1START

RadioFrequencyBandFDD ::=


ENUMERATED {











fdd2100, fdd1900, fdd1800, ..., bandVI, bandIV, bandV,










bandVII, bandVIII, bandIX, bandX, bandXI










-- More alternatives may be introduced here









}
-- ASN1STOP
The overhead associated with the extension of the ENUMERATED type is relatively small. The original field representing the original values is replaced by a "normally small number" to represent the new values. One bit is needed to indicate which encoding that applies. The encoding of one of the extension additions typically requires one octet (eight bits) in total, which can be compared with the original encoding depending on the number of enumerated values.
Considering the relatively small overhead, it is proposed that the extension marker is included in the ENUMERATED type whenever a need for further extension can be anticipated.
Like in the case of extending a CHOICE, default behaviour need to be defined for a receiver not supporting the extension addition. The definition of default behaviour is considered as out of the scope of this document and is left for further study. Typically it should be defined on a case by case basis, possibly as part of a procedure specification.
Note:
The default behaviour need to be defined when the original version of the IE is defined, in order for early equipment to behave properly.

In case useful default behaviour cannot be defined, an alternative to extension of the ENUMERATED type is the possibility of extending the SEQUENCE wherein the IE appears, providing a new element including the extension additions. In this way, an explicit value can always be signalled to early equipment, whereas new equipment can ignore the original element and use the new element when it is present.

3.4.5
Extending the INTEGER type

Table 8 shows an example where the extension marker is used in an IE of the ENUMERATED type. The extension marker is placed at the end of the original encoding. New values may be added after the extension marker later on.
Table 8: Example of extending the INTEGER type 
(fictitious example)
-- ASN1START

AnExtendableIntegerType ::=


INTEGER (1..16, ..., 17..64)
-- Further extension is possible
-- ASN1STOP
Unlike the extension of the ENUMERATED, the extension of the INTEGER type is considered relatively costly in terms of overhead, at least for small numbers. A length determinant is needed together with a replacement field, covering the full range (the full outer range if the range is non-continuous) of the extended INTEGER value.

The extension of the INTEGER type should therefore be used with some care. Default behaviour should be defined for early equipment not supporting the extension addition.
3.5
IE naming conventions (suffix tagging)
A set of naming conventions are needed when replacement of existing IEs are defined.

In the critical extension, new IEs replacing the previously defined IEs in an encoding may be defined. It is proposed that those new IEs are tagged with a "-rN" suffix, where "N" is the number of the RRC protocol release, in the same style that has been used in the UTRAN RRC specification.

In extensions using the extension marker, this kind of tagging is usually not needed when new elements are introduced in an existing SEQUENCE, CHOICE, ENUMERATED type or INTEGER type. However, in some cases a replacement or an extension element to a previously existing element may be introduced. In those cases, it is proposed that the element identifier and the element type identifier are retained in the extension addition, but tagged with a suffix reflecting the specific version of the RRC specification ("-vNxy" for version N.x.y) where the extension is closed.
Note:
When using the extension marker in a SEQUENCE or in a CHOICE, the element identifier of each element needs to be unique. It is therefore necessary to tag not only the element type identifier (which is usually done in a similar way in UTRAN), but also the element identifier (which is usually avoided in UTRAN).
The precise naming conventions to be applied may require some further study before a conclusion. The issue is therefore left open in this document.

4
Documentation of the extensibility guidelines
It is proposed that the extensibility guidelines for the RRC messages in the E-UTRA RRC specification need to be documented somewhere. One option is to create a technical report (TR) for the documentation of the message coding to be applied in the E-UTRA RRC specification. If so, the extensibility guidelines are proposed to be included in the TR.
An alternative to creating a TR would be to include these aspects in an informative annex of the E-UTRA RRC technical specification. If this alternative is used, the text in the informative annex could be transferred to the TR, if such is created later on.

Those alternatives are possible and it is proposed that RAN2 discuss the alternatives and conclude on a way forward. 
5
Conclusion
A number of proposals (1 to 12) regarding RRC message extensions have been included in this document. RAN2 is asked to consider those proposals and asked to conclude on a working assumption regarding those aspects.

It is also proposed that a documentation of the extensibility guidelines is needed. RAN2 is asked to consider also that proposal and reach a conclusion on the way forward.
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