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1
Introduction
This document focuses on the following aspects which are covered in R2-1707038 Email discussion report on [98#30][NR] RRC Connection Control (listed with the corresponding section number) :
-
CONNECTED to INACTIVE RRC state transition (2.4)
-
Information to include (2.4.2)
-
Actual RRC message (2.4.1)
-
INACTIVE to IDLE RRC state transition (2.3)
-
Information to include (2.3.2)
-
Successful resumption (2.3.1.1)
-
Resumption fall-back to establish a new RRC connection (2.3.1.2)
-
Congestion handling during resumption (2.3.1.3)
-

Direct transition to INACTIVE state during resumption (2.3.1.4)
-

Direct transition to IDLE state during resumption (also 2.3.1.4)
2
Discussion 
2.1
RRC transition from CONNECTED to INACTIVE state
The following parameters should be provided to the UE when instructing the UE to move to INACTIVE state:

· RAN Notification Area configuration 
· UE Context ID (to identify the UE context in the connection re-activation procedure)
· DRX parameter (RAN configured DRX for INACTIVE state UE)
· Periodic RAN notification area update timer 

In addition to the parameters which are specific to the INACTIVE state, the network may include some parameters which are common to INACTIVE and IDLE state:

· Redirection info (to redirect the UE to an inter-frequency)

· Mobility control info (dedicated cell reselection priorities)

Proposal 1: The RAN Notification Area, the UE context identifier, DRX parameter, redirection info, and mobility control info can be provided to the UE when configuring the UE to enter INACTIVE state.
Based on the contents discussed above, it can be seen that the message used for CONNECTED state to INACTIVE state transmission shares some common information with the RRC Connection Release message, and it also include some information which is specific to INACTIVE state. Since we have already agreed that “the RRC state transition from CONNECTED to INACTIVE follows one step procedure” , we suggest to use the same RRC Connection Release kind of message for CONNECTED to INACTIVE and CONNECTED to IDLE state transition. 

Proposal 2: Use the same RRC Connection Release kind of message for CONNECTED to INACTIVE and CONNECTED to IDLE state transition.
2.2
RRC transition from INACTIVE to CONNECTED state
2.2.1
Successful resumption
In this section, we discuss the scenario where the new gNB can successfully retrieve the context from the old gNB and move the UE to CONNECTED state.
The new gNB which receives the msg3 may need to retrieval context from the old (anchor) gNB and it would incur a backhaul delay (for example 5-20ms), however Msg4 contains the contention resolution MAC CE for the RACH procedure so it can't be delayed beyond the value of the contention resolution timer. Therefore the transmission of the MAC CE for contention resolution (Msg4) may be separated from transmission of the RRC Connection Re-Activation message (Msg4bis) depending on whether the UE resumes in the same gNB. 
Proposal 3: the transmission of the MAC CE for contention resolution may be separated from transmission of the RRC message sent in response to msg3.

For the purpose of discussion, we are giving names to the messages considered:
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Figure 1: RRC Re-Activation procedure in NR (state transition from inactive to connected)

For the RRC request message in Msg3, at least the following information are necessary:
· UE Context ID: to locate the context of the UE

· UE verification info: for the network to verify the UE. The network would not perform context transfer from anchor gNB to new gNB for an invalid UE, therefore it should be anchor gNB which performs the UE verification.. It is FFS whether it is complete PDCP integrity protection information or a short MAC-I like information as LTE, and it is also FFS whether the verification information is computed using old key or new key which could be up to SA3’s decision. 
· Cause value: indicates the cause for the initiating of the RRC Connection Re-Activation Request, for example: data transmission, signalling transmission, RAN notification area update.

Proposal 4a: at least the UE context ID, UE verification info and cause value are included in the RRC request message in Msg3.

Proposal 4b: it is FFS whether the UE verification info is computed using a key derived for use with the old gNB or a key derived for use with the new gNB.
Besides what is discussed above, it will be beneficial if a BSR is sent together with RRC Connection Re-Activation Request, in case UL grants carried by RAR is sufficient to include both. By this way, the new gNB may allocate UL grant according to the reported BSR as early as possible, thus beneficial to reduce latency. 

Proposal 5: Discuss whether allow the BSR report together with RRC request message in Msg3 in case the UL grant is sufficient.
For msg4 of RRC Connection Re-Activation, RAN2 has agreed that “RAN2 aim that in case the RAN is successful in retrieving and verifying the UE context, MSG4 should be ciphered and sent on SRB1”. To cipher RRC Connection Re-Activation, the options are discussed in [1].
For the content of RRC response message, at least the following information are necessary:
· cryptographic algorithm selected by the new gNB;
· current value of NCC.
Depend on whether the RRC Connection Re-Activation message is ciphered or not, the content for Msg4(bis) could be different. For example if RRC Connection Re-Activation message is not ciphered, the algorithm and NCC can be provided as information elements in the RRC Connection Re-Activation message. If the RRC Connection Re-Activation message is ciphered, the algorithm and NCC can be provided in a MAC CE of Msg4(bis); if the RRC Connection Re-Activation message is ciphered, it may also include RRC information elements for connection and/or measurement reconfiguration. The detail could be up to SA3 discussion on which configuration part can be sent without encryption.

Proposal 6: Depending on whether the RRC Connection Re-Activation message is ciphered or not, the content of dedicated radio resource configuration in msg4 could be different. 
Proposal 7: Send a LS to SA3 to ask SA3 to identify the parameters which could be sent in Msg4 without ciphering.
In Msg5, the RRC Connection Re-Activation Complete message is used to confirm derivation of the cryptographic keys used with the new gNB. If Msg3 is validated by the UE using a key derived for use with the new gNB, it would be beneficial to use Msg5 to confirm the radio resource parameter update when performs state transition from INACTIVE to CONNECTED state,
Proposal 8: the RRC Connection Reactivation Complete in Msg5 is used to complete the state transition from INACTIVE to CONNECTED state.
The NAS PDU could be included in RRC Connection Setup Complete. However, there may be no need to include NAS PDU in RRC Connection Reactivation Complete message. If there is one, since SRB2 is established and it should probably be transmitted there. Since in LTE we have the principle that NAS PDU could be transmitted in SRB1 only SRB2 is not established yet, if we keep this principle, NAS PDU will never be included in RRC Connection Reactivation Complete even we have such IE in the message. Of course, we can discuss whether this principle could be violated for the sake of some optimization. 

Proposal 9: discuss the need to allow NAS PDU in RRC Connection Reactivation Complete message.
2.2.2
Resumption fall-back to establish a new RRC connection
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Figure 2: Fall-back of RRC Re-Activation procedure in NR

Similar as fall-back handling in LTE for RRC Connection Resume procedure, if the UE context could not be retrieved by the gNB where RRC Connection Re-Activation Request is received, the gNB could initiate RRC Connection setup message to the UE to setup up new connection instead of rejection of the re-activation procedure. Upon reception of the RRC Connection Setup message from network, the UE shall release the stored AS context and indicate to NAS layer of the fall-back, and NAS layer could provide the NAS message and S-TMSI to UE so that the UE could send the S-TMSI and NAS message in the followed RRC Connection setup complete message.
Proposal 10a: If the UE context cannot be retrieved by the new gNB where RRC Connection Re-Activation Request is received, the new gNB can initiate RRC Connection setup message to the UE to setup new connection instead of rejection of the re-activation procedure.

Proposal 10b: Upon reception of the RRC Connection Setup message from the network, the UE releases the stored AS context and indicated to NAS layer of the fall-back.

Proposal 10b: NAS layer provides the initial NAS message and S-TMSI to UE AS so that the UE AS can send the S-TMSI and initial NAS message in the following RRC Connection setup complete message.
2.2.3
Congestion handling during resumption
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Figure 3: Congestion handling during resumption
In case the congestion occurs, the gNB could use RRC Connection Reject to reject the access of the UE without change of INACTIVE parameter and state. Upon reception of the reject from the network, the UE could apply the wait timer in the Reject message and keep in INACTIVE state. It shall be noticed that it is not necessary for the new gNB to retrieve the context from the anchor gNB in such case.

Proposal 11: The network can use RRC Connection Reject message as response of RRC Connection Re-Activation Request in congestion scenario to request the UE to remain in INACTIVE state without change of parameters (it is not necessary for the new gNB to retrieve the context from the anchor gNB in such case).
2.2.4
Direct transition to INACTIVE state during resumption
When the new gNB successfully retrieves and verifies the UE context, the new gNB should be able to configure the UE into INACTIVE via MSG4 (for example RRC Connection Re-Activation) sent over SRB1 with integrity protection. This is useful if network tends to keep UE in INACTIVE after doing a RAN location area update procedure. MSG4 could be used with integrity protection to change some parameters for the UE in INACTIVE (e.g. ID, DRX, RAN area, other). Need and possibility of ciphering should be judged by SA3. 
If the UE verification in Msg3 is the integrity protection info generated by new key, the new gNB would ensure the new key is used by the UE and the new gNB would transmit the Msg4 which is (at least) integrity protected to show the UE that it has connected to a legitimate network node. The UE and RAN are synchronised in their independent generation of a new set of keys, and therefore msg5 could be omitted in such scenario.
There is also the possibility that MSG4 could be omitted if there is no configuration to change (e.g. periodic update in the same cell).
Proposal 12a: The new gNB can use RRC Connection Re-Activation in Msg4 to command the UE to remain in INACTIVE state with updated parameters.

Proposal 12b: If the Msg3 is integrity protected by new key, the msg5 can be omitted. 
2.2.5
Direct transition to IDLE state during resumption
There are two scenarios where the UE could be directly moved to IDLE state as below:

1) The old anchor gNB decides to release the UE from INACTIVE to IDLE, and triggers RAN initiated paging to UE. The UE initiates RRC Connection Re-Activation Request message to response to the paging, in such case the new gNB could directly move the UE to IDLE as response of RRC Connection Re-Activation Request message [2].
2) There also has the possibility that the congestion occurs in the network, and when the UE initiates RRC Connection Re-Activation Request message, the old anchor gNB decides to release NG connection of the UE due to the congestion. in such case the new gNB could directly moves the UE to IDLE as response of RRC Connection Re-Activation Request message
To move the UE directly to IDLE state, the RRC Connection Reject message could be used with an state indicator as LTE light connection to indicate the UE to enter IDLE state. Whether this message needs to be integrity protected or ciphered could be decided by SA3.
Proposal 13a: The network (new gNB) can use RRC Connection Reject message as response of RRC Connection Re-Activation Request to move the UE to IDLE state.

Proposal 13b: Whether the RRC Connection Reject message needs to be integrity protected when it is used to move the UE from INACTIVE to IDLE state needs to be decided by SA3.
3
Conclusion
In this contribution, we discussed state transition procedures between INACTIVE and CONNECTED, and propose:
Proposal 1: The RAN Notification Area, the UE context identifier, DRX parameter, redirection info, and mobility control info can be provided to the UE when configuring the UE to enter INACTIVE state.
Proposal 2: Use the same RRC Connection Release kind of message for CONNECTED to INACTIVE and CONNECTED to IDLE state transition.
Proposal 3: the transmission of the MAC CE for contention resolution may be separated from transmission of the RRC message sent in response to msg3.

Proposal 4a: at least the UE context ID, UE verification info and cause value are included in the RRC request message in Msg3.

Proposal 4b: it is FFS whether the UE verification info is computed using a key derived for use with the old gNB or a key derived for use with the new gNB.
Proposal 5: Discuss whether allow the BSR report together with RRC request message in Msg3 in case the UL grant is sufficient.
Proposal 6: Depending on whether the RRC Connection Re-Activation message is ciphered or not, the content of dedicated radio resource configuration in msg4 could be different. 

Proposal 7: Send a LS to SA3 to ask SA3 to identify the parameters which could be sent in Msg4 without ciphering.
Proposal 8: the RRC Connection Reactivation Complete in Msg5 is used to complete the state transition from INACTIVE to CONNECTED state.

Proposal 9: discuss the need to allow NAS PDU in RRC Connection Reactivation Complete message.
Proposal 10a: If the UE context cannot be retrieved by the new gNB where RRC Connection Re-Activation Request is received, the new gNB can initiate RRC Connection setup message to the UE to setup new connection instead of rejection of the re-activation procedure.

Proposal 10b: Upon reception of the RRC Connection Setup message from the network, the UE releases the stored AS context and indicated to NAS layer of the fall-back.

Proposal 10b: NAS layer provides the initial NAS message and S-TMSI to UE AS so that the UE AS can send the S-TMSI and initial NAS message in the following RRC Connection setup complete message.
Proposal 11: The network can use RRC Connection Reject message as response of RRC Connection Re-Activation Request in congestion scenario to request the UE to remain in INACTIVE state without change of parameters (it is not necessary for the new gNB to retrieve the context from the anchor gNB in such case).
Proposal 12a: The new gNB can use RRC Connection Re-Activation in Msg4 to command the UE to remain in INACTIVE state with updated parameters.

Proposal 12b: If the Msg3 is integrity protected by new key, the msg5 can be omitted. 

Proposal 13a: The network (new gNB) can use RRC Connection Reject message as response of RRC Connection Re-Activation Request to move the UE to IDLE state.

Proposal 13b: Whether the RRC Connection Reject message needs to be integrity protected when it is used to move the UE from INACTIVE to IDLE state needs to be decided by SA3.
4
References
[1] R2-1708717 Security handling during inactive state to connected state transition, Huawei, HiSilicon
[2] R2-1708716 RRC state transition from INACTIVE to IDLE, Huawei, HiSilicon
3GPP


_1558159805.vsd
UE


NR


1. RRC Connection Re-Activation Request


2. RRC Connection Reject



_1563777789.vsd
UE


NR


3: Scheduled Transmission
[RRC Connection Re-Activation Request]


 4bis:RRC Connection Re-Activation


5: RRC Connection Re-Activation Complete


1: Random Access Preamble



2:Random Access Response


4: Contention Resolution



_1551191368.vsd
UE


NR


1. RRC Connection Re-Activation Request


2. RRC Connection Setup


3. RRC Connection Setup Complete



