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1.  Introduction

In the last RAN2 AH#2 meeting, RAN2 has agreed to use bearer type harmonisation for MR-DC, detailed as below:

Agreements

1
The same PDCP protocol specification is used for DRBs for MCG split bearer, SCG split bearer and SCG bearer.

2
This PDCP protocol is specified in 38.323 (NR PDCP).

FFS: When EN-DC is configured, whether the MCG bearer only uses one PDCP type or the MCG bearer can use either LTE PDCP or NR PDCP up to the NW decision. Bearer type changes to be supported also need to be considered.

Agreements

1:
NR PDCP configuration is contained in separate NR container different from the NR container for other NR configurations.
2:
If the anchor is in the MN, NR PDCP config is generated by MN itself. If the anchor is in SN, the SN should generate NR PDCP config and send it to MCG as separate container.

Currently, in EN-DC, MeNB does not comprehend UE-NR-Capability, so it cannot generate the DRB configuration based on the parameters of NR PDCP capabilities as SgNB does. 

In this paper, we suggest that MeNB should be enhanced to generate split bearer configurations based on NR capabilities supported by the UE.

2.  Discussion
2.1 Necessity to interpret UE’s NR capability for MeNB

Currently, in EN-DC, even if MeNB can receive NR capability, it does not need to interpret UE’s NR capability, i.e. MeNB only needs to forward NR capability of given UE to SgNB since generating the NR configuration of SCG part is the responsibility of SgNB. In other words, if NR capability for a given UE is in a container, MeNB does not open the container.

Observation 1:  So far, MeNB does not interpret NR capability of a given UE.

Based on the above agreement, UE can see only one kind of split bearer no matter it is configured by either MeNB or SgNB. However, from network perspective, both MeNB and SgNB still need to configure MCG split bearer and SCG split bearer separately. Furthermore, it is asked that MeNB needs to provide the same version of DRB configuration (e.g., NR PDCP configuration and NR security configuration) as SgNB does. 

Currently, an EN-DC capable UE has LTE capability and NR capability, but MeNB has no idea of UE’s NR capability. So MeNB cannot configure UE’s NR PDCP and UE’s NR security for a unified split bearer. 

In order to implement bearer type harmonisation, MeNB should be enhanced to interpret both NR PDCP capability and NR security capability supported by a certain UE.

Proposal 1: MeNB should be able to interpret UE’s NR capability (e.g., NR PDCP capability and NR security capability) before it configures MCG split bearer.

2.2 The method to interpret NR PDCP capability for MeNB 
Though the details of UE radio access capability of NR RAT have not been decided yet, the capability will include NR PDCP parameters for sure as can be seen in [1] (Section 4.3.3). Naturally, the NR PDCP configuration should be generated based on the NR PDCP capabilities, i.e. when there is at least a DRB whose type is MCG split bearer, MeNB should interpret the NR PDCP capabilities supported by the given UE.

Observation 2: NR PDCP configuration should be generated based on the NR PDCP capabilities which will be defined in TS 38.306.

As for the structure of UE capabilities, there is still a FFS:

FFS Whether LTE/NR DC specific capabilities requiring coordination between eNB and gNB are included in NR-Capability or LTE Capability or a new LTE/NR-Capability container.

Correspondingly, besides in [1], the NR PDCP capabilities should also be specified in UE-EUTRA-Capability (e.g. by translating the NR RRC ASN.1 to EUTRA RRC ASN.1) or included in a new container which is specific for EN-DC. Since there are already several containers respectively including capabilities of each RAT which is supported by the UE, we think it's better not to introduce any additional container for multi-RAT interworking. Therefore, we propose:

Proposal 2: In order to support unified split bearer configuration in MeNB, it is needed to specify NR PDCP capabilities in UE-EUTRA-Capability.

2.3 The method to interpret NR security capability for MeNB
One key principle in bearer type harmonization discussion is not letting UE to distinguish whether the NR PDCP configuration is generated by LTE MeNB or NR SgNB. Correspondingly, no matter the location of NR PDCP entity, the selection of AS encryption algorithm and integrity protection algorithm should also be based on the same security capability, and which should be UE NR AS security capability.

Observation 3: At least for split bearer and SCG bearer, the selection of AS encryption algorithm and integrity protection algorithm should be based on the NR security capability.

There are two ways for LTE MeNB to acquire the UE NR AS security capability:

1) Specifying the UE NR AS security capability in the UE E-UTRA security capability (e.g. marking the UE NR AS security capability as for EN-DC);

2) LTE MeNB should be able to read the UE NR security capability transferred in NAS.

The structure of UE NR security capability received by LTE MeNB will be the same to the UE E-UTRA security capability, i.e. indicated as bitmap. Though new security algorithm may not be introduced in R15, it may be introduced in the future release, then in either of the two ways, for forward compatibility, LTE MeNB should know the definition of the new algorithm which is indicated as value "1" in the capability bitmap.

Observation 4: The definition and structure of UE NR AS security capability used for EN-DC will be decided by SA3.

Proposal 3: In order to support unified security algorithm selection for bearer type harmonisation, MeNB should understand the definition of NR algorithms supported by the UE including the new ones introduced for NR.
3. Conclusion
It is proposed that RAN2 discuss the observations and adopt on following proposals:

Observation 1:  So far, MeNB does not interpret NR capability of a given UE.

Observation 2: NR PDCP configuration should be generated based on the NR PDCP capabilities which will be defined in TS 38.306.

Observation 3: At least for split bearer and SCG bearer, the selection of AS encryption algorithm and integrity protection algorithm should be based on the NR security capability.

Observation 4: The definition and structure of UE NR AS security capability used for EN-DC will be decided by SA3.

Proposal 1: MeNB should be able to interpret UE’s NR capability (e.g., NR PDCP capability and NR security capability) before it configures MCG split bearer.

Proposal 2: In order to support unified split bearer configuration in MeNB, it is needed to specify NR PDCP capabilities in UE-EUTRA-Capability.

Proposal 3: In order to support unified security algorithm selection for bearer type harmonisation, MeNB should understand the definition of NR algorithms supported by the UE including the new ones introduced for NR.
Reference
[1]. TS 38.306 V0.0.2 NR; User Equipment (UE) radio access capabilities
