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1	Introduction
The naming principles of LTE have been specified in sections of LTE RRC. For NR RRC, similar rules should be discussed and preferably improved where possible. Further, the basic RRC PDUs should start to be captured so that it is easier to build the NR RRC specification.
2	Terminology and naming in NR RRC
The naming of fields and IEs often causes discussion, as there are varying styles and tastes vary as to which is the “best” name for each term. While such disputes are typically resolved quickly, they cannot be fully avoided and having some guidelines for naming in RRC can help with those. Specifically, there are some practices that should adopted and some that should be avoided in NR RRC.
General principles
· Using concise names: Abbreviations should be used to avoid onverly long field/IE names.
· Consistent naming: Naming rules should be followed (even if they are recommendations) unless there’s a reason not to
· Names convey meaning: The names should convey the meaning of the field where possible. For IEs, this is not always possible since we need generic enough IE names (as they can be reused for multiple purposes), but for fields it should almost always be possible.
· Message names avoid use of abbreviations: Most RRC message names do not use abbreviations, but to keep the names short, sometimes they are used. This seems like a reasonable principle to follow for the most part except where the names become long (like with SIBs).
Specific examples
· Overly long RRC message names: The RRC message names involve a lot of repetition: For example, we have “RRCConnectionSomething” for many messages. Simply “RRCSomething” could be sufficient 
· Use “SIB” instead of “SystemInformationBlock”: Currently the SIBs are always spelled out, and “SystemInformationBlock” is used as per normal naming recommendations. However, the name is quite long and often abbreviated as “SIB”, so it might be reasonable to simply use e.g. “SIB-1” instead of “SystemInformationBlockType1” to shorten the naming. (The “Type” is always added, but its purpose seems to simply indicate that it is an IE, which is already clear from the other naming conventions, so could be removed.) 
· Abstract names that obfuscate the meaning of the IE:  Some names are very abstract since they have been considered possible to be extended for “other purposes” than their original meaning. However, that has not happened in the end.
· MobilityControlInfo: The handover command that is delivered to UE is called MobilityControlInfo because it has been argued to not be the handover command. Yet reception of the IE does mean UE should do handover, so in effect it is a handover command. Therefore, it could just as well be called HandoverCommand. 
· IdleModeMobilityControlInfo: Like the HO command, this indicates the dedicated frequency priorities to UE. Therefore, it could simply be called IdleModePriorities.
· SCG-ConfigInfo and SCG-Config: It’s not obvious without reading the description to understand which of these messages should be sent by MCG and which by SCG. To make this aligned with other RRC messages, they could instead be SCG-ConfigRequest and SCG-ConfigSetup, as the first requests to add SCG and the second one sets up (or modifies) the SCG
· ULInformationTransfer and DLInformationTransfer: These messages intend to convey NAS information, so could just as well be NASMessageDownlink and NASMessageUplink
· UECapabilityEnquiry and UECapabilityInformation: Since the capabilities are transferred with a “request-response” model (i.e. eNB requests, UE sends response), the names UECapabilityRequest and UECapabilityResponse could be used.
Based on the discussion above, we propose to adopt certain naming conventions for NR RRC message and IE names related to the basic PDUs.
Proposal 1: Use “SIBx” as the name for system information block messages
Proposal 2: Use “RRCx” as the name or RRC connection control messages, where “x” is a string that doesn't contain “Connection” unless clearly necessary.
Proposal 3a: Use “HandoverCommand” for the IE name that triggers UE to do handover.
Proposal 3b: Use “IdleModePriorities” for dedicated priorities given to UE at RRC connection release (if agreed to have the same load balancing feature as in LTE).
Proposal 4: Use “SCG-ConfigRequest” and “SCG-ConfigSetup” for the IEs that are used to setup SCG.
Proposal 5: Use “NASMessageDownlink” and “NASMessageUplink” for messages that convey dedicated NAS information over RRC.
Proposal 6: Use “UECapabilityRequest” and “UECapabilityResponse” for messages used for requesting and sending UE capabilities.
3	Conclusions
We have discussed the naming principles in NR RRC and propose the following:
Proposal 1: Use “SIBx” as the name for system information block messages
Proposal 2: Use “RRCx” as the name or RRC connection control messages, where “x” is a string that doesn't contain “Connection” unless clearly necessary.
Proposal 3a: Use “HandoverCommand” for the IE name that triggers UE to do handover.
Proposal 3b: Use “IdleModePriorities” for dedicated priorities given to UE at RRC connection release (if agreed to have the same load balancing feature as in LTE).
Proposal 4: Use “SCG-ConfigRequest” and “SCG-ConfigSetup” for the IEs that are used to setup SCG.
Proposal 5: Use “NASMessageDownlink” and “NASMessageUplink” for messages that convey dedicated NAS information over RRC.
Proposal 6: Use “UECapabilityRequest” and “UECapabilityResponse” for messages used for requesting and sending UE capabilities.
To illustrate how to capture these in NR RRC this, Annex A (made against the NR RRC draft in contribution R2-1707187) shows a text proposal how to capture the basic NR message structures in RRC.
Proposal 7: Agree to capture TP of Annex A in NR RRC.




Annex A: TP to NR RRC on basic RRC PDUs
<N	EXT CHANGE>
[bookmark: _Toc470095485][bookmark: _Toc485027724]6.2	RRC messages
[bookmark: _Toc470095486][bookmark: _Toc485027725]6.2.1	General message structure
[bookmark: _Toc478015554]–	NR-RRC-Definitions
This ASN.1 segment is the start of the NR RRC PDU definitions.
-- ASN1START
-- TAG_NR-RRC-DEFINITIONS_START

NR-RRC-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- TAG_NR-RRC-DEFINITIONS_STOP
-- ASN1STOP

[bookmark: _Toc478015555]–	BCCH-BCH-Message
The BCCH-BCH-Message class is the set of RRC messages that may be sent from the NG-RAN to the UE via BCH on the BCCH logical channel.
-- ASN1START
-- TAG_BCCH-BCH-MESSAGE_START

BCCH-BCH-Message ::= SEQUENCE {
	message					BCCH-BCH-MessageType
}

BCCH-BCH-MessageType ::=	CHOICE	{
	mib			MasterInformationBlock,
	messageClassExtension	SEQUENCE {}
}

-- TAG_BCCH-BCH-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc478015557]–	BCCH-DL-SCH-Message
The BCCH-DL-SCH-Message class is the set of RRC messages that may be sent from the NG-RAN to the UE via DL‑SCH on the BCCH logical channel.
-- ASN1START
-- TAG_BCCH-DL-SCH-MESSAGE_START

BCCH-DL-SCH-Message ::= SEQUENCE {
	message					BCCH-DL-SCH-MessageType
}

BCCH-DL-SCH-MessageType ::= CHOICE {
	systemInformation					SystemInformation,
	systemInformationBlock1				SIB-1,
	messageClassExtension	SEQUENCE {}
}

-- TAG_BCCH-DL-SCH-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc478015561]–	PCCH-Message
The PCCH-Message class is the set of RRC messages that may be sent from the NG-RAN to the UE on the PCCH logical channel.
-- ASN1START
-- TAG_PCCH-MESSAGE_START

PCCH-Message ::= SEQUENCE {
	message					PCCH-MessageType
}

PCCH-MessageType ::= CHOICE {
	paging									Paging
	messageClassExtension	SEQUENCE {}
}

-- TAG_PCCH-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc478015562]–	DL-CCCH-Message
The DL-CCCH-Message class is the set of RRC messages that may be sent from the NG-RAN to the UE on the downlink CCCH logical channel.
-- ASN1START
-- TAG_DL-CCCH-MESSAGE_START

DL-CCCH-Message ::= SEQUENCE {
	message					DL-CCCH-MessageType
}

DL-CCCH-MessageType ::= CHOICE {
	rrcReject						RRCReject,
	rrcSetup						RRCSetup,
	rrcReestablishment				RRCReestablishment,
	messageClassExtension	SEQUENCE {}
}

-- TAG_DL-CCCH-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc478015563]–	DL-DCCH-Message
The DL-DCCH-Message class is the set of RRC messages that may be sent from the NG-RAN to the UE on the downlink DCCH logical channel.
-- ASN1START
-- TAG_DL-DCCH-MESSAGE_START

DL-DCCH-Message ::= SEQUENCE {
	message					DL-DCCH-MessageType
}

DL-DCCH-MessageType ::= CHOICE {
	nasMessageDL							NASMessageDownlink,
	rrcReconfiguration						RRCReconfiguration,
	rrcRelease								RRCRelease,
	securityCommand							SecurityCommand,
	ueCapabilityRequest						UECapabilityRequest,
	rrcResume								RRCResume, 
	messageClassExtension	SEQUENCE {}
}

-- TAG_DL-DCCH-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc478015564]–	UL-CCCH-Message
The UL-CCCH-Message class is the set of RRC messages that may be sent from the UE to the NG-RAN on the uplink CCCH logical channel.
-- ASN1START
-- TAG_UL-CCCH-MESSAGE_START

UL-CCCH-Message ::= SEQUENCE {
	message					UL-CCCH-MessageType
}

UL-CCCH-MessageType ::= CHOICE {
	rrcReestablishmentRequest	RRCResumeRequest,
	rrcRequest					RRCRequest
	messageClassExtension	SEQUENCE {}
}

-- TAG_UL-CCCH-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc478015565]–	UL-DCCH-Message
The UL-DCCH-Message class is the set of RRC messages that may be sent from the UE to the NG-RAN on the uplink DCCH logical channel.
-- ASN1START
-- TAG_UL-DCCH-MESSAGE_START

UL-DCCH-Message ::= SEQUENCE {
	message			UL-DCCH-MessageType
}

UL-DCCH-MessageType ::= CHOICE {
	measurementReport						MeasurementReport,
	rrcReconfigurationComplete				RRCReconfigurationComplete,
	rrcReestablishmentComplete				RRCReestablishmentComplete,
	rrcSetupComplete						RRCSetupComplete,
	securityCommandComplete					SecurityCommandComplete,
	securityCommandFailure					SecurityCommandFailure,
	ueCapabilityResponse					UECapabilityResponse,
	nasMessageUL							NASMessageUplink,
	rrcResumeComplete						RRCResumeComplete
	messageClassExtension	SEQUENCE {}
}

-- TAG_UL-DCCH-MESSAGE_STOP
-- ASN1STOP


[bookmark: _Toc478015567][bookmark: _Toc470095498][bookmark: _Toc485027726]6.2.2	Message definitions
[bookmark: _Toc478015578]–	MIB
The MIB includes the system information transmitted on BCH.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channel: BCCH
Direction: NG-RAN to UE
MIB message
-- ASN1START
-- TAG_MIB_START

MIB ::=			SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_MIB_STOP
-- ASN1STOP


[bookmark: _Toc478015584]–	MeasurementReport
The MeasurementReport message is used for the indication of measurement results.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
MeasurementReport message
-- ASN1START
-- TAG_MEASUREMENTREPORT_START

MeasurementReport ::=				SEQUENCE {
	criticalExtensions					CHOICE {
		measurementReport					MeasurementReport-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

MeasurementReport-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_MEASUREMENTREPORT_STOP
-- ASN1STOP

[bookmark: _Toc478015573][bookmark: _Toc478015586]–	NASMessageDownlink
The NASMessageDownlink message is used for the downlink transfer of NAS information.
Signalling radio bearer: SRB2 or SRB1 (only if SRB2 not established yet. If SRB2 is suspended, NG-RAN does not send this message until SRB2 is resumed.)
RLC-SAP: AM
Logical channel: DCCH
Direction: NG-RAN to UE
NASMessageDownlink message
-- ASN1START
-- TAG_NASMESSAGEDOWNLINK_START

NASMessageDL ::=			SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		dl-NAS-Message						NASMessageDL-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

NASMessageDL-IEs ::=	SEQUENCE {
	nasMessage							NAS-Message
	-- Extension mechanism FFS
}

-- TAG_NASMESSAGEDOWNLINK_STOP
-- ASN1STOP

[bookmark: _Toc478015620]–	NASMessageUplink
The NASMessageUplink message is used for the uplink transfer of NAS information.
Signalling radio bearer: SRB2 or SRB1(only if SRB2 not established yet). If SRB2 is suspended, the UE does not send this message until SRB2 is resumed
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
NASMessageUplink message
-- ASN1START
-- TAG_NASMESSAGEUPLINK_START

NASMessageUL ::=			SEQUENCE {
	criticalExtensions					CHOICE {
		ul-NAS-Message						NASMessageUL-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

NASMessageUL-IEs ::=	SEQUENCE {
	nasMessage							NAS-Message
	-- Extension mechanism FFS
}

-- TAG_NASMESSAGEUPLINK_STOP
-- ASN1STOP

–	Paging
The Paging message is used for the notification of one or more UEs.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channel: PCCH
Direction: NG-RAN to UE
Paging message
-- ASN1START
-- TAG_PAGING_START

Paging ::=					SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_PAGING_STOP
-- ASN1STOP



[bookmark: _Toc478015590]–	RRCReconfiguration
The RRCReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, radio resource configuration (including RBs, MAC main configuration and physical channel configuration) including any associated dedicated NAS information and security configuration.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: NG-RAN to UE
RRCReconfiguration message
-- ASN1START
-- TAG_RRCRECONFIGURATION_START

RRCReconfiguration ::=	SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcReconfiguration					RRCReconfiguration-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReconfiguration-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCRECONFIGURATION_STOP
-- ASN1STOP



[bookmark: _Toc478015591]–	RRCReconfigurationComplete
The RRCReconfigurationComplete message is used to confirm the successful completion of an RRC connection reconfiguration.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
RRCReconfigurationComplete message
-- ASN1START
-- TAG_RRCRECONFIGURATIONCOMPLETE_START

RRCReconfigurationComplete ::= SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcReconfigurationComplete			RRCReconfigurationComplete-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReconfigurationComplete-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCRECONFIGURATIONCOMPLETE_TOP
-- ASN1STOP


[bookmark: _Toc478015592]–	RRCReestablishment
The RRCReestablishment message is used to re-establish SRB1.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: NG-RAN to UE
RRCReestablishment message
-- ASN1START
-- TAG_RRCREESTABLISHMENT_START

RRCReestablishment ::=	SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcReestablishment					RRCReestablishment-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReestablishment-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCREESTABLISHMENT_STOP
-- ASN1STOP

[bookmark: _Toc478015593]–	RRCReestablishmentComplete
The RRCReestablishmentComplete message is used to confirm the successful completion of SRB1 reestablishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
RRCReestablishmentComplete message
-- ASN1START
-- TAG_RRCREESTABLISHMENTCOMPLETE_START

RRCReestablishmentComplete ::= SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcReestablishmentComplete			RRCReestablishmentComplete-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReestablishmentComplete-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_RRCREESTABLISHMENTCOMPLETE_STOP
-- ASN1STOP

	RRCReestablishmentComplete field descriptions

	TBA



[bookmark: _Toc478015594]–	RRCReestablishmentReject
The RRCReestablishmentReject message is used to indicate the rejection of an SRB1 reestablishment request.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: NG-RAN to UE
RRCReestablishmentReject message
-- ASN1START
-- TAG_RRCREESTABLISHMENTREJECT_START

RRCReestablishmentReject ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcReestablishmentReject			RRCReestablishmentReject-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReestablishmentReject-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCREESTABLISHMENTREJECT_STOP
-- ASN1STOP

[bookmark: _Toc478015595]–	RRCReestablishmentRequest
The RRCReestablishmentRequest message is used to request the reestablishment of SRB1.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to NG-RAN
RRCReestablishmentRequest message
-- ASN1START
-- TAG_RRCREESTABLISHMENTREQUEST_START

RRCReestablishmentRequest ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcReestablishmentRequest			RRCReestablishmentRequest-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReestablishmentRequest-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCREESTABLISHMENTREQUEST_STOP
-- ASN1STOP

	RRCReestablishmentRequest field descriptions

	physCellId
The Physical Cell Identity of the PCell the UE was connected to prior to the failure.

	reestablishmentCause
Indicates the failure cause that triggered the re-establishment procedure. eNB is not expected to reject a RRCReestablishmentRequest due to unknown cause value being used by the UE.

	ue-Identity
UE identity included to retrieve UE context and to facilitate contention resolution by lower layers.



[bookmark: _Toc478015596]–	RRCReject
The RRCReject message is used to reject the request for RRC connection establishment.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: NG-RAN to UE
RRCReject message
-- ASN1START
-- TAG_RRCREJECT_START

RRCReject ::=				SEQUENCE {
	criticalExtensions					CHOICE {
		rrcReject							RRCReject-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReject-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCREJECT_STOP
-- ASN1STOP

	RRCReject field descriptions

	TBA



[bookmark: _Toc478015597]–	RRCRelease
The RRCRelease message is used to command the release of an RRC connection.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: NG-RAN to UE
RRCRelease message
-- ASN1START
-- TAG_RRCRELEASE_START

RRCRelease ::=			SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcRelease							RRCRelease-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCRelease-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_RRCRELEASE_STOP
-- ASN1STOP

	RRCRelease field descriptions

	TBA




[bookmark: _Toc478015598]–	RRCRequest
The RRCRequest message is used to request the establishment of an RRC connection.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to NG-RAN
RRCRequest message
-- ASN1START
-- TAG_RRCREQUEST_START

RRCRequest ::=			SEQUENCE {
	criticalExtensions					CHOICE {
		rrcRequest							RRCRequest-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCRequest-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCREQUEST_STOP
-- ASN1STOP

	RRCRequest field descriptions

	TBA



[bookmark: _Toc478015599]–	RRCResume
The RRCResume message is used for state transition from RRC_INACTIVE to RRC_CONNECTED.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: NG-RAN to UE
RRCResume message
-- ASN1START
-- TAG_RRCRESUME_START

RRCResume-r13 ::=		SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcResume-r13						RRCResume-r13-IEs
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCResume-r13-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCRESUME_STOP
-- ASN1STOP

	RRCResume field descriptions

	TBA



[bookmark: _Toc478015600]–	RRCResumeComplete
The RRCResumeComplete message is used to confirm the successful completion of an RRC transition from RRC_INACTIVE to RRC_CONNECTED.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
RRCResumeComplete message
-- ASN1START
-- TAG_RRCRESUMECOMPLETE_START

RRCResumeComplete-r13 ::= SEQUENCE {
	rrc-TransactionIdentifier				RRC-TransactionIdentifier,
	criticalExtensions							CHOICE {
		rrcResumeComplete-r13						RRCResumeComplete-r13-IEs,
		criticalExtensionsFuture					SEQUENCE {}
	}
}

RRCResumeComplete-r13-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_RRCRESUMECOMPLETE_STOP
-- ASN1STOP

[bookmark: _Toc478015601]–	RRCResumeRequest
The RRCResumeRequest message is used to request the resumption of a suspended RRC connection.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to NG-RAN
RRCResumeRequest message
-- ASN1START
-- TAG_RRCRESUMEREQUEST_START

RRCResumeRequest-r13 ::=	SEQUENCE {
	criticalExtensions						CHOICE {
		rrcResumeRequest-r13					RRCResumeRequest-r13-IEs,	
		criticalExtensionsFuture				SEQUENCE {}
	}
}

RRCResumeRequest-r13-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_RRCRESUMEREQUEST_STOP
-- ASN1STOP

	RRCResumeRequest field descriptions

	TBA



[bookmark: _Toc478015602]–	RRCSetup
The RRCSetup message is used to establish SRB1.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: NG-RAN to UE
RRCSetup message
-- ASN1START
-- TAG_RRCSETUP_START

RRCSetup ::=				SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcSetup							RRCSetup-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCSetup-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_RRCSETUP_STOP
-- ASN1STOP

[bookmark: _Toc478015603]–	RRCSetupComplete
The RRCSetupComplete message is used to confirm the successful completion of an RRC connection setup and establishment of SRB1.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
RRCSetupComplete message
-- ASN1START
-- TAG_RRCSETUPCOMPLETE_START

RRCSetupComplete ::=		SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcSetupComplete					RRCSetupComplete-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCSetupComplete-IEs ::= SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_RRCSETUPCOMPLETE_STOP
-- ASN1STOP

	RRCSetupComplete field descriptions

	TBA



[bookmark: _Toc478015607]–	SecurityCommand
The SecurityCommand message is used to command the AS security activation.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: NG-RAN to UE
SecurityCommand message
-- ASN1START
-- TAG_SECURITYCOMMAND_START

SecurityCommand ::=				SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		securityModeCommand					SecurityCommand-IEs
		criticalExtensionsFuture			SEQUENCE {}
	}
}

SecurityCommand-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_SECURITYCOMMAND_STOP
-- ASN1STOP

[bookmark: _Toc478015608]–	SecurityCommandComplete
The SecurityCommandComplete message is used to confirm the successful completion of AS security activation.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
SecurityCommandComplete message
-- ASN1START
-- TAG_SECURITYCOMMANDCOMPLETE_START

SecurityCommandComplete ::=			SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		securityModeComplete				SecurityCommandComplete-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

SecurityCommandComplete-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_SECURITYCOMMANDCOMPLETE_STOP
-- ASN1STOP

[bookmark: _Toc478015609]–	SecurityCommandFailure
The SecurityCommandFailure message is used to indicate an unsuccessful completion of AS security activation.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
SecurityCommandFailure message
-- ASN1START
-- TAG_SECURITYCOMMANDFAILURE_START

SecurityCommandFailure ::=				SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		securityModeFailure				SecurityCommandFailure-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

SecurityCommandFailure-IEs ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}


-- TAG_SECURITYCOMMANDFAILURE_STOP
-- ASN1STOP

[bookmark: _Toc478015611]–	SystemInformation
The SystemInformation message is used to convey one or more System Information Blocks. All the SIBs included are transmitted with the same periodicity. SystemInformation-BR and SystemInformation-MBMS use the same structure as SystemInformation.
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH and BR-BCCH
Direction: NG-RAN to UE
SystemInformation message
-- ASN1START
-- TAG_SYSTEMINFORMATION_START

SystemInformation ::=				SEQUENCE {
	criticalExtensions					CHOICE {
		systemInformation					SystemInformation-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}
SystemInformation-IEs ::=		SEQUENCE {
	sib-TypeAndInfo						SEQUENCE (SIZE (1..maxSIB)) OF CHOICE {
		sib2								SIB-2,
		sib3								SIB-3,
		sib4								SIB-4,
		sib5								SIB-5,
		sib6								SIB-6,
		sib7								SIB-7,
		sib8								SIB-8,
		...,
	},
	-- Extension mechanism FFS
}

-- TAG_SYSTEMINFORMATION_STOP
-- ASN1STOP

[bookmark: _Toc478015612]–	SIB-1
SIB-1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. 
Signalling radio bearer: N/A
RLC-SAP: TM
Logical channels: BCCH and BR-BCCH
Direction: NG-RAN to UE
SIB-1 message
-- ASN1START
-- TAG_SIB-1_START

SIB-1 ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_SIB-1_STOP
-- ASN1STOP

	SIB-1 field descriptions

	TBA




[bookmark: _Toc478015615]–	UECapabilityRequest
The UECapabilityRequest message is used to request the transfer of UE radio access capabilities for NR as well as for other RATs.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: NG-RAN to UE
UECapabilityRequest message
-- ASN1START
-- TAG_UECAPABILITYREQUEST_START

UECapabilityRequest ::=				SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		ueCapabilityRequest					UECapabilityRequest-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

UECapabilityRequest-IEs ::=		SEQUENCE {
	ue-CapabilityRequest				UE-CapabilityRequest
	-- Extension mechanism FFS
}


UE-CapabilityRequest ::=			SEQUENCE (SIZE (1..maxRAT-Capabilities)) OF RAT-Type

-- TAG_UECAPABILITYREQUEST_STOP
-- ASN1STOP

	UECapabilityRequest field descriptions

	TBA



[bookmark: _Toc478015616]–	UECapabilityResponse
The UECapabilityResponse message is used to transfer of UE radio access capabilities requested by the NG-RAN.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to NG-RAN
UECapabilityResponse message
-- ASN1START
-- TAG_UECAPABILITYRESPONSE_START

UECapabilityResponse ::=			SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		ueCapabilityResponse				UECapabilityResponse-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

UECapabilityResponse-IEs ::=	SEQUENCE {
	ue-CapabilityRAT-ContainerList		UE-CapabilityRAT-ContainerList
	-- Extension mechanism FFS
}

-- TAG_UECAPABILITYRESPONSE_STOP
-- ASN1STOP

	UECapabilityResponse field descriptions

	TBA



[bookmark: _Toc470095549][bookmark: _Toc485027727][bookmark: _Toc470095550]6.3	RRC information elements
[bookmark: _Toc485027728]6.3.1	System information blocks
[bookmark: _Toc470095571][bookmark: _Toc485027729]6.3.2	Radio resource control information elements
[bookmark: _Toc470095626][bookmark: _Toc485027730]6.3.3	Security control information elements
6.3.4	Mobility control information elements
[bookmark: _Toc487673618]–	MobilityCommand
The IE MobilityControlInfo includes parameters relevant for network controlled mobility to/within NG-RAN.
MobilityCommand information element
-- ASN1STA
-- TAG_MOBILITYCOMMAND_STA

MobilityCommand ::=		SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_MOBILITYCOMMAND_STOP
-- ASN1STOP

	MobilityControlInfo field descriptions

	TBA



[bookmark: _Toc470095685][bookmark: _Toc485027732]6.3.5	Measurement information elements
[bookmark: _Toc470095721][bookmark: _Toc485027733]6.3.6	UE capability information elements

[bookmark: _Toc478015813]–	RAT-Type
The IE RAT-Type is used to indicate the radio access technology (RAT), including NR, of the requested/ transferred UE capabilities.
RAT-Type rmation element
-- ASN1STA
-- TAG_RAT-TYPE_STA

RAT-Type ::=						ENUMERATED {
										nr, eutra, spare5, spare4, spare3, spare2, spare1, ...}

-- TAG_RAT-TYPE_STOP
-- ASN1STOP


[bookmark: _Toc478015818]–	UE-CapabilityRAT-ContainerList
The IE UE-CapabilityRAT-ContainerList contains list of containers, one for each RAT for which UE capabilities are transferred, if any.
UE-CapabilityRAT-ContainerList rmation element
-- ASN1STA
-- TAG_UE-CAPABILITYRAT-CONTAINERLIST_START
UE-CapabilityRAT-ContainerList ::=SEQUENCE (SIZE (0..maxRAT-Capabilities)) OF UE-CapabilityRAT-Container

UE-CapabilityRAT-Container ::= SEQUENCE {
	rat-Type							RAT-Type,
	ueCapabilityRAT-Container			OCTET STRING
}

-- TAG_UE-CAPABILITYRAT-CONTAINERLIST_STOP
-- ASN1STOP

	UECapabilityRAT-ContainerList field descriptions

	ueCapabilityRAT-Container
Container for the UE capabilities of the indicated RAT. The encoding is defined in the specification of each RAT:
For NR: the encoding of UE capabilities is defined in IE UE-NR-Capability.
For E‑UTRA: the encoding of UE capabilities is defined in IE UE-EUTRA-Capability defined in TS 36.331 [x].



6.3.76	Other information elements
[bookmark: _Toc487673691]–	NAS-Message
The IE NAS-Message is used to transfer UE specific NAS layer rmation between the network and the UE. The RRC layer is transparent for this rmation.
NAS-Message information element
-- ASN1STA
-- TAG_NAS-MESSAGE_START

NAS-Message::=		OCTET STRING

-- TAG_NAS-MESSAGE_STOP
-- ASN1STOP

[bookmark: _Toc487673702]–	RRC-TransactionIdentifier
The IE RRC-TransactionIdentifier is used, together with the message type, for the identification of an RRC procedure (transaction).
RRC-TransactionIdentifier rmation element
-- ASN1STA
-- TAG_RRC-TRANSACTIONIDENTIFIER_START

RRC-TransactionIdentifier ::=		INTEGER (0..3)

-- TAG_RRC-TRANSACTIONIDENTIFIER_STOP
-- ASN1STOP

[bookmark: _Toc470095782][bookmark: _Toc485027734]6.4	RRC multiplicity and type constraint values
[bookmark: _Toc478015872][bookmark: _Toc485027735]–	Multiplicity and type constraint definitions

<N	EXT CHANGE>
[bookmark: _Toc470095924][bookmark: _Toc485027752]10	Radio information related interactions between network nodes
[bookmark: _Toc470095925][bookmark: _Toc485027753]10.1	General
This section specifies RRC messages that are transferred between network nodes. These RRC messages may be transferred to or from the UE via another Radio Access Technology. Consequently, these messages have similar characteristics as the RRC messages that are transferred across the NR radio interface, i.e. the same transfer syntax and protocol extension mechanisms apply.
10.2	Inter-node RRC messages
10.2.1	General
This section specifies RRC messages that are sent either across the Xn- or the NG-interface, either to or from the gNB, i.e. a single 'logical channel' is used for all RRC messages transferred across network nodes. The information could originate from or be destined for another RAT.
10.2.2	Message definitions
[bookmark: _Toc487673923]–	SCG-ConfigRequest
This message is used by MeNB to request the SeNB to perform certain actions e.g. to establish, modify or release an SCG, and it may include additional information e.g. to assist the SeNB with assigning the SCG configuration.
Direction: Master eNB to secondary eNB
SCG-ConfigRequest message
-- ASN1STA
-- TAG_SCG-CONFIGREQUEST_START

SCG-ConfigRequest ::=				SEQUENCE {
	criticalExtensions					CHOICE {
		scg-ConfigInfo-r12					SCG-ConfigInfo-r12-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

SCG-ConfigRequest-IEs ::=			SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_SCG-CONFIGREQUEST_START
-- ASN1STOP

	SCG-ConfigRequest field descriptions

	TBA



[bookmark: _Toc487673922]–	SCG-ConfigSetup
This message is used to transfer the SCG radio configuration generated by the SeNB.
Direction: Secondary eNB to master eNB
SCG-ConfigSetup message
-- ASN1STA
-- TAG_SCG-CONFIGSETUP_START
[bookmark: _GoBack]
SCG-ConfigSetup ::=					SEQUENCE {
	criticalExtensions					CHOICE {
		scg-Config-r12						SCG-Config-r12-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

SCG-Config-r12-IEs ::=				SEQUENCE {
	-- TBA - Empty for now
	-- Extension mechanism FFS
}

-- TAG_SCG-CONFIGSETUP_STOP
-- ASN1STOP

	SCG-ConfigSetup field descriptions

	TBA




[bookmark: _Toc470095937][bookmark: _Toc485027757]10.3	Inter-node RRC information element definitions
[bookmark: _Toc470095942][bookmark: _Toc485027758]10.4	Inter-node RRC multiplicity and type constraint values

