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1 Introduction
In order to support uplink LWA, the WLAN AP needs to be able to forward the received LWAAP PDU to the WT. In RAN2 #96, it was agreed that this problem needs to be solved when the AP and WT are connected over an L2 link (e.g., Ethernet). 
=>	Routing from AP to WT when connected by layer 2 link (e.g. ethernet) needs to be solved.

Subsequently, an email discussion was conducted to enable consideration of various solutions in greater detail[1].  In this document, we discuss the various solutions that were presented, and based on our analysis present a way forward.
2 Discussion
The email discussion on uplink routing for LWA resulted in 6 different solutions. A short description of these solutions (borrowed largely from [1]) is presented below.
Solution 1: The eNB signals the WT’s MAC address to the UE, and the UE uses this address to populate the Address 3 field in the 802.11 MAC header of uplink WLAN frames carrying LWAAP PDUs [2].
Solution 2: The WT MAC address is hard-coded in (RAN2) specifications, and used as described in Solution 1.
Solution 3: The WT MAC address is obtained as part of WLAN authentication. 
Solution 4: The WLAN AP uses an existing tunnelling protocol (e.g., CAPWAP based tunnels) to route LWAAP PDUs between the WLAN AP and WT [3]. 
Solution 5: The EtherType is used by the WLAN AP to route UL packets to the WT, just like for downlink.
Solution 6: Adapt the mechanisms introduced for trusted WLAN access [4][5], by replacing the WLAN gateway with the WT node.
As noted in [1], the above solutions reflect two general solution approaches. Solutions 1, 2, 3, and 6 require the UE to be aware of the WT’s MAC address, but differ in how the UE may acquire this information. The options suggested include RRC specification (Solution 1), hardcoding in RAN2 specifications (Solution 2), and enhancements to WLAN EAP based procedures (Solutions 3 and 6).
On the other hand, solutions 4 and 5 rely on the WLAN APs to detect that received IEEE 802.11 frames are transporting LWAAP PDUs (e.g., using the EtherType value), and then rely on the WLAN infrastructure (e.g., via an L2 tunnelling protocol) to transfer these packets to the WT. While it is possible to design and implement such a system, it does require WLAN APs to be upgraded since using the EtherType to determine forwarding behaviour is not standard. Moreover, since this solution is completely independent of cellular technology, there is no need to standardize such a mechanism in 3GPP. These solutions may be suitable for greenfield deployments with new or upgraded WLAN APs, but are not suitable for the large number of WLAN APs that are already deployed.
Observation 1: Solutions 4 and 5 (as described in [1]) will need upgrades to WLAN APs but do not require any additional standardization effort.
Solution 3 relies on enhancing existing EAP mechanisms to allow the WLAN AP to send the WT’s MAC address to the UE. Solution 6 is similar in principle to Solution 3 (as far as the exchange of WT’s MAC address is concerned) but also seems to require that WLAN APs support the trusted WLAN functionality described in [4]. Moreover, both these solutions are not applicable when RAN based authentication is employed, though of course RAN based authentication can also be enhanced to transfer the WT’s MAC address to the UE.
Observation 2: Solutions 3 and 6 (as described in [1]) will require enhancing existing EAP authentication procedures and also need to be adapted for RAN based authentication.
Hardcoding the WT’s MAC address in RAN2 specification (Solution 2) appears to be unnecessarily restrictive in that the WLAN service providers are constrained to use one or a set of MAC addresses for the WT. Also, the network can no longer control which WT node is to be used by a particular UE which may be important, e.g., for load balancing purposes and “shared” WLAN deployments. It is also not completely clear if it is feasible because of the nature in which WLAN MAC addresses are allotted, and the fact that such addresses need to be globally unique (apart from special reserved addresses which are not easily available at this point). The proponents of Solution 2 need to explain how 3GPP RAN2 can acquire such addresses from the IEEE registration authority.
Observation 3: Hardcoding WLAN MAC addresses in RAN2 specification appears to be an inflexible and possibly infeasible approach.
Solution 1 on the other hand does not suffer from any of the challenges associated with other solutions and incurs very moderate signalling overhead. In order to afford full flexibility to operators, it seems desirable to include Solution 1 as an option for legacy WLAN APs (along with Solutions 4/5 for upgraded/newer WLAN APs).
Proposal 1: Solution 1 (as described in [1]) be adopted as an optional mechanism to support uplink routing from WLAN AP to WT when connected by layer 2 link (e.g. Ethernet).
If Proposal 1 is agreeable, then RAN3 needs to be informed since the MAC addresses signalled by the eNB needs to originate from the WT, and will impact information transfer over the Xw interface.
Proposal 2: RAN2 is requested to send an LS to RAN3 informing them about the need to enable additional signalling over Xw to support uplink forwarding of LWAAP packets.
3 Conclusions
In this contribution, we analyse the various solutions that have been presented to solve the problem of uplink routing from WLAN AP to WT that are connected over a layer 2 link. We believe that an optional mechanism involving the eNB transferring the WT’s MAC address to the UE is the most suitable way forward. Our observations and proposals are summarized below.
Observation 1: Solutions 4 and 5 (as described in [1]) will need upgrades to WLAN APs but do not require any additional standardization effort.
Observation 2: Solutions 3 and 6 (as described in [1]) will require enhancing existing EAP authentication procedures and also need to be adapted for RAN based authentication.
Observation 3: Hardcoding WLAN MAC addresses in RAN2 specification appears to be an inflexible and possibly infeasible approach.
Proposal 1: Solution 1 (as described in [1]) be adopted as an optional mechanism to support uplink routing from WLAN AP to WT when connected by layer 2 link (e.g. Ethernet).
Proposal 2: RAN2 is requested to send an LS to RAN3 informing them about the need to enable additional signalling over Xw to support uplink forwarding of LWAAP packets.
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