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Introduction
In the last RAN2 NR adhoc meeting, the issue whether MSG1 or MSG3 is used to carry on-demand SI request was discussed and no conclusion was made. An LS [1] was sent to RAN1 to ask the detailed design of NR PRACH preamble. In this contribution, the solutions based on MSG1 and MSG3 are analyzed according to the reply LS [2] from RAN1. 

Discussion
Solutions based on MSG1 and MSG3


                         
Figure 1: MSG1 based SI request (Option 1)	                Figure 2: MSG3 based SI request (Option 2)
· Option 1: MSG1 based SI request (Figure 1)
Multiple preambles are reserved for on-demand SI request, one to one mapping between preamble and SIB index/SIB group. UE transmits the SI-preamble-x to gNB (Msg1); gNB may confirm the reception of the SI request.
· Option 2: MSG3 based SI request (Figure 2)
UE transmits the preamble to gNB (Msg1); gNB gives the UL grant via RAR to UE (Msg2); UE indicates the requested SIB index in SI request to gNB (Msg3); gNB may confirm the reception of the SI request.
 
· Collision caused by same preamble transmitted by multiple UEs in the same RACH occasion (same preamble collision for short)
In the reply LS form RAN1, it is said: If multiple UEs transmit the same PRACH preamble resulting in a collision, the gNB might be able to detect the preamble from the combined transmission from multiple UEs, but may not be able to distinguish the UEs.  
Hence, same preamble collision leads to Msg3 collision issue in option2, which is same as legacy RACH procedure, the network may fail to decode at least one of the SI requests when collision happens. While option1 has better performance in same preamble collision cases, since the network might be able to detect the collision preamble which carries the SI request. For example, if more than one UE sends the same preamble on the same RACH occurrence, as long as at least one is correctly detected by gNB, then all the UEs can receive the SI response from the gNB. 
Observation1:  MSG1 based solution has better performance in same preamble collision case, since the network might be able to detect the collision preamble which carries the SI request.
· Collision caused by different preambles transmitted by multiple UEs in the same RACH occasion(different preambles collision for short)
In the reply LS form RAN1, it is said: The PRACH design aims at handling multiple UEs transmitting on the same resource with different preambles and the gNB detecting each preamble with a certain probability. Detection relies on the differences in received power of the different preambles being within a reasonable range(near-far-effect), as well as the number of received preambles in the same RACH occasion.
In our understanding, the above statement means: the more different preambles transmitted on the same RACH occasion, the less detecting probability, if the other conditions (UE location, transmission power, etc.) are the same. In option2, different UEs may send different preambles, even the UEs request for the same SIB; while in option1, different UEs always send the same preamble when they request for the same SIB. Hence, the probability of collision caused by different preambles transmission on the same RACH occasion of option1 is lower than option2. Therefore, the preamble detecting probability of option1 is better than option2.
Observation2: The probability of success preamble detecting of MSG1 based solution is higher than MSG3 based solution, for the former leads to less different preambles collisions.
· Available PRACH preambles/resources
In the reply LS form RAN1, it is said: The design of the PRACH preambles formats and resource allocations is ongoing in RAN1 and the number of PRACH preambles/resources is still open. In general, RAN1 aims at a flexible design that can handle a range in random access load. 
In our understanding, the above statement means: the quantity of available PRACH preambles/resources is flexible, and the network can increase or decrease the quantity of PRACH preambles/resources dynamically according to the random access load.
In option1, one or more preamble needs to be reserved for SI request; while in option2, no preamble need to be reserved. This means option1 requires more available PRACH preambles. Take the RAN1 answer into account, we think the quantity of available PRACH preambles seems not be big restriction.
Observation3: MSG1 based solution requires preamble reservation, while MSG3 based solution doesn’t. But the quantity of available PRACH preambles seems not be big restriction, and can be dynamically increased or decreased according to the random access load.

Based on the above anlysis, the summary and comparison is given in Table-1. 
Table-1: comparison of MSG1 and MSG3 based solutions
	
	Option1:  
MSG1 carries SI request
	Option2: 
MSG3 carries SI request

	Impact of same preamble collision
	Small 
If the network can decode the MSG1, the SI request is received correctly
	Big   
Network may fail to decode at least one of MSG3s which carries the SI requests

	Impact of different preambles collision
	Low failure probability of preamble detecting 
Less different preambles collisions

	High failure probability of preamble detecting  
More different preambles collisions

	quantity of preambles required
	More 
One or more preamble needs to be reserved for SI request. But it seems not a big restriction
	Less 
No preamble need to be reserved for SI request


According to the table, MSG1 based solution has better performance in collision cases. Though the solution requires preamble reservation, it seems not a big restriction, for the PRACH preambles/resources can be dynamically increased or decreased according to the random access load. Hence we propose:
Proposal: MSG1 based SI request should be adopted. 
Conclusion
According to the analysis in section 2, we obtain the following observations:
Observation1:  MSG1 based solution has better performance in same preamble collision case, since the network might be able to detect the collision preamble which carries the SI request.
Observation2: The probability of success preamble detecting of MSG1 based solution is better than MSG3 based solution, for the former leads to less different preambles collisions.
Observation3: MSG1 based solution requires preamble reservation, while MSG3 based solution doesn’t. But the quantity of available PRACH preambles seems not be big restriction, and can be dynamically increased or decreased according to the random access load.
Therefore, we propose:
Proposal: MSG1 based SI request should be adopted. 
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