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1 Introduction 

Network slice is introduced in New RAT to provide vertical services with different performances. In the previous contribution [1] we provide requirements of network slice from SA1 and also provide three models of RAN supporting network slice. In this contribution we provide further consideration on aspects of impact on RAN architecture for network slice based on the progress on the RAN3 and SA2.
2 Discussions

The impacts on RAN design for RAN to support Network slice involves several aspects including ran part of network slice selection, RRM, Mobility, MAC functions, Security. 
RAN part of network slice selection

Although this aspects is not touched yet in RAN2 side, several agreements has been achieved in RAN3 and SA2  and the detail agreements of RAN3 and SA2 can be found in [2] and [3] respectively.
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Figure 1: Core part of network slice
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Figure 2: Ran part of network slice

Figure 1 and Figure 2 capture our understanding of core part of network slice and ran part of network slice respectively. As shown in figure 1, there are several CCNFs in the NG Core domain. The CCNF is consisted with AMF and network slice instance selection function and used for select core part of slice(s) for UE. UE may provide the RAN an assistant information called NSSAI (network slice Selection Assistance Information) which is used by RAN to select right CCNF in the Core side. The NSSAI is a collection of SM-NSSAIs which is used by CCNF to selects Core side network slice(s) for UE.
As shown in figure 2, ran part of network slice is consisted by multiple function and resource elements. The resources include shared or dedicated high layer resources (processor and buffer for PDCP/RLC/MAC/RRC/RRM functions), shared or dedicated physical resources (space/time/frequency/code /numerology) and dedicated or shared RACH resources. In addition, in order to support connection with Core entity and routing (select CCNF function of Core), RAN also needs common CP function (routing and connection management).The common CP function, like equal part function CCNF in Core side, is used for UE to access to multiple network slices simultaneously.
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Figure 3: slice selection procedure

Figure 3 shows our understanding of the procedure to selects ran part of network slice. As shown in the figure, the selection splits into two phases. The first phase is CCNF selection and the second phase is session setup phase.
In CCNF selection phase, UE may provide in RRC message a NSSAI to the RAN. Based on the NSSAI, the gNB selects right CCNF for the UE. In addition, the gNB may select a common CP function instance for the UE. The gNB sends the NSSAI to the CCNF and the CCNF responds the gNB with accepted NSSAI. Then the gNB sends the accepted NSSAI to the UE. 

In the later session setup phase, the UE provides NG core the SM-NSSAI from the accepted NSSAI. Based on this information, NG-Core (CCNF) selects the core part of network slice instance for the UE. Then NG-core starts PDU session procedure. During this procedure, the NG-Core sends the SM-NSSAI to the gNB. The gNB selects ran part resource of network slice based on SM-NASAI. 

Observation 1: RAN2 should consider the impact of network slice selection.

Based on the slice selection procedure in observation 1, RRC connection establishment procedure should be impacted for select ran part of network slice. Which message(s) (e.g. RRCConnectionRequest, RRCConnectionSetupComplete) to carry NSSAI should be addressed by RAN2.
Slice availability and UE selects slice in cell selection or reselection procedure

Connected mode mobility e.g. Slice availability has been discussed in RAN3 and it was agreed that some slices may be available only in part of the network. For UE in RRC-IDLE mode, it is not clear how does UE to aware network slice(s) that serving gNB provide.
In legacy system, UEs in RRC-IDLE mode aware desirable service provide by serving eNB by reading system message from the cell(s). Although cell concept in NR is not very clear in current time, it is safe to assume that NR cell has flexible relation with slice type /slice ID. That is to say, one NR cell may have one dedicated slice type or may have several different slice types. In addition, NR cells may have different slice types with its neighbor. 

Observation 2: NR cell has flexible relation with slice type / slice ID.
In order for UE in RRC_IDLE mode to access NR cell with desired slice Type/Slice ID, the NR cell shall provide assistant access information.  For example, the NR cell provides slice type/Slice ID to the UE in coverage. With the information, the UE is able to selects the desired NR cell. Whether the information is provided by Broadcast or by on demand/dedicated message is depends on the progress of NR system information study.
In addition, the cell may also provide slice type/ slice ID for neighbor cells. This information will help the UE quickly find the desired NR cell.

Another approach for UE in RRC-IDLE mode to access desired NR cell is to use a restriction area update solution. As agreed by SA2, it is assumed in SA2 that the slice configuration doesn't change within the UE's registration areas. Based on this agreement, the approach assumes that ran part of network slicing is also continuity in the same registration area. UE can select desired NW slice in the cell within the same registration area. When inter registration area mobility take place, a NAS procedure e.g. TA update may used for Core to select the right NW slicing for the UE.
This solution is based on the SA2’s agreement; however the agreement is just cover the Core part of the NW slicing not RAN part. NR system has multiple frequency and numerology and it is not practice to deploy same NW slicing on these cells. Secondly RAN2 has also agree in last meeting that NW slicing should consider applicable for LTE node connected to 5G-CN. LTE node may hardly support some service e.g. URLLC specific NW slicing. Therefore the NW slicing continuity in restriction area is not guaranteed. In addition, due to the congestion control for NW slicing, it is possible that some NW slicing may bar the request from UE due to overload. This situation may also require the NW sling is not available in part of the area.
Nonetheless, it is too early to rule out any approach in current stage. We propose to consider both in the WI for NW slicing. 
Observation 3: It is necessary to consider NW slicing impacts on how to select/reselects NR cell in idle/inactive mobility.
Dynamic resource allocation
In NR, multiple verticals should be supported within a common framework, and different performance requirement for each vertical may lead to different physical numerology. Allocating resource in static way for each verticals/NW slice may be a simple solution, but will cause a considerable waste of the valuable radio resources. For example, in case the radio resource is spitted for each vertical/network slice statically, if one network slice is overload and the other one is empty, since the resource is allocated statically and cannot be shared, the resource allocated for the empty network slice will be waste.

Therefore, it is necessary for RAN to consider how to utilize resource efficiently and share the physical resource dynamically across multiple network slices, especially in case the multiple network slices require different numerology in physical layer.  

Observation 4:  The dynamic resource sharing among multiple NW slice should be studied in RAN, especially for the case the different numerology is used for multiple NW slices in physical layer.
Isolation of Access control
Access control is the import way to isolate UE of network slices from others. The detail of the analysis can be found in another contribution [4].

Isolation of random access resource 

The random access procedure will be used to establish the uplink synchronization and beam tacking in NR. In LTE, the resource of random access is common for all UE within the same area. So the possibility of RA failure/collision may increase with the user number in the area. If multiple network slices share the same random access resource, the increase of user in one slice may lead to negative impact on the random access for the users of other network slice. In order to prevent random access in one slice to negatively impact random access in other slices, the isolation for the random access resources shall also be considered. 
Observation 5:  The isolation of random access resource for each NW slice should be stuied in RAN.

One way for isolate multiple network slices using random access resource is to use dedicated random access resource. The resources for certain network slice(s) may be allocated static or dynamic. Take dynamic mode for example, the gNB may configure dedicated random access resource by broadcast or dedicated RRC message to the UE(s). 
Another way is to enhance admission control for network slices. For example, UE may carries network slice selection assistant information during initial access procedure, then gNB is able to identify the request slice type of the UE and make admission decision based on the information.
Isolation impacts on BSR/LCH priority functions

When RAN supports multiple network slices simultaneously, how to use user plane resource for these network slices can be based on SLA (service level agreement). The resource can be allocated in static mode where each network slice has dedicated resource. The amount of resource of each network slice is divided based on SLA. The resource also can be allocated in dynamic mode where network slices share the same resource. In this case, different network slice(s) may have different priorities. UE in one network slice may have higher priority over UEs in the other network slice(s).When a UE is associated with multiple network slices, how to allocate resource among different slices should be addressed by NR MAC.
For downlink data transmission, the gNB allocates resource based on SLA and other policy. However for uplink data transmission, it is not clear how does a UE to use resource for multiple traffic in different network slices. Therefore MAC procedure should take impact of network slice in to account.
Take BSR procedure for example, it is not clear whether UE provide the serving gNB with data amount information associated with specific network slice(s). 
Take Logical channel priority function for another example, there are also several questions need to address. The questions are:
Whether a logical channel associated with specific network slice can use uplink grant of others.

Prioritization among logical channels associated within a network slice.

Prioritization among logical channels associated among different network slices which the UE has accessed.
All these questions need further study for the NR MAC. 

 Observation 7: The impacts on MAC function for dynamic resource allocation should be studied in RAN.
Isolation of Security 
RAN should also consider the isolation of NW security. For example, if RAN supporting multiple network slices, the Core may offer slice specific ROOT key for each of isolated network slices. Therefore, based on the slice specific ROOT key, the slice specific UP keys is able to derive for each of slice.  

Besides, it is possible for the NR system, each session in the same slice may have independent key. For example, one UE has two simultaneous sessions. Each of the session should be protected by different key. Therefore, in order to meet this requirement, per session key should be derived from the slice specific root key. 

One example can be found as follow:
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Figure 1: Network slice Key derivation

Although this topic is still under discussion in SA3, RAN2 should study the related impact on RAN side.
Observation 8:  The isolation of RAN security for NW slice should be studied in RAN.

Based on all the analysis abve, in order to suppor the NW slice in RAN, we propose:

Proposal: In order to support the NW slice in RAN, the following aspect should be study:

· The procedure for NW slice selection

· The procedure fore UE selects 

· The NW slice specific radio access control

· The dynamic resource sharing among multiple NW slice

· The isolation of random access resource

· The isolation impacts on  MAC functions such as BSR/PHR/Logical channel priorities

· The isolation of RAN security
3 Conclusion 

Based on all the analysis abve, we give our observations and proposal as:

Observation 1: RAN2 should consider the impact of network slice selection..

Observation 2: NR cell has flexible relation with slice type /slice ID.

Observation 3: It is necessary to consider NW slicing impacts on how to select/reselects NR cell in idle/inactive mobility.
Observation 4:  The dynamic resource sharing among multiple NW slice should be studied in RAN, especially for the case the different numerology is used for multiple NW slices in physical layer.

Observation 5:  The isolation of random access resource for each NW slice should be stuied in RAN.
Observation 6 : How to prevent interference among network slice(s) when share the same random access resource should be stuied in RAN.

Observation 7: The impacts on MAC function for dynamic resource allocation should be studied in RAN.
Observation 8:  The isolation of RAN security for NW slice should be studied in RAN.

Proposal: In order to support the NW slice in RAN, the following aspect should be study:

· The procedure for NW slice selection

· The procedure fore UE selects 

· The NW slice specific radio access control

· The dynamic resource sharing among multiple NW slice

· The isolation of random access resource

· The isolation impacts on  MAC functions such as BSR/PHR/Logical channel priorities

· The isolation of RAN security
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