3GPP TSG-RAN WG2 meeting 97                             R2-1701118
Athens, Greece, 13th – 17th February 2017

Agenda item:
10.2.2.6
Source:
ZTE, ZTE Microelectronics
Title:
Consideration on the access control in NR
Document for:
Discussion and Decision
1 Introduction 

Access control mechanism was discussed in RAN2 NR ad hoc meeting [1] [2] and several agreements have been achieved. However it is not clear how to specify one unified access barring mechanism for NR. This contribution provides our consideration on this aspect. 
In addition, there is an open issue left in the meeting. That is whether it will be possible for the mechanism to be completely common between the states. This contribution also provides analysis and proposals on it.
2 Discussions
2.1 Uniform UE based access control 

There are several access control mechanisms in current specification. These mechanisms include ACB, SSAC, ACB skip, ACB for CSFB, ACB for NB-IOT, EAB, and ACDC. In figure 1, we show our understanding of these ACB mechanisms in system point of view.
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Figure 1：UE based ACB mechanisms in LTE
As show in the figure, HPLMN Operator configures NAS or service nodes with various service categories and operator-defined applications, such as ACDC categories, EAB categories, and higher layer Access class services. Then NAS or service node provides such information to UE in order for UE to identify these categories/applications.
 HPLMN Operator also configures RAN node with Access baring rule for these services/applications/higher access classes. RAN node broadcasts these baring information and UE conducts ACB check when access to the network.
From system point of view, it is redundant for RAN node to differentiate various services/categories/applications for ACB control. ACB mechanisms are already complex in current specification. However, considering the NR will introduce more services such as URLLC, it is safe to assume that multiple new ACB rules will introduced if the legacy mechanism reused for NR.

In order to mitigate the complex issue, one straightforward approach is to use a uniform ACB category in AS layer without service/application/access control class awareness. In this contribution we name it as U-ACB category. The U-ACB category should at least cover all scenarios and requirements in LTE.  If new scenarios or service should be taken into account, one or several U-ACB categories can be selected to cover the new service. In this way, AS layer is able to enforce access control without aware various service/application/access control class.
A similar mechanism i.e. ACDC has already been adopted in LTE for allow/prevent new access attempts from particular operator-defined application. Therefore take ACDC-like mechanism as U-ACB of NR is a good start. However, there are some issues to directly use ACDC as U-ACB mechanism. First of all, ACDC is only applicable for AC class 0-9. Special access class 10, 11-15 is not coved. In addition, there are several parallel ACB mechanism such as EAB, SSAC exist apart from ACDC. How to cover all these user cases is another issue.
To address these issues, U-ACB category should cover all these use cases. HPLMN operate may configure 1-to-1 mapping, e.g. U-ACB category value associate with one EAB category. HPLMN operate may also configure 1-to-many mapping e.g. one value in U-ACB category associate multiple service/application/AC class. For example, HPLMN operate may configure one U-ACB category value associate with one AC class and one special service and also one operator-defined application simultaneously. 
Another issue is how to handle access control for request from VPLMN UE. Since the association of U-ACB categories and service/application/access class is HPLMN specific, the same category value may have different association(s) from VPLMN. The issue is similar in LTE ACDC mechanism. ACDC mechanism provides one indication in the configuration to point out whether the ACDC is applicable for UEs not in their HPLMN. U-ACB mechanism could reuse the same approach for VPLMN scenario. Otherwise, service from no contract VPLMN may use a default vale of U-ACB.

If all above issue are addressed then U-ACB mechanism is described below:

Association between U-ACB and service/application/AC class is defined by HPLMN operator and is transparent for AS layer. AS layer focuses on how to provide U-ACB category and corresponding baring rule to UE. The association is offer to Core/service node side and UE side before access control. When UE starts to request service, the UE checks the association with the baring rule acquired from AS side and makes the decision whether or not to send request.
One example of U-ACB is described in Table 1 below.
Table 1: Example of U-ACB category
	U-ACB category
	Association service / application/ AC class

	1
	1: AC 10 (emergency call)

2: MMTEL voice

3: AC 12 (Security services)

	2
	EAB category

	…
	

	Max category
	1: de-priority service
2:service from no contract VPLMN(may exclude Emergency call etc)


Since all the ACB mechanism requirements in LTE coming from SA1, it is necessary to consult SA1 to confirm whether U-ACB mechanism is able to cover all the scenarios and requirements in legacy specification. Meanwhile, since CT1 to define the category, it is necessary to consult CT1 to confirm our understanding of U-ACB category.
Proposal 1: RAN2 should consult SA1 and CT1:

1: Whether it is possible to provide a Uniform ACB (U-ACB) category for AS layer?
2: Whether the ACB control mechanism in AS layer is able to be service/application/access class agnostic?
3: Whether the association of U-ACB and service/application /access class is transparent to AS layer?
4: Whether HPLMN operator should able to configure association between U-ACB categories with service/application?
2.2 ACB configuration in RRC states
There is an open issue left in RAN2 NR ad hoc meeting. That is whether it will be possible for the mechanism to be completely common between the states.
It is possible that all RRC states use the uniform Access control mechanism. Different mechanism with different RRC state introduces unnecessary complex. However it is possible to provide different configuration of ACB for different RRC states. 

It is known that UE based ACB mechanism in LTE is relatively “slow” for congestion control. It is because the configurations are semi static and provide by SIB message. With the development of new services in NR, the overload situation in NR node may vary violent than in LTE.  In order to mitigate the congestion, NR node needs to bar specific services based on real situation. Therefore, it is possible that ACB configurations in RRC connected state may quite different from those in RRC idle/inactive states.
In addition, with introducing NW slicing in NR, different NW slicing may have different ACB configurations in each state. This also requires different ACB configuration for different RRC state.
Proposal 2: Confirm to use same access barring mechanism for NR that is applicable for all RRC states in NR. 
Proposal 3: Confirm it is possible to provide different ACB configuration among states.
3 Conclusion 

Based on all the analysis abve, we give our observations and proposal as:

Proposal 1: RAN2 should consult SA1 and CT1:

1: Whether it is possible to provide a Uniform ACB (U-ACB) category for AS layer?
2: Whether the ACB control mechanism in AS layer is able to be service/application/access class agnostic?
3: Whether the association of U-ACB and service/application /access class is transparent to AS layer?
4: Whether HPLMN operator should able to configure association between U-ACB categories with service/application?
Proposal 2: Confirm to use same access barring mechanism for NR that is applicable for all RRC states in NR. 
Proposal 3: Confirm it is possible to provide different ACB configuration among states.
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