3GPP TSG-RAN WG2 #97
R2-1701051
Athens, Greece, 13th – 17th February 2017

Agenda Item:
10.4
Source:
Ericsson
Title:
Signalling aspects of network slicing
Document for:
Discussion & Approval
1 Introduction

During the last RAN2 and RAN3 meetings, impacts of NW slicing on RAN signalling were discussed and some agreements reached. In particular, RAN2 concluded that the UE should be able to provide assistance information for NW slice selection via RRC signalling, while RAN3 has progressed on the aspect of defining one or more identifiers linked to the concept of a NW slice.
In this contribution we highlight the requirements and the importance for the RAN to acquire information about the relevant NW slice at each phase of the establishment of a UE connection, but also analyse the need to respect signalling constraints presented in the air interface, in order to ultimately propose a solution which meets such requirements, while not imposing an unnecessary burden on the radio signalling.
2 Discussion
2.1 Current assumptions in RAN2 and RAN3

Examining the outcome of the discussions at the recent NR Ad Hoc meetings, it can be seen that RAN2 has agreed the following:
“Support of Network Slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realize the different network slices by scheduling and also by providing different L1/L2 configurations. UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS.

Editor’s note: it is FFS whether it is possible to provide different PRACH, access barring and congestion control information for different slices.

Editor’s note: the above agreements and FFS are also applicable for LTE connected to 5G-CN.”

From which we can derive:

Observation 1 It is agreed that the UE should be able to provide assistance information to the network via RRC signalling to support NW slice selection. 
At the same time, RAN3 discussed the semantics relative to the identification of a NW slice, also in light of assumptions already made in SA2, and agreed on adopting the NSSAI concept into the latest updates of the RAN3 TR [1]:
“NSSAI (Network Slice Selection Assistance Information) includes one or more SM-NSSAIs (Session Management NSSAI). Each network slice is uniquely identified by a SM-NSSAI, as defined in TR 23.799. The UE may store a Configured and/or Accepted NSSAI per PLMN. The NSSAI can have standard values or PLMN specific values.  
NOTE:
For signaling between RAN and CN a Slice ID is represented by an NSSAI or SM-NSSAI. For the air interface, it is up to RAN groups to decide how to carry/define NSSAI information in RRC (the term “slice ID” is used in the following to refer to this).”
On the other hand, it is not settled when and where the NSSAI should be used in RAN signalling, nor (according to SA2) if the information exchanged via NAS should be the same as the corresponding information defined at AS level. SA2 documented the following:
“Whether NSSAI in RAN and NAS are exactly the same, is to be determined during normative phase”.
It should also be observed that SA2 has meanwhile changed the name of SM-NSSAI to S-NSSAI and we will use S-NSSAI in this contribution.
Observation 2 NSSAI was adopted by RAN3 in the RAN3 TR, but whether NSSAI in RAN and NAS are exactly the same is not settled.
Observation 3 NSSAI may not uniquely identify a single NW slice, while S-NSSAI always maps uniquely to a single NW slice.

Observation 4 It is still FFS how NW slice-related information should be carried in RRC signalling.

SA2 also distinguishes between initial NSSAIs and accepted NSSAIs and it is the accepted NSSAIs that are really pointing the UE towards the NW slices it is supposed to use. This does not change the fact that while NSSAI is a collection of multiple identifiers, S-NSSAI represents a single entity (at the present status of discussions).
2.2 Importance of enabling policies during an early phase
As already agreed by RAN3, it is ultimately the CN that verifies the rights of the UE to access a certain NW slice and communicates the outcome to RAN in the Initial Context Setup phase.

There are however, prior to this phase, other important considerations to be made on the importance to be NW slice-aware at RAN level. The RAN, as already discussed, needs to select the correct CN instance, but that is not the only motivation for receiving slice-related assistance from the UE during RRC connection establishment: RAN needs to allocate resources and operate according to some admission criteria already at RRC connection establishment and until a full UE context and bearers are established later with the Initial Context Setup procedure, in particular an RRC context needs to be created, implying allocation of memory and processing resources. The more the RAN knows about the NW slice(s) the UE is attempting to access, the more it can tailor its policies according to its NW slicing configuration.

Observation 5 Awareness of the NW slice(s) the UE is attempting to access is not just needed to select the correct CN instance, but is also beneficial to enable provisional NW slicing policies in RAN prior to Initial Context Setup.
Proposal 1 
It is proposed to agree it is (also) beneficial for the network to receive NW slice(s)-related information from the UE in order to enable provisional early policies prior to Initial Context Setup.
2.3 Considerations on RRC constraints and requirements

Although we have now established that it is important for the RAN to know as soon as possible which NW slice(s) the UE is interested in, we need on the other hand to make some considerations on constraints presented by RRC signalling, in particular early connection establishment messages. Radio performance and signalling robustness should quite clearly not be jeopardized.

According to proposals in SA2, one single S-NSSAI could be up to 32 bits long, meaning an NSSAI would result in (32 bits X the number of concerned NW slices) for a specific UE.
If we then look at size constraints in the relevant RRC messages (LTE is considered here), we can see that:

Observation 6 The size of Msg3 is limited and already in LTE it became ‘full’ just by adding absolutely necessary information. 
Observation 7 Robustness, coverage and delay considerations dictate Msg3 cannot grow indefinitely either, i.e. early connection establishment will always be a phase where it would be preferable to adopt a shorter message.

Observation 8 Msg5 is much less constrained in size, but it does not necessarily mean similar efficiency considerations as for Msg3 are not important and should be disregarded.

Proposal 2 
It is proposed to agree that only very limited NW slicing-related information can be carried in Msg3 (i.e. not an NSSAI and not a full S-NSSAI either). 
Proposal 3
It is proposed that, although less constraints are present for Msg5, RRC signalling should still be designed in an efficient way also for Msg5.
2.4 A possible way to convey NW slice information

As it can be seen from the discussion in the previous sub clauses, there is a need to trade off between the contradictory requirements of conveying NW slice information as early as possible and the need to design the RRC protocol in a robust and well performing way with consideration to radio aspects.
Moreover, it should be noted that:

Observation 9 Given a NW slice is essentially a business-driven concept, it is not easy to predict how many NW slices an operator may deploy in the future, hence the specification of the system should not be unnecessarily rigid.
And besides:

Observation 10 We should distinguish the case when the UE is performing an Attach to the network (i.e. it is not previously known to it), from the case when the UE is executing a Service Request (i.e. it is already registered and known to the network).
A possible way to tackle this challenge would then be to:

For Msg3, where information is not needed to assist NNSF and CN instance selection:

· At Attach, Msg3 contains a (short) default or pre-configured access category indicating the ‘importance’ of the establishment (similar to today’s cause value), not explicitly representing a NW slice, but possibly configured according to criteria depending also on NW slicing;
· For cases where the UE is already attached, Msg3 is enhanced by a new IE, also similar to a cause value (i.e. a short IE), but indicating a generic access category set by CN over NAS as a function of {NW slice, cause value, QoS….}.

It should be noted that the approach above would also have the benefit to avoid sending potentially sensitive information like a NW slice identifier over the air interface. Concerns in that direction have been expressed in SA2 and have resulted in [2].

It is also worth mentioning that using information which is derived from NW slicing considerations (and other factors), but not explicitly describing a NW slice identifier may be adopted in the area of Access Control. We describe possible approaches for Access Control in [3].

Regarding Msg5, enough information is needed to enable routing to the correct CN instance:
· At Attach, Msg5 may contain either the ‘slice type’ part of an initial S-NSSAI or, if feasible, one full S-NSSAI; the feasibility depends also on security concerns as stated above, but in any case, a whole NSSAI is not needed;
· For cases where the UE is already attached, it can be noted that the S-TMSI in Msg3 should be sufficient if the (equivalent of) MMEC remains unique in a gNB.
Following the signalling above, it is assumed, as already agreed by RAN3, that the CN will indicate the relevant (and verified/accepted) S-NSSAI(s)/NSSAI per PDU session during Initial Context Setup (and subsequent signalling) and the RAN will be able to execute (non-provisional) NW slicing policies based on such information.
Based on the above reasoning, the following is proposed:

Proposal 4
Msg3 may contain a (NW slice-dependent) default/pre-configured access category and/or a (NW slice-dependent and NAS-provided) access category, depending on whether the UE is already attached to the network or not. This information should enable the RAN to apply provisional policies.
Proposal 5
Msg5 may contain a complete S-NSSAI (or equivalent identifier), if feasible from security point of view, but not a whole NSSAI, depending on whether the UE is already attached to the network or not; the maximum acceptable length of such an identifier should be discussed by RAN2 during normative phase. This identifier should enable the RAN to select the CN instance.
Proposal 6
When the UE is already attached to the network, S-TMSI is used to perform routing to the correct CN instance, assuming that MMEC remains unique in a gNB.
3 Conclusions and Proposals
In the above sub clauses, we have observed the following:
Observation 11 It is agreed that the UE should be able to provide assistance information to the network via RRC signalling to support NW slice selection. 
Observation 12 NSSAI was adopted by RAN3 in the RAN3 TR, but whether NSSAI in RAN and NAS are exactly the same is not settled.

Observation 13 NSSAI may not uniquely identify a single NW slice, while S-NSSAI always maps uniquely to a single NW slice.

Observation 14 It is still FFS how NW slice-related information should be carried in RRC signalling.

Observation 15 Awareness of the NW slice(s) the UE is attempting to access is not just needed to select the correct CN instance, but is also beneficial to enable provisional NW slicing policies in RAN prior to Initial Context Setup.

Observation 16 The size of Msg3 is limited and already in LTE it became ‘full’ just by adding absolutely necessary information. 
Observation 17 Robustness, coverage and delay considerations dictate Msg3 cannot grow indefinitely either, i.e. early connection establishment will always be a phase where it would be preferable to adopt a shorter message.

Observation 18 Msg5 is much less constrained in size, but it does not necessarily mean similar efficiency considerations as for Msg3 are not important and should be disregarded.

Observation 19 Given a NW slice is essentially a business-driven concept, it is not easy to predict how many NW slices an operator may deploy in the future, hence the specification of the system should not be unnecessarily rigid.
Observation 20 We should distinguish the case when the UE is performing an Attach to the network (i.e. it is not previously known to it), from the case when the UE is executing a Service Request (i.e. it is already registered and known to the network).
Hence, we propose the following for discussion and agreement:
Proposal 1 
It is proposed to agree it is (also) beneficial for the network to receive NW slice(s)-related information from the UE in order to enable provisional early policies prior to Initial Context Setup.
Proposal 2 
It is proposed to agree that only very limited NW slicing-related information can be carried in Msg3 (i.e. not an NSSAI and not a full S-NSSAI either). 

Proposal 3
It is proposed that, although less constraints are present for Msg5, RRC signalling should still be designed in an efficient way also for Msg5.
Proposal 4
Msg3 may contain a (NW slice-dependent) default/pre-configured access category and/or a (NW slice-dependent and NAS-provided) access category, depending on whether the UE is already attached to the network or not. This information should enable the RAN to apply provisional policies.

Proposal 5
Msg5 may contain a complete S-NSSAI (or equivalent identifier), if feasible from security point of view, but not a whole NSSAI, depending on whether the UE is already attached to the network or not; the maximum acceptable length of such an identifier should be discussed by RAN2 during normative phase. This identifier should enable the RAN to select the CN instance.

Proposal 6
When the UE is already attached to the network, S-TMSI is used to perform routing to the correct CN instance, assuming that MMEC remains unique in a gNB.
Below is a text proposal for the RAN2 TR.
4 Text Proposal for TR 38.804 [4]

<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
13
RAN support of Network Slicing
Support of Network Slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations. UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS.
The information provided by the UE to the network via RRC signalling is structured in a way not to jeopardize robust protocol performance over the radio interface, in particular:
· Msg3 may contain a (NW slice-dependent) default/pre-configured access category and/or a (NW slice-dependent and NAS-provided) access category, depending on whether the UE is already attached to the network or not. This information should enable the RAN to apply provisional policies;

· Msg5 may contain a complete S-NSSAI (or equivalent identifier), if feasible from security point of view, but not a whole NSSAI, depending on whether the UE is already attached to the network or not; the maximum acceptable length of such an identifier should be discussed during normative phase. This identifier should enable the RAN to select the CN instance;

· When the UE is already attached to the network, S-TMSI is used to perform routing to the correct CN instance, assuming that MMEC remains unique in a gNB.
Following the signalling above, it is assumed, as already agreed by RAN3, that the CN will indicate the relevant (and verified/accepted) S-NSSAI(s)/NSSAI per PDU session during Initial Context Setup (and subsequent signalling) and the RAN will be able to execute (non-provisional) NW slicing policies based on such information.
NOTE 1:
It is FFS whether it is possible to provide different PRACH, access barring and congestion control information for different slices.

NOTE 2:
The above agreements and FFS are also applicable for LTE connected to NextGen Core.
<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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