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4.1
Functional Split

The eNB hosts the following functions: 

-
Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in uplink, downlink and sidelink (scheduling);

-
IP header compression and encryption of user data stream;

-
Selection of an MME at UE attachment when no routing to an MME can be determined from the information provided by the UE;

-
Routing of User Plane data towards Serving Gateway;

-
Scheduling and transmission of paging messages (originated from the MME);

-
Scheduling and transmission of broadcast information (originated from the MME or O&M);

-
Measurement and measurement reporting configuration for mobility and scheduling;

-
Scheduling and transmission of PWS (which includes ETWS and CMAS) messages (originated from the MME);

-
CSG handling;

-
Transport level packet marking in the uplink;

-
S-GW relocation without UE mobility, as defined in TS 23.401 [17];

-
SIPTO@LN handling;
-
Maintaining security and radio configuration for User Plane CIoT EPS optimizations, as defined in TS 24.301 [20];
-
Optionally registering with the X2 GW (if used).

The DeNB hosts the following functions in addition to the eNB functions:
-
S1/X2 proxy functionality for supporting RNs;

-
S11 termination and S-GW/P-GW functionality for supporting RNs.

The MME hosts the following functions (see 3GPP TS 23.401 [17]):

-
NAS signalling;

-
NAS signalling security;

-
AS Security control;
-
Selection of CIoT EPS optimizations (Control Plane CIoT EPS optimizations or S1-U data transfer, as defined in TS 24.301 [20]);
-
Inter CN node signalling for mobility between 3GPP access networks;

-
Idle mode UE Reachability (including control and execution of paging retransmission);

-
Tracking Area list management (for UE in idle and active mode);

-
PDN GW and Serving GW selection;

-
MME selection for handovers with MME change;

-
SGSN selection for handovers to 2G or 3G 3GPP access networks;

-
Roaming;

-
Authentication;

-
Bearer management functions including dedicated bearer establishment;

-
Support for PWS (which includes ETWS and CMAS) message transmission;
-
Optionally performing paging optimisation;

-
S-GW relocation without UE mobility, as defined in TS 23.401 [17].
NOTE 1: 
The MME should not filter the PAGING message based on the CSG IDs towards macro eNBs.
The Serving Gateway (S-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
The local Mobility Anchor point for inter-eNB handover;

-
Mobility anchoring for inter-3GPP mobility;

-
E-UTRAN idle mode downlink packet buffering and initiation of network triggered service request procedure;

-
Lawful Interception;

-
Packet routeing and forwarding;

-
Transport level packet marking in the uplink and the downlink;

-
Accounting on user and QCI granularity for inter-operator charging;

-
UL and DL charging per UE, PDN, and QCI.

The PDN Gateway (P-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
Per-user based packet filtering (by e.g. deep packet inspection);

-
Lawful Interception;

-
UE IP address allocation;

-
Transport level packet marking in the uplink and the downlink;

-
UL and DL service level charging, gating and rate enforcement;

-
DL rate enforcement based on APN-AMBR;

This is summarized on the figure below where yellow boxes depict the logical nodes, white boxes depict the functional entities of the control plane and blue boxes depict the radio protocol layers.

NOTE 2:
There is no logical E-UTRAN node other than the eNB needed for RRM purposes.

NOTE 3:
MBMS related functions in E-UTRAN are described separately in subclause 15.
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Figure 4.1-1: Functional Split between E-UTRAN and EPC

	Next  change


4.3.2
Control plane

The figure below shows the protocol stack for the control-plane, where:

-
PDCP sublayer (terminated in eNB on the network side) performs the functions listed for the control plane in subclause 6, e.g. ciphering and integrity protection;

-
RLC and MAC sublayers (terminated in eNB on the network side) perform the same functions as for the user plane;

-
RRC (terminated in eNB on the network side) performs the functions listed in subclause 7, e.g.:

-
Broadcast;

-
Paging;

-
RRC connection management;

-
RB control;

-
Mobility functions;

-
UE measurement reporting and control, except for NB-IoT.

-
NAS control protocol (terminated in MME on the network side) performs among other things:

-
EPS bearer management;

-
Authentication;

-
ECM-IDLE mobility handling;

-
Paging origination in ECM-IDLE;

-
Security control.

NOTE 1:
The NAS control protocol is not covered by the scope of this TS and is only mentioned for information.
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Figure 4.3.2-1: Control-plane protocol stack
NOTE 2:
For a NB-IoT UE that supports Control Plane CIoT EPS optimizations, as defined in TS 24.301 [20] only, PDCP is bypassed. For a NB-IoT UE that supports both Control Plane CIoT EPS optimizations and S1-U data transfer, as defined in TS 24.301 [20], PDCP is also bypassed (i.e. not used) until AS security is activated.
	 Start of  next change


6
Layer 2

Layer 2 is split into the following sublayers: Medium Access Control (MAC), Radio Link Control (RLC) and Packet Data Convergence Protocol (PDCP). 

This subclause gives a high level description of the Layer 2 sub-layers in terms of services and functions. The three figures below depict the PDCP/RLC/MAC architecture for downlink, uplink and Sidelink, where:

-
Service Access Points (SAP) for peer-to-peer communication are marked with circles at the interface between sublayers. The SAP between the physical layer and the MAC sublayer provides the transport channels. The SAPs between the MAC sublayer and the RLC sublayer provide the logical channels.

-
The multiplexing of several logical channels (i.e. radio bearers) on the same transport channel (i.e. transport block) is performed by the MAC sublayer;
-
In both uplink and downlink, when neither CA nor DC are configured, only one transport block is generated per TTI in the absence of spatial multiplexing;

-
In Sidelink, only one transport block is generated per TTI.
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Figure 6-1: Layer 2 Structure for DL
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Figure 6-2: Layer 2 Structure for UL

NOTE 1:
The eNB may not be able to guarantee that a L2 buffer overflow will never occur. If such overflow occurs, UE may discard packets in the L2 buffer.
NOTE 2:
For a NB-IoT UE that supports Control Plane CIoT EPS optimizations, as defined in TS 24.301 [20] only, PDCP is bypassed. For a NB-IoT UE that supports both Control Plane CIoT EPS optimizations and S1-U data transfer, as defined in TS 24.301 [20], PDCP is also bypassed (i.e. not used) until AS security is activated.
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Figure 6-3: Layer 2 Structure for Sidelink
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6.3.1
Services and Functions

Except for NB-IoT, the main services and functions of the PDCP sublayer for the user plane include:

-
Header compression and decompression: ROHC only;

-
Transfer of user data;

-
In-sequence delivery of upper layer PDUs at PDCP re-establishment procedure for RLC AM;
-
For split bearers in DC and LWA bearers (only support for RLC AM): PDCP PDU routing for transmission and PDCP PDU reordering for reception;

-
Duplicate detection of lower layer SDUs at PDCP re-establishment procedure for RLC AM;

-
Retransmission of PDCP SDUs at handover and, for split bearers in DC and LWA bearers, of PDCP PDUs at PDCP data-recovery procedure, for RLC AM;

-
Ciphering and deciphering;

-
Timer-based SDU discard in uplink. 
For NB-IoT UE when AS security is activated, the main services and functions of the PDCP sublayer for the user plane include:
-
Header compression and decompression: ROHC only;

-
Transfer of user data;

-
In-sequence delivery of upper layer PDUs at PDCP re-establishment procedure for RLC AM;
-
Duplicate detection of lower layer SDUs at PDCP re-establishment procedure for RLC AM;

-
Ciphering and deciphering;

-
Timer-based SDU discard in uplink.

NOTE 1:
When compared to UTRAN, the lossless DL RLC PDU size change is not required.

The main services and functions of the PDCP for the control plane include:

-
Ciphering and Integrity Protection;

-
Transfer of control plane data.
NOTE 2:
For a NB-IoT UE that supports Control Plane CIoT EPS optimizations, as defined in TS 24.301 [20] only, PDCP is bypassed. For a NB-IoT UE that supports both Control Plane CIoT EPS optimizations and S1-U data transfer, as defined in TS 24.301 [20], PDCP is not used until AS security is activated.
	 Next change


7.1
Services and Functions

The main services and functions of the RRC sublayer include:

-
Broadcast of System Information related to the non-access stratum (NAS);

-
Broadcast of System Information related to the access stratum (AS);

-
Paging;

-
Establishment, maintenance and release of an RRC connection between the UE and E-UTRAN including:

-
Allocation of temporary identifiers between UE and E-UTRAN;

-
Configuration of signalling radio bearer(s) for RRC connection:

-
Low priority SRB and high priority SRB;
-
For NB-IoT, a new UE dedicated SRB is supported before AS security is activated and only one UE dedicated SRB is supported after AS security is activated;
-
For a NB-IoT UE that supports S1-U data transfer, as defined in TS 24.301 [20]:
-
One DRB is supported by default and up to two DRBs are supported optionally;
-
For a UE that supports User Plane CIoT EPS optimizations [20]:
-
Suspension/resuming of the RRC connection;
-
Security functions including key management;
-
Establishment, configuration, maintenance and release of point to point Radio Bearers;

-
Mobility functions including:

-
UE measurement reporting and control of the reporting for inter-cell and inter-RAT mobility;

-
Handover;

-
UE cell selection and reselection and control of cell selection and reselection;

-
Context transfer at handover.

-
Notification and counting for MBMS services;

-
Establishment, configuration, maintenance and release of Radio Bearers for MBMS services;

-
QoS management functions;

-
UE measurement reporting and control of the reporting;

-
NAS direct message transfer to/from NAS from/to UE.
	 End of  change


7.3a.3
User Plane CIoT EPS optimizations
The RRC connection established for S1-U data transfer with User Plane CIoT EPS optimizations, as defined in TS 24.301 [20], is characterized as below:
-
A RRC connection suspend procedure is used at RRC connection release, the eNB may request the UE to retain the UE AS context including UE capability in RRC_IDLE;

-
A RRC connection resume procedure is used at transition from RRC_IDLE to RRC_CONNECTED where previously stored information in the UE as well as in the eNB is utilised to resume the RRC connection. In the message to resume, the UE provides a Resume ID to be used by the eNB to access the stored information required to resume the RRC connection;

-
At suspend-resume, security is continued. Re-keying is not supported in RRC Resume procedure. The short MAC-I is reused as the authentication token at RRC reestablishment procedure and RRC resume procedure by the UE. The eNB provides the NCC in RRCConnectionResume message as well. And also the UE resets the COUNT;
-
Multiplexing of CCCH and DTCH in the transition from RRC_IDLE to RRC CONNECTED is not supported;

-
For NB-IoT, a non-anchor carrier can be configured when an RRC connection is re-established, resumed or reconfigured additionally when an RRC connection is established.
The RRC connection suspend and resume procedures are illustrated in Figures 7.3a.3-1 and 7.3a.3-2, respectively. Note that the description here is only intended as an overview and all parameters are therefore not listed in the message flows.
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Figure 7.3a.3-1: RRC Connection Suspend procedure
1.
Due to some triggers, e.g. the expiry of a UE inactivity timer, the eNB decides to suspend the RRC connection.

2.
The eNB initiates the S1-AP UE Context Suspend procedure to inform the MME that the RRC connection is being suspended.

3.
The MME requests the S-GW to release all S1-U bearers for the UE.

4.
MME Acks step 2.

5.
The eNB suspends the RRC connection by sending an RRCConnectionRelease message with the releaseCause set to rrc-Suspend. The message includes the Resume ID which is stored by the UE.

6.
The UE stores the AS context, suspends all SRBs and DRBs, and enters RRC_IDLE.
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Figure 7.3a.3-2: RRC Connection Resume procedure
1.
At some later point in time (e.g. when the UE is being paged or when new data arrives in the uplink buffer) the UE resumes the connection by sending a RRCConnectionResumeRequest to the eNB.  The UE includes its Resume ID, the establishment cause, and authentication token. The authentication token is calculated in the same way as the short MAC-I used in RRC re-establishment and allows the eNB to verify the UE identity.

2.
Provided that the resumeIdentity exists and the authentication token is successfully validated, the eNB responds with RRCConnectionResume. The message includes the Next Hop Chaining Count (NCC) value which is required in order to re-establish the AS security.

3.
The UE resumes all SRBs and DRBs and re-establishes the AS security. The UE is now RRC_CONNECTED.

4.
The UE responds with RRCConnectionResumeComplete confirming that the RRC connection was resumed successfully.

5.
The eNB initiates the S1-AP Context Resume procedure to notify the MME about the UE state change.

6.
The MME requests the S-GW to activate the S1-U bearers for the UE.

7.
MME Acks step 5.

An RRC connection can also be resumed in an eNB (the new eNB) different from the one where the connection was suspended (the old eNB). Inter eNB connection resumption is handled using context fetching, whereby the new eNB retrieves the UE context from the old eNB over the X2 interface. The new eNB provides the Resume ID which is used by the old eNB to identify the UE context. This is illustrated in Figure 7.3a.3-3.
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Figure 7.3a.3-3: RRC Connection Resume procedure in different eNB
1.
Same as step 1 in the intra eNB connection resumption.

2.
The new eNB locates the old eNB using the Resume ID and retrieves the UE context by means of the X2-AP Retrieve Context procedure.

3.
The old eNB responds with the UE context associated with the Resume ID.

4.
Same as step 2 in the intra eNB connection resumption.

5.
Same as step 3 in the intra eNB connection resumption.

6.
Same as step 4 in the intra eNB connection resumption.

7.
The new eNB initiates the S1-AP Path Switch procedure to establish a S1 UE associated signalling connection to the serving MME and to request the MME to resume the UE context.

8.
The MME requests the S-GW to activate the S1-U bearers for the UE and updates the downlink path.

9.
MME Acks step 7.

10.
After the S1-AP Path Switch procedure the new eNB triggers release of the UE context at the old eNB by means of the X2-AP UE Context Release procedure.

For a NB-IoT UE that supports both Control Plane CIoT EPS optimizations and S1-U data transfer, as defined in TS 24.301 [20], PDCP is not used until AS security is activated.
	 Next change


14.3.2
RRC_CONNECTED to RRC_IDLE

Except for the UE which was enabled to use User Plane CIoT EPS Optimization, on RRC_CONNECTED to RRC_IDLE transitions, eNBs shall delete the keys they store such that state for idle mode UEs only has to be maintained in MME. It is also assumed that eNB does no longer store state information about the corresponding UE and deletes the current keys from its memory. In particular, on connected to idle transitions:

-
The eNB and UE deletes NH, KeNB , KRRCenc , KRRCint and KUPenc and related NCC.

-
MME and UE keeps KASME, KNASint and KNASenc stored.
On RRC_CONNECTED to RRC_IDLE transitions for the UE which was enabled to use User Plane CIoT EPS Optimization, the eNBs, the UE and MME shall maintain the keys they store.
	 Next change


18
UE capabilities

RRC signalling carries AS capabilities and NAS signalling carries NAS capabilities. The UE capability information is stored in the MME. In the uplink, except of NB-IoT no capability information is sent early in e.g. RRCConnectionRequest message. For NB-IoT, early indications for multi-tone support (IOT bit) and multi-carrier support (IOT bit) are sent in RRCConnectionRequest-NB message. In the downlink, enquiry procedure of the UE capability is supported.
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Figure 18-1: Initial UE Capability Handling

The MME stores the UE Radio Capability uploaded in the UE CAPABILITY INFO INDICATION message.

The possible RAT-Types are: EUTRAN, UTRAN, GERAN-PS, GERAN-CS, CDMA2000-1XRTT. The GERAN capability is divided into separate parts. MS Classmark 2 and Classmark 3 are used for CS domain (in both AS and NAS) and MS Radio Access Capability is used for PS domain. The main part of CDMA2000 capabilities is not handled by the eNB or the MME, but is exchanged via tunnelling (see 10.3.2). The small part of CDMA2000 capabilities (for CDMA2000-1XRTT) is needed for the eNB to be able to build messages for the target CDMA2000 RNC (see 10.3.2).

The eNB may acquire the UE capabilities after a Handover completion. The UE capabilities are then uploaded to the MME.

Usually during handover preparation, the source RAN node transfers both the UE source RAT capabilities and the target RAT capabilities to the target RAN node, in order to minimize interruptions and to follow the principles in subclause 10.2.2. The source RAN is not mandated to acquire other RAT capabilities (i.e. other than the source and target RAT capabilities) in order to start a handover preparation. This is described in subclause 19.2.2.5.6. However, there are exceptions to this principle:

-
For handover from GERAN to EUTRAN, due to limitations in GERAN radio interface signalling, source RAT (GERAN) never provides the EUTRA capabilities to the target RAN node.

-
At handover from UTRAN to EUTRAN, it is optional to forward the UTRAN capabilities to the target RAN.
The UTRAN capabilities, i.e. the INTER RAT HANDOVER INFO, include START-CS, START-PS and "predefined configurations", which are "dynamic" IEs. In order to avoid the START values desynchronisation and the key replaying issue, the eNB always enquiry the UE UTRAN capabilities at transition from RRC_IDLE to RRC_CONNECTED and before Handover to UTRAN. The eNB does not upload the UE UTRAN capabilities to the MME.

Due to limitations in radio interface signalling, transfer of EUTRA capabilities is not supported in GERAN.
For a NB-IoT UE that supports S1-U data transfer, as defined in TS 24.301 [20], the procedure in Figure 18-1 is applicable except that RAT-Types and handover are not supported.

For a UE that supports Control Plane CIoT EPS optimizations, as defined in TS 24.301 [20], the MME may initiate Connection Establishment Indication procedure to provide UE Radio Capability to the eNB after receiving INITIAL UE MESSAGE message. If the UE Radio Capability is not included in the procedure, this may trigger the eNB to request the UE Radio Capability from the UE and to provide it to the MME in the UE CAPABILITY INFO INDICATION message. The detailed procedure is defined in TS 36.413 [25].
	 End of  change


_1484199985.vsd
�

텍스트�

ROHC


Segm.


Multiplexing



UE
eNB
MME
S-GW
Random Access Preamble
Random Access Response
1. RRCConnectionResumeRequest
(resumeID, resumeCause, shortResumeMAC-I)
2. RRCConnectionResume (NextHopChainingCount)
4. RRCConnectionResumeComplete
5. S1-AP: UE Context Resume Request
7. S1-AP: UE Context Resume Response
6. Modify Bearers
UL data
DL data
3. SRBs and DRBs resumed and AS security re-established; UE enters RRC_CONNECTED



UE
eNB
MME
S-GW
1. eNB decides to suspend the RRC connection
2. S1-AP: UE Context Suspend Request
4. S1-AP: UE Context Suspend Response
5. RRCConnectionRelease
(releaseCause, resumeIdentity)
3. Release Access Bearers
6. UE AS context stored and SRBs and DRBs suspended; UE enters RRC_IDLE
UL data
DL data



_1517338053.vsd
Text


Segm. ARQ etc


Multiplexing UE1


Multiplexing UEn


BCCH


PCCH


Unicast Scheduling / Priority Handling


Logical Channels


MAC


Radio Bearers


Security


Security


...


CCCH


MCCH


Multiplexing


MTCH


HARQ


HARQ


MBMS Scheduling


PCH


BCH


DL-SCH


DL-SCH


MCH


RLC


PDCP


ROHC


ROHC


...


Segm. ARQ etc


...


Transport Channels


Segm. ARQ etc


Security


Security


...


ROHC


ROHC


...


Segm. ARQ etc


...


Segm.


Segm.


...


...


...


SC-MCCH


SC-MTCH


MBMS Scheduling


DL-SCH


Segm.


Segm.


DL-SCH



UE
New eNB
MME
S-GW
Random Access Preamble
Random Access Response
1. RRCConnectionResumeRequest
(resumeID, resumeCause, shortResumeMAC-I)
4. RRCConnectionResume (NextHopChainingCount)
6. RRCConnectionResumeComplete
7. S1-AP: Path Switch Request
9. S1-AP: Path Switch Request ACK
8. Modify Bearers
UL data
DL data
5. SRBs and DRBs resumed and AS security re-established; UE enters RRC_CONNECTED
Old eNB

10. X2-AP: UE Context Release

2. X2-AP: Retrieve UE Context Request

3. X2-AP: Retrieve UE Context Response



_1255881489.vsd

_1335329362.vsd
Text


CCCH


Multiplexing


...


HARQ


Scheduling / Priority Handling


Transport Channels


MAC


RLC


PDCP


Segm. ARQ etc


Segm. ARQ etc


Logical Channels


ROHC


ROHC


Radio Bearers


Security


Security


UL-SCH



_1303268924.vsd

_1238597938.vsd
eNB


PHY


UE


PHY


MAC


RLC


MAC


MME


RLC


NAS


NAS


RRC


RRC


PDCP


PDCP



