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1 Introduction
The Study Item on new radio access technology for the next generation wireless system was approved at RAN#71 [1]. The new radio (NR) is envisaged to support a wide range of services which have different Quality of Service (QoS) requirements. It is expected that latency and reliability requirements will be even more pronounced for mission-critical services. Accordingly, QoS requirements pertaining to latency, reliability and data rate in case of short packets should be handled in the very first steps of the initial access so as to fulfil particularly stringent service requirements.
On this basis, access control is a fundamental feature for each radio access technology and of course it is also applicable to NR. In this paper, we will preliminarily discuss the access control mechanism in NR.
2 Discussion
2.1 Access control mechanism in LTE
In the current LTE system, there are multiple tools for the system to do the access control in case RAN/CN is congested:
1. Access barring: Access barring mechanism allows the network to prevent some UEs from making access attempts, i.e. not to trigger the random access procedure. Therefore, Access Barring mechanism can avoid the congestion of the random access channels and ensure that high priority services can still access the network in case RAN/CN is congested.
2. Random access backoff: With the Backoff Indicator accormodated in Random Access Response, which identifies the overload condition in the cell, the eNB can delay the random access attempts from some UEs hence from system perspective spread the random access attempts in time.
3. RRC connection reject: The eNB can reject the RRC Connection Request triggered by some of the UEs to alleviate the network congestion situation. Wait Time (as well as extended Wait Time) can be provided together with RRC Connected Reject message to delay the subsequent RRC Connection Requests.
2.2 Access control mechanism in NR

Access barring is the most “clean” access control mechanism as it can avoid the access attempts from some of the UEs. Random access backoff can spread the random access attempts in time thus alleviate the congestion of the random access channels before the network activates the access barring mechanism. RRC connection reject can selectively reject the RRC connection request that initiated by particular type of service(s). For NR, it is beneficial to support all these 3 access control mechanisms, which can provide a toolbox to operators and operators can choose to activate different access control mechanisms based on different congestion situations, e.g. light overloaded or heavy overloaded, RAN congestion or CN congestion or both, etc.
Proposal 1: NR shall support all the access control mechanisms in LTE as the toolbox, i.e. Access barring, Random access backoff and RRC connection reject.
In the current LTE system, there are multiple Access barring schemes which were introduced in different releases for the support of different scenarios/use cases, as below:

· ACB (Access Class Barring): Access barring mechanism based on the type of access attempt (e.g. mobile originating data or mobile originating signalling) and Access Class that the UE belongs to;

· ACB Skip: ACB enhancements to allow the prioritization of MMTEL voice/video and SMS;

· SSAC (Service Specific Access Control): Access barring mechanism for MMTEL voice/video originating calls;

· EAB (Extended Access Barring): Access barring mechanism specific to machine-type communications;

· AB for NB-IoT: Access barring mechanism specific for NB-IoT;

· ACDC (Application specific Congestion control for Data Communication): Access barring mechanism for particular, operator-identified applications in the UE;
In LTE, the support of various access barring schemes significantly increase the specification complexity, UE complexity as well as testing complexity. Also, given that the checking order of multiple access barring schemes is fixed, i.e. SSAC->EAB->ACDC->ACB skip->ACB, restrictions are given to the access control function.
NR is designed to support wide range of services, which means the system shall be inherently flexible enough to meet the connectivity requirements of a range of existing and future services. It is very important for operators to accurately control their networks to provide different treatment for different services/users, especially when the network is in congestion.  
In NR, to learn the lesson from LTE, it is desirable to design a unified Access Barring mechanism from start and considering all the access control requirements, so as to avoid the complicated specification/UE, to enable more efficient/flexible access control, and to easily support potential new access barring requirements in the future.
Proposal 2: NR shall support one unified access barring mechanism.
In NR, access barring mechanism should support multiple-dimensions access barring, e.g. based on Access Class, service type, application type, UE type or any combination of them, to reach the accurate access control. For example, the access barring mechanisms should allow service prioritization, where the network can prioritize high priority services in case of network congestion, i.e. to prevent the access attempt from low priority services and allow the access attempt from high priority services.
Proposal 3: Multiple-dimensions access barring mechanism is supported.
In details, there may be multiple access barring check items. Each check item can be configured to correspond to one dimension. The check items are in order and are checked by the UE according to the order of sequence. The check result of each check item can be configured to be white list or black list. The UE behaviour sees the following table:
	Check result for one item
	White list
	Black list

	Pass
	The UE is considered as “not barred” (i.e. not continue to check the subsequent check items).
	Continue to check the next item.

	Not pass
	Continue to check the next item.
	The UE is considered as “barred” (i.e. not continue to check the subsequent check items).


Proposal 4: Introduce the access barring check items corresponding to different dimensions. Each check item can be configured to be white list or black list.
In LTE, access barring mechanism is only applicable to idle mode. For NR, it is beneficial to remove such restriction and support access barring mechanism also for connected mode (i.e. both inactive state and active state), given that 1) new services initiated by connected mode UEs will increase the system load; 2) some low priority services may take free-riding of high priority services. It is desirable that the applicable states are configurable.
Proposal 5: NR shall support access barring mechanism for idle state, inactive state and active state. The applicable states can be configurable.
The access barring configuration information is used before the UE initiates the initial access. It is broadcasted in the system information. According to current standard discussion, the system information is divided to Minimum SI and Other SI. In RAN2#95 meeting, it was agreed that the content of Minimum will at least include information to support cell selection, for acquiring other SI, for accessing the cell. Therefore, we think:
Proposal 6: The access barring configuration information should be included in Minimum SI.

Since NR network is going to be more versatile, a mixture of services with very different QoS requirements will increasingly coexist in the network. Considering the limited access resource, NR should differentiate the priority for the services. For instance, it is expected that mission-critical services from mMTC, URLLC and V2X have strict delay requirements and thus should have high priority compared to other uncritical services [2]. Without service differentiation at the initial access, the uncritical services can impair the successful access of the mission-critical services. For example, the initial access of mission-critical services can be delayed due to the collisions in the random access channel [2].
Accordingly, even with the Access Barring mechanisms, short-term congestions in random access channels may still happen, given that Access Barring is kind of reactive mechanism and in general it will not be activated as soon as congestion is observed. Therefore, during the random access procedure, it is still beneficial to prioritize the mission-critical services among all the services that passed the Access Barring (if activated), e.g. to prioritize the scheduling of Msg2/3 for mission-critical services. Otherwise, a possible congestion can cause substantial delays for the access of mission-critical services. 

During the preamble transmission in the random access procedure, the service prioritization can be achieved based on the use of the random access resources. LTE doesn’t support the service prioritization during the random access procedure. In NR, considering that increasing type of services with very different QoS requirements will be supported by a single network, it is desirable to support the service prioritization. For instance, the random access resources can be separated or portioned e.g. in time/frequency domain. Particularly, the high priority services can be assigned with exclusive resources which are not shared with other services. In another scheme, the high priority services can send multiple preambles in multiple time slots to increase success rate of random access, or can use a combination of the preamble signatures at one random access time slot to “overwrite” the other low priority services with single preamble. By this way, the fast initial access of the high priority services is targeted.

Proposal 7: NR should support service prioritization during preamble transmission to enable QoS-aware initial access as part of Access Control.
After the successful detection of the preambles, the RAN will assign UL grant in Msg2 so that the UE can transmit the RRC Connection Request message in Msg3 to setup a connection with the network. In the RRC Connection Request message, “Establishment Cause” is conveyed to inform the network about the priority/cause of the service that triggered the RRC connection establishment procedure. Based on the “Establishment Cause”, the network can do an appropriate admission control. For example, if the RAN or CN is congested, the RAN may reject the RRC Connection Request triggered by non-critical services. 

In LTE, the following Establishment Causes are defined. In addition, one special Establishment Cause “mo-ExceptionData” was introduced to NB-IoT. In the context of Rel-14 feature “Enhancement of VoLTE”, companies are also discussing whether a new Establishment Cause for Video Call is needed.
{emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess, mo-VoiceCall}

On this basis, service prioritization in RRC Connection Request is still a very import mechanism to enable QoS-aware initial access in NR. In NR, it is desirable to design a unified set of “Establishment Cause” that applicable to all the use cases (i.e. eMBB, mMTC and URLLC). RAN2 can coordinate with SA1/SA2/CT1 to further study how to define them.

Proposal 8: NR should support service prioritization during RRC Connection Establishment to enable QoS-aware initial access.
3 Conclusion

The paper preliminarily discussed the access control mechanism in NR and we propose:

Proposal 1: NR shall support all the access control mechanisms in LTE as the toolbox, i.e. Access barring, Random access backoff and RRC connection reject.
Proposal 2: NR shall support one unified access barring mechanism.
Proposal 3: Multiple-dimensions access barring mechanism is supported.
Proposal 4: Introduce the access barring check items corresponding to different dimensions. Each check item can be configured to be white list or black list.
Proposal 5: NR shall support access barring mechanism for idle state, inactive state and active state. . The applicable states can be configurable.
Proposal 6: The access barring configuration information should be included in Minimum SI.

Proposal 7: NR should support service prioritization during preamble transmission to enable QoS-aware initial access as part of Access Control.
Proposal 8: NR should support service prioritization during RRC Connection Establishment to enable QoS-aware initial access.
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