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1 Introduction
SA2 discussed authorization of use of Coverage Enhancement (CE) (Key Issue #1), as captured in TR 23.730 [1], in the context of the SA2 study on NB-IoT enhancements for REL-14 (FS_CIOT_ext). The continuing work item has the following scope (plenary approval December 2016) [2]:

1) Support for authorization of use of Coverage Enhancement functionality.

2) Support for reliable communication service between UE and SCEF. 

3) Inter-RAT idle mode mobility support for NB-IOT.

4) Support for CN overload protection for UE supporting control plane EPS CIoT optimizations.

SA2 agreed clarifications to the solutions for authorization of CE level [3], [4]. Furthermore SA2 agreed on a way forward [5]: 
1.
It is recommended that the solution 1 is the basis for normative specifications, and in addition the S1 impacts from solution 4. RAN related aspects of the solution will need to be determined in co-operation with RAN WGs.

2.
If the UE needs to attempt to initiate an emergency session it may use its full physical layer capabilities. (IMS emergency session, Ecall, )
NOTE:
Functionality to avoid potential ping-pong between PLMNs, avoiding UEs getting frequent out-of-coverage needs to be covered during normative phase, while keeping the solution simple.

In an outgoing LS SA2 informs RAN2 about the interim agreements, and asks RAN2 (and CT1) feedback on the potential impact on cell selection/reselection and PLMN selection [6]. Furthermore SA2 would like to know RAN2’s opinion on the usefulness and impacts of using CE level range.
2 Background

2.1 Motivation

The use of coverage enhancements increases the consumption of network resources (e.g. power, aggregation level, repetitions, etc), and increases the deployment cost. To reach a certain MCL target, i.e. obtain a certain coverage enhancement level, the number of repetitions have been increased significantly (e.g. up to 256 with LTE/eMTC and up to 2048 with NB-IoT). Furthermore the distribution of UEs in coverage enhancements is rather skewed, e.g. 85% is in normal coverage, with on 15% in coverage enhancements, of which only a very few percentage are in the highest coverage enhancement level requiring the highest number of repetitions. 

Due to the increased number of resources needed for coverage enhancements, there is a price tag associated with the coverage enhancements. Furthermore not every NB-IoT device may require coverage enhancements, or may be willing to pay for it. On the other side, dependent on the network load, there may be resources available to serve UEs in coverage enhancements or not. The price for network resources is not the same during the day. Potentially the network can support coverage enhancement better or cheaper during off peak hours. But the bottom line is that the network requires control over the UE resource use for coverage enhancements: 
Observation 1: There is a need to control the use of network resources of UEs in coverage enhancements
2.2 SA2 solutions

SA2 discussed solutions to authorize the UE to use coverage enhancements. Solutions 1, 2, 3 and 4, as described with Key issue #1 in TR 23.730, are copied in the Annex for easy reference. SA2 agreed on solution 1 as a baseline, i.e. by means of ATTACH/TAU the UE can be authorized to use coverage enhancements. 
Observation 2: During ATTACH/TAU the UE can be authorized to use coverage enhancements
This signaling solution implies that the authorization to use coverage enhancements is semi-statically configured in the UE, but can be modified during ATTACH/TAU. 

In addition, SA2 agreed to signal the UE’s authorization information to the eNB in the S1 Initial Context Setup (e.g. ATTACH/TAU accept).  This enables the eNB to enforce the authorization: 
Observation 3: The eNB is informed about the UE's authorization to use coverage enhancements which enables the eNB to enforce this authorization
The eNB could for example reject or release a connection when the UE requires a CE level for which it is not authorized. This topic is discussed more in chapter 3. 
2.3 Coverage Enhancement (CE) levels
CE level 0 provides the lowest coverage enhancement level. CE level 2 (NB-IoT) and CE level 3 (LTE/eMTC) provides the highest coverage enhancement level, and require the largest amount of network resource (e.g. repetitions). CE level 0 is sometimes referred to a “normal coverage”. When the UE is not in normal coverage, then the UE is considered to be in “enhanced coverage/coverage enhancements”.
Observation 4: Both NB-IoT and LTE/eMTC use the concept of Coverage Enhancement (CE) levels with coverage enhancements

3 Discussion
Basic principles of authorization of coverage enhancements
Both NB-IoT and LTE/eMTC support coverage enhancements, i.e. authorization of coverage enhancements is relevant in both scenarios: 

Proposal 1: Authorization of the use of coverage enhancements is supported in both NB-IoT and LTE/eMTC

Both NB-IoT and LTE/eMTC have the concept of Coverage Enhancement (CE) levels, i.e. to enable a commonality among RATs it is proposed: 

Proposal 2: Authorization of the use of coverage enhancements is based on CE level, i.e. the UE is always authorized to use CE level 0, but needs to be authorized to use CE level > 0
RAN2 can discuss further if the authorization to use CE level > 0 should be differentiated per CE level. RAN2 can also discuss whether the UE needs to be authorized to use coverage enhancements, or the other way around, i.e. the UE needs to be restricted to use coverage enhancements. This boils down to what is the default i.e. by default the UE is allowed to use coverage enhancements or restricted to use coverage enhancements? In REL-13 the UE is allowed to use coverage enhancements, when supported by both UE and NW. 
It is important to note that the authorization of coverage enhancements is intended to control the network resources that the UE is allowed to consume, i.e. it influences whether the UE is allowed to access (and consume network resources), but it does not influence the UE mobility (i.e. idle mode cell re-selection). 

Based on the measured RSRP signal strength the UE estimates the CE level and selects the number of (N)PRACH repetitions needed for access (in both NB-IoT and LTE/eMTC). In case the UE is not authorized to use the CE level that it requires for access, then the UE shall not perform access. 
Proposal 3: When the UE is not authorized to use the CE level which it requires to access the cell then the UE shall not access
NOTE: from an access perspective the cell becomes an “acceptable”, i.e. the UE is still capable to initiate “emergency session” and receive ETWS via paging. But the authorized CE level is not supposed to trigger mobility, i.e. from a mobility perspective the cell remains “suitable”. 

SA2 mentions in the LS [6] that the UE should be allowed to initiate an “emergency session” and use its “full physical layer capabilities”. In this context RAN2 needs to discuss further the use cases when the authorization of coverage enhancements is applicable: 

Proposal 4: RAN2 to discuss the use cases when the authorization of coverage enhancements is applicable, i.e. when access is prohibited due to authorization of coverage enhancements. 
For example access for emergency, mo-ExceptionData, mo-Signalling and mt-Access can be allowed independent from the CE level authorization. As SA2 indicated the UE should be allowed to use “emergency session”. And possibly ATTACH/TAU should be allowed independent of the authorized CE level to enable modification of the CE level. And the network can decide to page a UE independent from the UE’s authorization level.

Alleviation of CE level restrictions during off-peak hours 

When the cell is lightly loaded it should be possible to alleviate the CE level restrictions in the cell to make optimum use of the available cell resource during off peak hours:   
Proposal 5: Introduce alleviation of CE level authorization restrictions in system information 
For example in system information the highest CE level that any UE in the cell is authorized to use, or removal of all CE level restrictions for any UE in the cell, could be indicated.
eNB enforcement of CE level authorization

SA2 agreed that the eNB is informed about the authorization information of the UE, i.e. the eNB can use that to enforce the CE level authorization: 

Observation 5: The eNB can Reject or Release a connection when the UE requires a CE level for which it is not authorized

Based on the eNB traffic load, the eNB may have an incentive to modify the CE level authorization of the UE in the reject/release: 
Proposal 6: Introduce modification of authorization of CE level in RRC Connection Release and RRC Connection Reject
4 Summary

RAN2 is kindly asked to discuss authorization of the use of coverage enhancements: 

Proposal 1: Authorization of the use of coverage enhancements is supported in both NB-IoT and LTE/eMTC

Proposal 2: Authorization of the use of coverage enhancements is based on CE level, i.e. the UE is always authorized to use CE level 0, but needs to be authorized to use CE level > 0

Proposal 3: When the UE is not authorized to use the CE level which it requires to access the cell then the UE shall not access

Proposal 4: RAN2 to discuss the use cases when the authorization of coverage enhancements is applicable, i.e. when access is prohibited due to authorization of coverage enhancements. 

Proposal 5: Introduce alleviation of CE level authorization restrictions in system information 
Proposal 6: Introduce modification of authorization of CE level in RRC Connection Release and RRC Connection Reject
The following observations were made:

Observation 1: There is a need to control the use of network resources of UEs in coverage enhancements

Observation 2: During ATTACH/TAU the UE can be authorized to use coverage enhancements

Observation 3: The eNB is informed about the UE's authorization to use coverage enhancements which enables the eNB to enforce this authorization

Observation 4: Both NB-IoT and LTE/eMTC use the concept of Coverage Enhancement (CE) levels with coverage enhancements
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6 Annex: Key issue #1 in 23.730
Solution 1 is based on principle of keeping new UE subscription parameter in HSS. This parameter dictates if coverage enhancements is authorized or not for the UE. The parameter is provided to the UE by the MME as part of NAS signalling (i.e. Attach and TAU procedures). Solution also addresses the architectural requirement to allow the 3rd party service provider to query the status of, or enable, or disable Coverage Enhancements capability per UE. Solution 1 has no impact on the RAN. 
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Solution 2 is based on principle of configuring UE (e.g. using OMA-DM or at UE manufacturing) whether it is allowed to use coverage enhancements or not. Solution is mainly useful for UEs which the network is not expected to change this configuration. Given the limited applicability of this solution it is proposed to not use this solution for the normative work.

Solution 3 is also based on principle of keeping new UE subscription information in HSS (called as CE authorization information). This parameter dictates if coverage enhancements is authorized or not for the UE. Parameter is provided to the UE by the MME as part of NAS signalling (i.e. Attach and TAU procedures). This is very similar to solution 1. 
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Solution 4 (subscription based authorization via S1) is also based on principle of keeping new UE subscription information in HSS (called as CE authorization information). However as compared to solution 1 & 3, MME provides CE authorization information obtained from HSS to the RAN. The RAN enforces the CN decision and informs the UE. In addition to UE and CN impacts, solution has additional impacts on the RAN. One benefit of enforcement by the eNB, in addition to the enforcement by the UE, is to address the case of misbehaving UEs. 
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