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1
Introduction
3GPP RAN has approved a Rel.14 work item of Enhancements of NB-IoT [1] to extend the scope for supporting some further features comparing with Rel.13 NB-IoT. One of the objectives is to design the necessary mobility and service continuity enhancements, which improves the service continuity and avoid NAS recovery for both CP and UP solutions without the increasing of UE power consumption for the UE in connected mode.
RAN2 agreed following in the scope of Rel13 NB-IoT mobility functionalities:

RAN2 #91bis [2]: The features below are not supported in Rel13
· Inter-RAT cell-reselection, or Inter RAT mobility in connected mode (Note that in this respect NB-IOT is a separate RAT from LTE). 
· Network controlled handover. We will not have measurement reporting either, but can be discussed based on contributions.  

RAN2 #AdHoc [3] in January 2016 for NB-IoT:

· At RLF, for solution 2, reestablishment is not supported so the UE would be released to Idle. For solution 18 it would be possible to do reestablishment (it is FFS if at reestablishment failure the UE would be released to Idle, as for legacy LTE). 

RAN2 #93bis [4]:

· The NAS recovery is needed when UE enters RRC_IDLE following RLF for the CP solution, at least where there is more data for transmission. 

· We confirm that for Solution 18 (i.e. UP Optimisation Solution), RRC Connection Re-establishment should be performed due to radio link failure (as in legacy LTE, because AS security is activated).

However in last RAN2 meeting, the mobility enhancement was barely touched due to the time limitation, the open issues and potential solutions are discussed by email discussion [5]. In this paper, we’d investigate those aspects for improving the mobility performance and analyse the potential impact to the RAN protocol and procedures.
2
Discussions
For Rel.13 NB-IoT WI RAN2 decided not to support the legacy connected mobility, i.e. network controlled handover as well as the measurement reporting. The UE may declare RLF due to the deteriorated radio link quality with the serving cell when it is moving to a new cell. When encountering RLF, 

· For UP solution: RRC Connection Re-establishment should be performed
· For CP solution: reestablishment is not supported so the UE would be released to Idle. The NAS recovery is needed when UE enters RRC_IDLE following RLF for the CP solution.
It is specified in NAS protocol [6] that the UE initiated tracking area updating procedure could support the NAS recovery from certain error cases. 
The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME when the UE receives an indication of "RRC Connection failure" from the lower layers and has no signalling or user uplink data pending (i.e when the lower layer requests NAS signalling connection recovery). 
That means once the RRC layer in the UE informs the UE's NAS layer that an RRC connection failure has occurred, the TAU procedure will be triggered to recover the signalling connection. The convey of the NAS PDU in RRC message and S1AP message during TAU procedure will lead to increased signalling overhead, thus it would be desirable to keep NAS layer uninvolved as the legacy LTE connected mobility. 
In [7], the UE controlled mobility is proposed for the NB-IoT UE in connected mode when UP solution is applied. That is the UE will perform the RRC Connection Reestablishment procedure when it finds another better suitable cell than existing serving cell. It would be beneficial to apply the same procedure for CP solution as well to ease the specification and implementation effort.

Proposal 1: In order to avoid the NAS recovery, the UE should not indicate the “RRC Connection failure” to NAS layer but triggers RRC Connection Reestablishment procedure instead. 
With legacy LTE, a valid short MAC-I needs to be provided to verify the RRC Connection Reestablishment message in the target eNB. However, AS security is not supported for CP solution, the validation of UE could not be checked due to the lack of integrity protection of the message. Therefore, there could be security issues (e.g. “malicious” UEs which trigger the procedure using C-RNTI of “good” UEs) and possible error scenarios (e.g. moving S1 connection of wrong UE due to PCI confusion) because the old eNB is unable to validate the request using the ShortMAC-I.  
Observation 1:  To apply the reestablishment procedure with reduced security may lead to severe problems.
The activation of AS security is initiated by the eNB following the Initial Context Setup procedure over the S1 interface initiated from the MME. Thus to have the full security feature for CP solution by applying the legacy procedure is at the cost of the considerable signalling increase, as following procedures would be required:
· The security activation procedure over Uu interface

· The S1 Initial Context Setup procedure over S1 interface

Observation 2: The signalling increase caused by applying legacy security procedure for CP solution is not justified by the potential benefits as the CP solution is usually used for transferring small number of packets.

Consequently there might be needs to consider specific simplified procedure to provide security protection for CP solution or more specifically to avoid unsafe UE context fetch and S1 signalling switch when UE requests the RRC Connection Reestablishment towards the new eNB other than the serving eNB. For CP solution, the NAS security is activated to enable the integrity protection and ciphering of the NAS signaling. Therefore, the mechanism by utilizing the NAS layer security may be considered to authenticate the reestablishment request message and check the validity of the UE, to prevent the “bad” request from unauthorized parties.
Proposal 2: Clarify with SA3 whether it is feasible to adapt the NAS layer security for CP solution during the mobility.
When UE triggers the RRC Connection Reestablishment procedure when moving to a new eNB, the MME may not know UE’s mobility situation until it receives S1 signalling switch request from the new selected eNB. In case there are any DL packets before the notification of the cell change, the MME may continue sending the DL packets to the last serving eNB.  The ongoing transmission of DL packets to UE may fail due to poor radio link and lead to service interruption for the UE. The data forwarding of user packets from the source eNB to the target eNB may be performed to prevent the potential data loss. The data transferring in NAS PDUs does not require the establishment of the X2-U bearer; instead, the data could be conveyed as additional IE in the X2AP message applied during the reestablishment procedure, i.e. in the X2AP message to provide the UE context information to the target eNB. 
Proposal 3: Clarify with RAN3 the necessity and feasibility on the data forwarding in X2AP message during reestablishment procedure.
3
Conclusions

This contribution has analysed many aspects for improving the mobility performance for NB-IoT when CP solution is applied, following observations were made:

Observation 1:  To apply the reestablishment procedure with reduced security may lead to severe problems.
Observation 2: The signalling increase caused by applying legacy security procedure for CP solution is not justified by the potential benefits as the CP solution is usually used for transferring small number of packets.

As a conclusion, we propose:
Proposal 1: In order to avoid the NAS recovery, the UE should not indicate the “RRC Connection failure” to NAS layer but triggers RRC Connection Reestablishment procedure instead. 

Proposal 2: Clarify with SA3 whether it is feasible to adapt the NAS layer security for CP solution during the mobility.
Proposal 3: Clarify with RAN3 the necessity and feasibility on the data forwarding in X2AP message during reestablishment procedure.
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