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1 Introduction
SA2 has been working on a feasibility study on extended architecture support for Cellular Internet of Things (FS_CIoT_Ext) [1] and agreed to proceed with a Work Item in Rel-13 [2].

One key issue being studied is the Authorization of use of Coverage Enhancement, captured as key issue #1 in TR 23.730 [1].

The interim agreement from SA2 perspective is to develop a solution as described in the Conclusions Section 8 (i.e. Solution 1 as in Section 6.1 is the basis for normative specifications, and in addition the S1 impacts from Solution 4 as in Section 6.4). 

During discussions in SA2, it was identified that RAN2 and CT1 feedback is needed on how the authorization for use of enhanced coverage for a UE would impact cell selection/reselection and PLMN selection. 

Also, SA2 has discussed the possibility of including a CE level range parameter as part of UE subscription in HSS. SA2 would like to receive feedback from RAN2 on the usefulness and impacts of using CE level range.

SA2 has sent a LS [3] to RAN2 and CT1 asking: 
	RAN2: to provide feedback on authorization of enhanced coverage form RAN perspective. SA2 also asks RAN2 to provide feedback on the usefulness and impacts of using CE level range in the authorization.
CT1: to provide feedback on any impacts on PLMN selection due to authorization of enhanced coverage.


In this paper, we discuss the solution and its impacts from RAN2 point of view.

2 Discussion 
2.1 Solution overview
Solution 1 is described in TR 23.730 section 6.1 [1] and is identified with no RAN impact. In this solution, the UE receives its authorized level of coverage enhancement per PLMN via NAS signalling and uses it to determine whether it is allowed to access the cell.
Solution 4 is described in TR 23.730 section 6.4 [1] and summarized here for convenience.
	The solution principle is:

-
HSS contains subscription information whether the UE is allowed to use Coverage Enhancement;

-
At access to the network the UE provides its capabilities to support Enhanced Coverage;

-
The RAN forwards the UE CE capability to CN;

-
The CN verifies (using the subscription information) whether the UE is allowed to use CE and informs RAN, e.g. the CE authorization information may include the following:

-
A CE indication to indicate whether the UE can use the CE functionality or not.

Editor’s Note: Details of CE levels is dependent on RAN WGs.

-
The RAN enforces the CN decision and informs the UE

-
The UE stores the information (per PLMN) and will not make use of EC for this PLMN in case RAN indicates the UE is not allowed.
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Figure 6.4.1.2-1: Authorization of CE at Attach

2.2 Coverage enhancement capability and authorisation
In LTE, there are two modes of operation (CE-ModeA and CE-ModeB) mapped respectively to PRACH CE levels 0 and 1 and to PRACH CE levels 2 and 3 at Random Access. The eNB obtains the information from the UE capability.  The E-UTRAN broadcasts configuration information to access the cell for the two modes of operation in the system information.

Using these two modes of operation of coverage enhancement for the capability reporting to the MME and for the authorised level of coverage enhancement by the MME/HSS would fulfil the requirements of solution 1 and 4. A UE supporting coverage enhancement would internally adjusts itd capability according the received authorised level and behaves accordingly. 

Observation1: For LTE, the information of CE mode of operations CE-ModeA and CE-ModeB fulfils the requirements for solutions 1 and 4.

In NB-IoT, there are only one mode of operation supported by all UEs and three PRACH CE levels 0, 1 and 2 at Random Access.
Having a common solution for LTE and NB-IoT will require defining a mapping between CE-ModeA and CE-ModeB and PRACH CE levels 0, 1 and 2. 
Observation2: For NB-IoT, RAN2 needs to define a mapping between the modes of operation CE-ModeA and CE-ModeB and PRACH CE levels 0, 1 and 2 to allow a similar solution to LTE
Proposal 1: RAN2 to discuss the feasibility and implication of defining modes of operation e.g. CE-ModeA and CE-ModeB and their mapping to PRACH CE levels 0, 1 and 2 for NB-IoT.
In the step description of figure 6.4.1.2-1: Authorization of CE at Attach in TR 23.730 [1], it is mentioned that the eNB may refuse the access request of the UE with some cause value (e.g. CE functionality NOT authorized) if the CE functionality is not authorized to use.

Assuming this will done via a RRCConnectionRelease message, we do not see any reason to introduce a new cause from RAN2 point of view unless there is some specific associated NAS behaviour.
Proposal 2-a: RAN2 to discuss if there is benefit from RAN2 point of view on introducing a new cause when the RRC Connection is released due to CE level authorisation.  
Proposal 2-b: If no benefit is seen from RAN2 point of view, RAN2 to ask SA2/CT1 whether a new cause is needed to trigger some specific NAS behaviour.
SA2 also indicated that they have discussed the possibility of including a CE level range parameter as part of UE subscription in HSS and that they would like to receive feedback from RAN2 on the usefulness and impacts of using CE level range.

For both LTE and NB-IOT, a CE level range mapped to a number of repetitions for the different physical channels. 

As the intention of the functionality is to restrict access to the cell, we assume that a CE level range should cover both the number of repetitions for paging and for random access. 

LTE and NB-IoT use different physical layer and there is no relationship/ mapping between the number of repetitions used in one technology and the other. Thus, the CE level range should be defined per radio access technology.

In NB-IoT rel-14, paging and random access will be supported on multiple carriers in one cell. These carriers may have different TX power and thus need different number of repetitions for the same level of coverage enhancements. 
Observation 3: It does not seem a good idea to include physical layer characteristics in subscription parameters as they may be vary depending on the deployment scenario.
2.3 Impact of using CE level authorisation on cell selection/ reselection process
SA2 is asking to provide feedback on how the authorization for use of enhanced coverage for a UE would impact cell selection/reselection and PLMN selection. 
PLMN selection and cell selection/reselection procedures are general procedures that control the movement and the camping of the UEs in idle mode. These procedures apply to all UEs regardless of their capability and should not be impacted by UE subscription parameters.

Observation 4: Cell selection and cell reselection procedures are not impacted by the authorised CE level.
As a first consequence, although more a CT1 topic, it means that the CE level authorisation shall be the same across equivalent PLMNs as they are equivalent for cell selection, cell reselection and handover according to TS 36.304.

Observation 5: The CE level authorisation shall be the same across equivalent PLMNs.

Then, it means that the authorized coverage level can only be checked after the cell has been selected/reselected.

In LTE, when systemInformationBlockType1-BR is not scheduled, a BL UE or a UE in CE considers the cell as barred and then looks for another cell according to the normal rules for cell selection/reselection. A similar approach would be the preferred way forward. 

However, although not mentioned in the LS from SA2 nor in the solution description, the conclusion in the TR indicates that the UE should still be able to perform emergency calls. In that case, the cell cannot be barred, and can only be considered as an acceptable cell.
	For the Key Issue 1 “Authorization of use of Coverage Enhancements”, the following is recommended:

1.
It is recommended that the solution 1 is the basis for normative specifications, and in addition the S1 impacts from solution 4. RAN related aspects of the solution will need to be determined in co-operation with RAN WGs.2. If the UE needs to attempt to initiate an emergency session it may use its full physical layer capabilities.

NOTE:
Functionality to avoid potential ping-pong between PLMNs, avoiding UEs getting frequent out-of-coverage needs to be covered during normative phase, while keeping the solution simple.


Proposal 3: RAN2 to confirm with SA2 if emergency call should be possible regardless of the authorised CE level. 
Proposal 3-1: If emergency calls do not need to be considered, it is proposed that the UE considers the cell as barred when its authorised CE level does not allow access the cell.
Proposal 3-2: If emergency calls need to be considered, it is proposed that the suitability criteria is modified to include the authorised CE level.

Note that for NB-IOT, there is no concept of emergency call or acceptable cell, so only proposal 4-1 is applicable.
Observation 6: For NB-IoT, only proposal 3-1 is applicable.

2.4 Impact of using CE level authorisation on UE and Network performance

Apart from the specification impact, the usage of CE level authorisation will have a negative impact on the user’s experience and power consumption, e.g.:
· Some devices/ users may be unreachable and unable to get services.
· A device not allowed to access a cell due to its CE level authorisation will be able to make an emergency call but not be able to receive an emergency call back.

· A device at the edge of the ‘authorised coverage level’ may experience frequent outage due to fluctuation in the radio conditions, leading to bad user experience (missed paging, no service/ limited service ..). 
· A device at the edge of the ‘authorised coverage level’ may need to perform frequent cell reselections with the associated impact on power consumption.
· A device at the edge of the ‘authorised coverage level’ may fail RACH procedure because being unable to change coverage level, the UE will have wasted power in the initial RACH attempts. 
· A device whose coverage level change during RRC_CONNECTED mode may not be allowed to keep its connection if released by the eNB due to CE level authorisation enforcement or because it needs to perform a RACH procedure. 

· A roaming device at the edge of the ‘authorised coverage level’ may trigger frequent PLMN selection if two local PLMNs provide different authorized coverage level.  

Observation 7: The usage of CE level authorisation will have a negative impact on the user’s experience and power consumption.

From the network side, there are also severe negative impacts. 
Most of the points identified above for the UE will also have impact on the eNB and the usage of radio resources.
The most critical problem is related to paging and UE reachability. If the UE becomes unreachable due to its coverage authorisation (e.g. temporarily while looking for another cell or longer term because unable to find a cell to camp) and the network is not aware, the network will repeat the paging many times and potentially on all the cells of the paging area. This is a big waste of network resources. 
If there is no indication on why the UE is not reachable, there is no way to identify the reason of the outage and possibly renegotiate the subscription parameters.
Observation 8: The usage of CE level authorisation will have a negative impact on the network and the usage of radio resources.
3 Conclusion
In this document, we have reviewed solution 4 for Enhanced Coverage Authorisation.
We propose that RAN2 discuss the observations and proposals made in this document and use them as a basis for a reply LS to SA2.
Observation1: For LTE, the information of CE mode of operation CE-ModeA and CE-ModeB fulfils the requirements for solutions 1 and 4.

Observation2: For NB-IoT, RAN2 needs to define a mapping between the modes of operation CE-ModeA and CE-ModeB and PRACH CE levels 0, 1 and 2 to allow a similar solution to LTE

Proposal 1: RAN2 to discuss the feasibility and implication of defining modes of operation e.g. CE-ModeA and CE-ModeB and their mapping to PRACH CE levels 0, 1 and 2 for NB-IoT.
Proposal 2-a: RAN2 to discuss if there is benefit from RAN2 point of view on introducing a new cause when the RRC Connection is released due to CE level authorisation.  
Proposal 2-b: If no benefit is seen from RAN2 point of view, RAN2 to ask SA2/CT1 whether a new cause is needed to trigger some specific NAS behaviour.
Observation 3: It does not seem a good idea to include physical layer characteristics in subscription parameters as they may be vary depending on the deployment scenario.
Observation 4: Cell selection and cell reselection procedures are not impacted by the authorised CE level.

Observation 5: The CE level authorisation shall be the same across equivalent PLMNs.

Proposal 3: RAN2 to confirm with SA2 if emergency call should be possible regardless of the authorised CE level 
Proposal 3-1: If emergency calls do not need to be considered, it is proposed that the UE considers the cell as barred when its authorised CE level does not allow access the cell.
Proposal 3-2: If emergency calls need to be considered, it is proposed that the suitability criteria is modified to include the authorised CE level.

Observation 6: For NB-IoT, only proposal 4-1 is applicable.

Observation 7: The usage of CE level authorisation will have a negative impact on the user’s experience and power consumption.

Observation 8: The usage of CE level authorisation will have a negative impact on the network and the usage of radio resources.
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