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1
Introduction
A new study item was agreed at RAN#71 where the main objective aims to develop a New Radio Access Technology (N-RAT) where “Target a single technical framework addressing all usage scenarios, requirements and deployment scenarios defined in TR38.913 including, Enhanced mobile broadband, Massive machine-type-communications, Ultra reliable and low latency communications” [1]. The new radio access technology enables a diverse and wide range of services which needs to deliver high throughput, connect numerous of devices or terminals and provide immediate feedback on demand.

In previous RAN2 meetings we have presented our views on RRC state management in [2], additionally SA2 has been discussion on connectionless RAN and CN interface based on [3]. In document [4] we discuss more on motivation on efficient small data delivery. In this contribution we discuss on RAN protocols and procedures related to discussion in [3] with more details. 
2
Discussions
In contribution [2], we proposed highly flexible RRC Inactive Connected state, allowing flexible configuration of the UE. In connectionless configuration as discussed in [3], there exist no UE specific RAN – CN interface connection.

The connectionless configuration is envisioned to work after the UE has attached, set-up PDU sessions, etc. to the network and UEs data inactivity has started. Due to low activity, the UE is expected to be moved RRC_Connected_Inactive state. For UE such as smartphones that generate very frequent data burst and especially DL data amount can be significant the NR RAN stores the UE context (UE capability, protocol states and radio configuration) to enable fast full rate data transmission. However, for UEs, such as MTC devices generating very infrequent small data burst the NR RAN may release the RAN context completely. However, UE with connectionless configuration has still means to transmit uplink data. This is achieved by following features:

-
Support of Contention Based Uplink data transmission and UE based mobility
-
Utilization of default uplink PHY and MAC configuration

-
Utilization of default AM-RLC configuration and initiating AM-RLC process on fly.

-
Locating user plane ciphering unit higher in network architecture with different security domains as discussed in 
The motivation for such operation is to avoid NR RAN storing extremely high number of UE RAN context and especially performing RAN context fetching from last serving RAN node before able to process small amount of uplink data and forward to the CN. Rather, the NR RAN process the PHY, MAC and RLCS protocols and forwards uplink data to the network entity hosting the ciphering entity of the UE data. From UE point of view, the capability of transmitting small amount of uplink data without connection setup will significantly improve UE power consumption and overall efficiency of delivering small packet when considered all protocol and signalling overheads compared to scenario where full RRC connection setup signalling is needed before transferring user plane data.
Proposal 1: From UE power consumption and overall efficiency of delivering small amount of data, such as MTC data, all signalling transactions and protocol overheads needs to be considered. 

The Figure 1 presents the basic illustration of the connectionless uplink data transmission when the UE has uplink data to send on one of its already established PDU sessions that supports Connectionless data transfer. The procedure is as follows: 
1. The UE ciphers the uplink SDU to transmit. The UE then puts the previously assigned UPGW Connectionless Service information (UCLSI) in the UP data header and an integrity check signature to the data packet. 
-
The UCLSI is basically long enough ID able to identify the UE and PDU session so that packet can be forwarded to correct protocol entity for de-ciphering process. 
-
The integrity check signature is to prevent another UE from injecting traffic on the PDU session. It is calculated on the UCLSI. 

-
Both UE and network may calculate RA-RNTI to be used in DL control channel to schedule DL response to the contention resolution message.
2
After successful decoding of CRC the RAN sends ACK (can be ARQ acknowledge or similar) to the UE.  The response can be done in scheduled manner based on random-RNTI value, the response includes UCLSI value to resolve collision and verify to the UE that network has received its data correctly. 

-
NR RAN finds whether existing AM-RLC entity exist and if not available it establish a new one. RAN resets UE inactivity timer for given UCLSI.  

-
When receiving the ACK the UE resets the UCLSI inactivity timer and considers RA–RNTI as C-RNTI, optionally the response message may allocate C-RNTI, update timing advance etc. 

-
If additional uplink SDUs or SDU segments remain in UE buffer, the UE re-initiates the uplink CB access by using C-RNTI. The network may even send dedicated uplink grants by using allocated C-RNTI value

3
The RAN forwards all complete data SDUs with header including UCLSI to UPGW over appropriate transport interface. 

5
Using the UCLSI, the UPGW retrieves the context of the PDU Session.  
6
Using stored key UPGW verifies the integrity check signature and decrypts incoming uplink data. 


If the Integrity check is negative the UPGW silently discards the data. 

7
The UPGW learns that UE is available on a given RAN (the UCLSI is REACHABLE): the UPGW (re)starts UE location freshness timer for the UCLSI and stores the UCLSI to RAN transport interface mapping.

-
The UPGW may forwards any DL data PDUs towards corresponding RAN node
8
If required, the UPGW may send a query to the Core control plane (SM) to get forwarding information on the downlink RAN transport interface corresponding to the uplink RAN transport interface. (Not presented in Figure 1).
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Figure 1: Connectionless Uplink data transmission 

The Figure 2 depicts the envisioned user plane protocol architecture for connectionless operation. Notable the protocol architecture is very same as normal connected oriented operation with NR PHY, MAC and RLC layers. The main difference is location of PDCP protocol termination in network side and relay function in gNB. The different location of PDCP function is envisioned to be transparent to the UE except in following aspects:
-
the ciphering key used may be different and as PDCP is terminated in higher level in network the key does not have to be changed when moving between different cells.
-
UCLSI field is used in contention resolution and it is used additionally in PDCP header when gNB forwards the received packets to correct UPGW.

- 
PDCP protocol header is including integrity check signature for integrity protection purposes.

The relay function in gNB is expected to work on PDCP header including UCLSI and is performing relaying function for Uplink and downlink data packets between different RLC entities and connectionless NG-3 user plane interface.
Proposal 2: Termination point of PDCP protocol in network should be flexible. 
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Figure 2: Connectionless U-plane protocol structure

Based on the discussion above connectionless approach provides several gains:

Pros:

Less need for AS context storage and context fetch operations in case of data to be transferred, as RAN can “forget” about connectionless UE after short time 

No need for security handling in RAN 

No RRC messaging between UE and gNB for uplink data transfer see figure 1.
No need to setup UE specific connection between gNB and Core network for data transfer
Cons:

Contention based channel probably not usable for large amounts of data transfer’
Due to nature of contention based channel usage in high load scenarios can be challenging or needs to be limited to subset of UEs
Security handling for U-plane also needed in CN
Based on the discussion in this paper we think RAN WGs should take connectionless operation into account in the NR work.
Proposal 3: Connectionless operation is taken into account when developing radio protocol architecture in RAN2.
3
Conclusions

This contribution has present high level overview, basic operation and protocol architecture for connectionless operation discussed in SA2. It can be observed that connectionless service can be adopted to basic NR design by utilizing  
-
Contention Based Uplink data transmission and UE based mobility

-
Default uplink PHY and MAC configuration

-
Default AM-RLC configuration and initiating AM-RLC process on fly.

-
Locating user plane ciphering unit higher in network architecture

Therefore in conclusion it is proposed following: 
Proposal 1: From UE power consumption and overall efficiency of delivering small amount of data, such as MTC data, all signalling transactions and protocol overheads needs to be considered. 

Proposal 2: Termination point of PDCP protocol in network should be flexible. 

Proposal 3: Connectionless operation is taken into account when developing radio protocol architecture in RAN2.
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