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1 Introduction
During CIoT study [1] and development of NB-IoT specifications [2] it was agreed by RAN2 to support three RRC establishment causes for mobile originated traffic (mo-Signalling, mo-Data and mo-ExceptionData). The justification for not to support delayTolerant RRC establishment cause was that all NB-IoT devices are delay tolerant devices unless device is making access with cause mo-ExceptionData. 
SA2 has considered the consequences of not supporting delayTolerant RRC establishment cause and has requested RAN2 to reconsider the decision to not support delayTolerant RRC establishment cause [3]. SA2’s decision is based on the fact that UEs using NB-IoT access stratum may be configured with NAS signalling low priority but the current NB-IoT specification does not differentiate between UEs configured with NAS signalling low priority and those that are not. This then requires different overload control schemes in MME for UEs served through NB-IoT access stratum and those served through non-NB-IoT access stratum. SA2 asked for addition of an establishment cause without access barring support to minimise changes required in Release 13. 
RAN2 #94 briefly discussed the request to add additional RRC establishment cause but due to lack of time it was left to be discussed further in future RAN2 meetings. 
Without delay tolerant access cause there are two possible alternatives to support MME overload control:

a. eNB uses access barring to mitigate overload (granularity ~10%). This is very likely to affect traffic to all MMEs in the pool hence many UEs would be denied access but without necessarily having significant impact to overload condition of impacted MME. 

b. Access barring is not used but after reception of message 3, eNB rejects access only if target MME has signalled overload condition. This will deny all non mo-Exception service to UEs served by this MME. This approach has the potential to lead to oscillation between MME overloaded and heavily under used. Of course eNB could implement other mechanism to partially control traffic to affected MME.
Although these two approaches can work, they are not very specific to target UEs configured with NAS signalling low priority. For this reason it is beneficial to introduce delayTolerant RRC establishment cause. The rest of this paper considers the possible options RAN2 has to support delayTolerant RRC establishment cause and access barring. 
2 Options for supporting delay tolerant access
2.1 Delay tolerant access cause

The minimalist approach is to only introduce delayTolerantAccess RRC establishment cause. For this two changes required to RRC speciation (36.331) are shown in Table 1.

Table 1 RRC changes to support delay tolerant access without access barring control

	Section
	Required change

	5.3.3.2
	For NB-IoT, upon initiation of the procedure, the UE shall:

1>
if the UE is establishing or resuming the RRC connection for mobile originating exception data; or

1> if the UE is establishing or resuming the RRC connection for mobile originating data; or

1>
if the UE is establishing or resuming the RRC connection for delay tolerant access; or

1>
if the UE is establishing or resuming the RRC connection for mobile originating signalling; 
2>
perform access barring check as specified in 5.3.3.14;

	6.7.3.6
	EstablishmentCause-NB-r13 ::= ENUMERATED { mt-Access, mo-Signalling, mo-Data, mo-ExceptionData, spare4delayTolerantAccess, spare3, spare2, spare1}


This change relatively small and could be introduced into Release 13. Backwards compatibility is not a major issue considering NB-IoT implementations are at an early stage. But even if there are eNB implementations compliant to Release 13 June 2016 release then those eNBs can treat establishment cause spare4 same as mo-Data. In fact such an eNB behavior may be necessary regardless of when new establishment cause is introduced (unless use of such establishment cause is controlled via broadcast parameter). An eNB that supports the new cause can reject RRC connection if the target MME has signaled overload control.
Proposal 1. Introduce RRC establishment cause delayTolerantAccess in Release 13.

Note: CR for this is provided in [4].

2.2 Access barring for delay tolerant access

The key disadvantages of supporting delayTolerantAccess cause without access barring is that eNB has to do this on a per RRC connection basis. For small number of UEs this is acceptable. But if large number of UEs make delayTolerantAccess then this wastes both UE power and radio resources. A further optimisation is to introduce access barring for delayTolerantAccess. This requires changes to SystemInformationBlockType14-NB and corresponding changes to procedural text in section 5.3.3.14.

Introducing both RRC access cause and access barring information together is ideal but requires much more spec changes than just new establishment cause to a frozen release hence sourcing company recommends to add access barring in Release 14.
Introducing in two stages, access cause in Release 13 and access barring for delay tolerant access in Release 14, has some drawbacks:

· eNB may receive RRC establishment requests with cause delayTolerantAccess when eNB has barred access with such a RRC cause. In this case eNB can explicitly reject the establishment request hence the system will still work.
· Pre-release 14 UEs that do not support ab-BarringDelayTolerant will apply access baring as per Release 13.

Both of these drawbacks are somewhat temporary because such UEs (1) could be software upgraded and (2) become a minority overtime.
To keep SystemInformationBlockType14-NB as compact as possible, it is proposed to add a flag in this message to signal if access barring bitmap & category only applies to UEs making access with delayToerantAccess cause. Such a flag would be added to common and per PLMN. UE behavior when access barring is active for different setting of the indicators ab-BarringExceptionData and ab-BarringDelayTolerant is shown in Table 2.
Table 2 Applicability of barring bitmap

	ab-BarringExceptionData
	ab-BarringDelayTolerant
	UE Behavior

	FALSE/Not present
	FALSE/Not present
	Barring bitmap applies to all access except mo-ExceptionData.

	FALSE/Not present
	TRUE
	Barring bitmap applies to only delayTolerantAccess.

	TRUE
	FALSE/Not present, or

TRUE
	Barring bitmap applies to all access


Other reasons to add access barring for delay tolerant are:
· Just as delayTolerantAccess is being added to NB-IoT to have common CN behavior for NB-IoT and non NB-IoT for overload control, it is logical to have access control as well for such access.

· Anything that can minimize NB-IoT UE power consumption and avoid unnecessary use of radio resources is highly desirable for NB-IoT.
· It is difficult to predict what percentage of UEs in the field will be configured with NAS signaling low priority. Therefore it is good to have tools that can optimize operation in case large number of UEs are configured as such.

Proposal 2. Introduce access barring to control access with cause delayTolerantAccess in Release 14.
Proposal 3. Introduce a single bit indictor to control access from UEs configured with NAS signaling low priority.

Draft CR for this is provided in [5].
3 Summary
In order to fulfil the SA2 request to control traffic from UEs configured with NAS signalling low priority reaching core network it is proposed to introduce delayTolerantAccess into Release 13 of NB-IoT.
Proposal 1. Introduce RRC establishment cause delayTolerantAccess in Release 13.

Proposal 2. Introduce access barring to control access with cause delayTolerantAccess in Release 14
Proposal 3. Introduce a single bit indicator to control access from UEs configured with NAS signaling low priority.

Sourcing company encourages RAN2 to discuss and conclude on these proposals.
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