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1 Introduction

In Busan meeting, the RAN Plenary approved the revised FS_feD2D_IoT_relay_wearable SID (Further Enhancements to LTE Device to Device, UE to Network Relays for IoT and Wearables) and agreed to study and evaluate a generic Layer 2 evolved UE-to-Network Relay architecture, including the possibility of a common solution supporting UE to network relaying over non-3GPP access (Bluetooth/WiFi).

In this paper, we want to discuss an additional non-3GPP access relaying scenarios.
2 Discussion
We propose to enhance existing solutions to support remote UE to relay UE connectivity via non-3GPP access technology. 

2.1 Existing solutions

2.1.1 EPC-level ProSe Discovery in conjunction with WLAN direct communication
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Figure 1 – Architectural Reference Model for Proximity Services (ProSe)
Figure 1 shows the high level view of the non-roaming architecture from TS 23.303. In this figure, UE A and UE B use a subscription of the same PLMN, where PC5 is the reference point between ProSe-enabled UEs used for control and user plane for ProSe Direct Discovery, ProSe Direct Communication and ProSe UE-to-Network Relay. In addition, when EPC support for WLAN direct discovery and communication is requested as part of the EPC-level ProSe Discovery procedure, the additional parameters for support of WLAN direct discovery and communication are enclosed in brackets in the figures. Therefore, the remoted UE can establish a WLAN direct communication with relay UE if remote UEs can support E-UTRAN connection and have 3GPP subscription credentials.
2.1.2 Relaying via PC5

In Figure 2, the relay UE provides the functionality to support connectivity to unicast services for remote UEs that are not served by E-UTRAN. The relay UE shall relay unicast between the remote UE and the network, and provide generic function that can relay any type of traffic that is relevant for public safety communication.
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Figure 2 – ProSe UE-to-Network Relay

One-to-one Direct Communication between remote UEs and relay UEs has the following characteristics:

· Communication over PC5 reference point is connectionless.

· ProSe Bearers are bi-directional. IP packets passed to the radio layers on a given ProSe bearer will be transmitted by the physical layer with the associated L2 destination address. IP packets passed up from the radio layers on the same ProSe bearer will have been received over the air addressed to the same L2 destination.
Therefore, we could enhance ProSe UE-to-Network Relay to support non-3GPP access if remote UEs can support Wi-Fi direct or Bluetooth connection and have 3GPP subscription credentials.
2.1.3 Wifi tethering

Wi-Fi tethering is a technique where one relay UE provides IP access to the remote UE by announcing itself as a Wi-Fi access point. The other remote UEs may then connect to the relay UE using standard Wi-Fi procedures. Typically IPv4 and NAT are used in the relay UE which implies the remote UE is not visible to the core network or the RAN of the relay UE. Also from the network point of view, all traffic from the remote UE seems to originate from the relay UE. Therefore, we could enhance Wifi tethering by using IEEE 802.11u and Hotspot 2.0 to provide cellular-like experience if remote UEs can support WLAN connection and have 3GPP subscription credentials.
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Figure 3 – Wifi tethering
2.2 Potential Additional Relay Scenario
Auto manufacturers are increasingly integrating Wi-Fi into new vehicles. Roughly one-quarter of all new cars offer built-in wireless Internet connections. Wi-Fi access technology is integrated into the vehicle is the best in terms of signal strength and ease of use. Beside, since the onboard systems are installed as factory equipment, they have been tested to work with a large number of devices and are covered by the manufacturer warranty should there be a problem. Since the vehicle is connected, it can not only send diagnostic information to the manufacturer or receive updates remotely, but also allow passengers to utilize more data intensive features such as streaming video via in-vehicle hotspots.
Figure 5 shows the in-vehicle ProSe-enabled UE could detect proximity authorized passenger; then it automatically creates WLAN direct connection between passenger’s UE and vehicle’s UE, and routes the traffic of passenger’s UE via vehicle’s E-UTRAN. In addition, the in-vehicle ProSe-enabled UE could also detect proximity authorized passenger’s wearable; then it automatically creates WLAN direct connection between wearable and vehicle’s UE, and routes the traffic of wearable via vehicle’s E-UTRAN.
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Figure 4 – In-vehicle ProSe-enable UE
Proposal 1 To Study remote UE connect to network via in-vehicle ProSe-enable UE.

3 Summary

As shown in above analysis there are four existing solutions for doing relaying. EPC-level ProSe Discovery in conjunction with WLAN direct communication effectively support establishing a WLAN direct communication between remoted UE and relay UE, but this can also be achieved by  enhancing ProSe UE-to-Network Relay to support non-3GPP access.
Proposal 2 Enhance existed ProSe UE-to-Network Relay to support non-3GPP access.
4 Conclusion

Based on the above discussion, we propose the following:

Proposal 1
To Study remote UE connect to network via in-vehicle ProSe-enable UE.
Proposal 2
Enhance existed ProSe UE-to-Network Relay to support non-3GPP access.
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Appendix: Relaying via S2a or S2b
In order to support interworking with non-3GPP based radio access technologies, 3GPP introduced a framework of protocols handling user-and control plane while a UE is connected via e.g. Wi-Fi. Figure 3 shows the Non-Roaming Architecture within EPS using S5, S2a, S2b from TS 23.402. In this architecture a remote UE may access through a relay UE acted as a trusted or untrusted Wi-Fi access point.
Trusted Wi-Fi access (Relaying via S2a):

The trusted access point may contact the 3GPP AAA server via STa in order to authenticate the UE. Then, the data path is routed towards the operator’s PDN GW via S2a.
Untrusted Wi-Fi access (Relaying via S2b):

The untrusted access point may contact the 3GPP AAA server via SWa in order to authenticate the UE. Secondly, the data path is realized via SWu as an encrypted IPsec tunnel terminating in the ePDG. From there the traffic is routed towards the operator’s PDN GW via S2b and is hence visible and manageable similarly as a UE connecting via LTE or UTRAN. 
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Figure 5 – Non-3GPP interworking for Wi-Fi access technology
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