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1. Overall Description:

At RAN2#94, RAN2 have agreed to add support for high data rate WLAN technologies to eLWA, with at least IEEE 802.11ad being supported. Additionally, RAN2 have discussed various user plane optimizations to reduce the PDCP processing load to help the UE sustain such high data. One of the proposed solutions is to not use PDCP ciphering for PDUs belonging to LWA bearer sent over WLAN, which means the traffic would only be ciphered via the WLAN security. 
Therefore, RAN2 would like to ask SA3 the following questions:

1) Are there any security issues if PDCP ciphering is not used for high data rate traffic sent over WLAN for an LWA bearer in downlink direction?

2) In addition, do SA3 see any issue with not using PDCP ciphering in the context of mobility, in particular, would this impact previous SA3 decision (as discussed in S3-160725).

2. Actions: 
To SA3: RAN2 respectfully asks SA3 to answer the questions above.
3. Date of Next TSG-RAN Meetings:

TSG RAN WG2 Meeting #95
August 22-26, 2016

Gothenburg, Sweden
TSG RAN WG2 Meeting #95-bis
October 10-14, 2016

Kaohsiung, Taiwan

