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Introduction
The issue on RAN congestion caused by unattended/background data traffic have been discussed for several meetings since RAN2#92 [1-3]. The discussion was followed by an email discussion to further clarified the issues as well as potential solutions. LS’s were also sent to SA1 and CT1 to clarify the requirements and seek for comments on the proposals.   
This document provides a summary on the topic and modifies the proposal in [1-3] based on email discussion in [5].  We think that the proposal could be considered to ensure the fulfilment of the requirement as stated in TS22.101, Section 27.5. 
Background and Summary of the Discussion
In RAN2#91 and RAN2#91Bis,
The issue on RAN congestion caused by unattended data traffic was discussed. The main objective motivation was to mitigate the RRC signaling congestion and the subsequent high RRC connection failure rate caused by the “chattiness” of the background traffic due to the introduction of multitasking UE operating systems.  Per the SA1 requirement in Rel. 13 in TS22.101, Section 27.5: 
The system shall be able to apply different handling (e.g. be able to prohibit or delay) all or a particular selection of IP bearer service requests depending on whether a service request is for Unattended Data Traffic or Attended Data Traffic.
where Unattended Data Traffic is defined in [2] as data traffic of which the user is unaware he/she initiated, e.g. based on the screen/keypad lock being activated, length of time since the UE last received any input from the user, or known type of applications, while Attended Data Traffic is defined as data traffic of which the user is aware he/she initiated , e.g. based on the screen/keypad lock being deactivated, length of time since the UE last received any input from the user, or known type of application. In general, unattended data traffic is considered less important than the attended data traffic. 
In [1-3], field studies were provided and the following was proposed, i.e., when RAN RRC signalling is congested, RAN broadcast a single congestion bit/Background Data Restriction (BDR) bit to the UE. The bit is passed to OS to initiate the background data restriction. However, no agreement was reached in the meetings.
As a follow-up of the RAN2#91Bis meeting, an email discussion was set up to
“to clarify how the overall mechanism is expected to work. Other solutions, including those that may already exist in 3GPP, to address the problem can also be discussed.”
In RAN2#92, the outcome of the email discussion was summarized in [5].  Highlighted as follows: 
· Generally, the companies agree the use case of mitigating the RRC signalling congestion by prioritizing the attended data traffic (foreground) while restricting unattended data traffic.
· Companies generally agree that there is no further clarification on the network implementation.  However, there are concerns how to support the network sharing and potential signalling storm once the barring is lifted and hence some randomization may be needed. 
· Generally companies tend to agree that none of the existing 3GPP solution provide a mechanism, However, some companies think that this should be cross-checked with SA1 sand SA2. However, some others think this may not be necessary. There are two proposals that the SA1 requirements could potential be met by reusing EAB or modifying ACDC (More information are provided in the Section on Discussing Solutions).
· The proposal solution was suggestion to be modified 
· Per PLMN
· Randomization using either UE implementation a randomization timer or EAB mechanism 
· Two alternative ideas were also brought up: (1) Alt 2:  reusing EAB by modifying NAS Spec; (2) Alt.3, Enhancing ACDC, although the proposed alternatives were never been formally proposed in any of the working groups.
A major concern on the proposed solution in [1-3] during discussion was that if the control of how to “apply different handling” for the affected traffic resides in the operating system outside the 3GPP system.  Hence, it was agreed to LS SA1 and CT1: 
To SA1:..comment on the intended scope of the “system” in the cited requirement from TS 22.101, and whether the requirement would be met by Solution 1 depending on traffic handling in the operating system of the UE.
To CT1:….to comment whether the proposed EAB- and/or ACDC-based solutions from can meet the SA1 requirement in TS 22.101, section 27.5.
2.1 LS Responses from SA1 and CT1
In RAN2#93,  both SA1 and CT1 provided their LS comments as follows:
From SA1, the question whether if the control of how to “apply different handling” for the affected traffic resides in the operating system outside the 3GPP system.  The reply was as follows:
“the system in the cited requirements comprises any one or more of the following: User Equipment, Radio Access Network and Core Network.”
“Though the UE is part of ‘system’, that does not imply that 3GPP has to define all aspects of the UE.  Which aspects of the UE will be standardized and which aspects will not be standardized may be different for the different WGs concerned.”
Taking into consideration the aforementioned and the answer from SA1, we can conclude that 
Observation 1:  The proposed solution:…when RAN RRC signalling is congested, RAN broadcast a single congestion bit/Background Data Restriction (BDR) bit to the UE. The bit is passed to OS to initiate the background data restriction, can meet the definition on the intended scope of the “system” in the cited requirement from TS 22.101.  

Regarding the question to CT1, whether EAB- and/or ACDC-based solutions from can meet the SA1 requirement in TS 22.101, section 27.5.
CT1 response was: “there is no contribution tabled in CT1 on the proposed EAB- and/or ACDC-based solutions for this topic. Hence no detail technical discussion took place and CT1 is unable to determine whether the proposed EAB- and/or ACDC-based solutions from [5] referred in the RAN2 incoming LS can meet the cited SA1 requirement.”

Hence, neither SA1 nor CT1 were able to provide any comments. 

[bookmark: _GoBack]It should be noted that in RAN2#93, two alternative proposal based on EAB were proposed in [10]. The proposals were further modified in RAN2#93Bis in [11]. However, in both alternatives, despite more significant specification and implementation impacts,  one still need to rely on the packet marking by the application layer and the differentiation of attended and unattended traffic still resides on the OS similar to the proposal in [1-3]. 
Proposed Solution on Restricting Unattended Data Traffic
We propose the following possible solution to solve the problem based on the email discussion [5]. As illustrated in the following diagram showing that when RAN RRC signalling is congested, RAN broadcast a single congestion bit/Background Data Restriction (BDR) bit to the UE. The bit is passed to OS to initiate the background data restriction.   
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Specifically, the device OS listens to BDR state changes and executes BDR logic: 
· BDR ON: UE restricts unattended data traffic until the OS receives an updated BDR state from the lower layer. This state restricts background data as defined by the OS.
  
· BDR OFF: UE follows any user preference for unattended data restriction until it receives an updated BDR state from the lower layer.

· When the BDR changes from ON to OFF,  UE continues to restrict unattended traffic as though BDR was ON for a random period specfied by a timer. 

· The control to turn on and off of the BDR bit is totally network-controlled on a per PLMN basis, which could be based on the amount of RRC connection attempts to regulate the BDR ON/OFF time.  
By restricting unattended traffic data, we are in effect preventing applications from utilizing mobile data when in background mode. Though this may sound heavy handed, this approach impacts the users to a lesser degree than applying existing mechanisms such as Access Class Barring which indiscriminately blocks all data for affected users.  Perhaps, more importantly, the intended use cases for restricting unattended data traffic are only under those extremely busy massive events. These massive events included planned events (sporting events, concerts, festivals) and unplanned events (disasters, emergencies, crowd gatherings) that have a large concentration of UEs where simultaneous admittance of foreground and background applications is almost impossible. In fact, field results indicate that without properly restricting the background/unattended traffic, foreground active applications would likely to be blocked due to the high RRC setup failure rates.  Restricting background/unattended data traffic will improve the overall performance of foreground applications by allowing them to be prioritized in assessing the network.  This will mean that when background data is restricted, the RRC setup requests /connections success could be increased significantly in these scenarios,  leading to a better perceived user experience.
In LS reply, while SA1 has agreed that the proposed solution can meet the definition on the intended scope of the “system” in the cited requirement from TS 22.101, SA1 left RAN2 to determine whether the proposed solution will meet the SA1 requirement. Hence, it is proposed:

Proposal 1:  RAN2 is kindly asked to discuss SA1 requirement in TS22.101, Section 27.5 and the need for RRC signaling congestion mitigation mechanism to alleviate high connection setup failures when they occur and confirm that the proposed solution can meet the requirement. 
We further propose:
Proposal 2: It is proposed that RAN2 specify a RAN Congestion bit in SIB to allow network to implement unattended data restriction when RRC signalling congestion exists, as part of TEI 13.  
Conclusion
Observation 1:  The proposed solution:…when RAN RRC signalling is congested, RAN broadcast a single congestion bit/Background Data Restriction (BDR) bit to the UE. The bit is passed to OS to initiate the background data restriction, can meet the definition on the intended scope of the “system” in the cited requirement from TS 22.101.  

Proposal 1:  RAN2 is kindly asked to discuss SA1 requirement in TS22.101, Section 27.5 and the need for RRC signaling congestion mitigation mechanism to alleviate high connection setup failures when they occur and confirm that the proposed solution can meet the requirement. 
Proposal 2: It is proposed that RAN2 specify a RAN Congestion bit in SIB to allow network to implement unattended data restriction when RRC signalling congestion exists, as part of TEI 13.  
If these are acceptable, we have proposed a draft CR to TS36.331 for approval [10].
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