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1
Introduction
New WI on V2V Starts in RAN2 from RAN2#93Bis. RAN1 has already started investigating V2V and sent LS [2] to RAN2. As part of V2X SI [1] RAN2 has also made some agreements. Even though V2X SI in RAN2 focused on Uu based V2V however, some aspects are also applicable for PC5. In this document, RAN2 aspects associated with V2V are discussed.
2
Discussion
Protocol architecture

The protocol architecture of Rel-12/13 sidelink communication can be used as baseline protocol architecture for PC5 based V2V communication. One important aspect of V2V communication is security of the messages. There are security mechanisms available e.g. IEEE 1609.2, ETSI (TS 102.940). These security mechanisms can be reused; hence, no security mechanism is required at PDCP. Rel-12 sidelink communication supports the case where upper layer handles the security and no security is applied at PDCP, so this model fits very well with PC5 protocol architecture. There can be different security services / message sublayers from non-3GPP specification, so instead of making distinction at PDCP by using PDCP SDU type field we can use 3GPP-defined layer that can then differentiate different non 3GPP security/message layers. Basic safety messages for V2V are non-IP data, so PDCP SDU type field can be reserved for V2X and 3GPP-defined layer that is placed in between PDCP and Security/application layer can perform further distinction.
Figure 1 shows the protocol architecture for PC5 based V2V communication.
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Figure 1: Protocol architecture for PC5 based V2V communication

The message sublayer generates messages for V2V communication and can be based on SAE J2735, SAE 2945/1 or ETSI-ITS CAM/DENM.

Observation 1: Security mechanisms provided by e.g. IEEE 1609.2 or ETSI TS 102.940 can be used for V2V communication. These security mechanisms operate at upper layers.
Observation 2: The Rel-12 PDCP header can be reused, which indicates that there is no bearer level security.
Observation 3: Non-IP data support is required for basic safety messages for V2V. One value from PDCP SDU type can be reserved for this purpose.

Radio Resource related aspects
In RAN2#93, RAN2 made following agreements for Uu based V2V:
	Study mechanisms to improve MBMS/SC-PTM services on the basis of UE geographical location.  Whether there is a need for a specific AS mechanism or the application layer mechanism is sufficient it is FFS.  


It is our understanding that the geographical location information is part of upper layer information, which can be used by receiver vehicle to find out the location of transmitter vehicle. In case of Uu based mechanism, this geographical location information can be used by ITS-server to send the message to smaller number of eNBs for broadcast. The geographical location information at AS layer has utility for radio resource management. It is clear that even though geographical location information is same but it has different purpose at different layers. It should also be noted that the periodicity of geographical location reporting for different purposes could be very different. It is therefore better to keep upper layer geographical location and AS layer geographical location reporting as separate mechanisms even if it comes at slightly higher cost from radio resource point of view. We note that uplink is mostly not a bottleneck for Uu based V2V. The analysis will apply to PC5 also. It avoids several complexities due to cross layer interaction in case if we try to do any optimisation. This approach has added advantage that it can be used for both Uu and PC5 based V2V.
Proposal 1: Geographical location reporting at AS layer and upper layer are separate mechanisms.

From RAN2 point of view, we just have to focus on geographical location reporting at AS layer. One simple mechanism to achieve this requirement is by introducing a new MAC CE for geographical location reporting. eNB may provide parameters to control reporting periodicity/events.

Proposal 2: Introduce MAC CE for geographical location reporting. eNB may provide parameters to control reporting periodicity/events.

In [2], RAN1 has requested RAN2 to define a mechanism where a set of resource can be restricted to certain geographical location.
	Agreements:
· Sensing with semi-persistent transmission is supported

· UE transmits PSSCH (when data is available) on a selected set of periodically occurring resources until a resource reselection occurs

· Other details are FFS

· Sets of resources among which a UE selects can be restricted based on the geo information of the UE

To enable the highlighted portion a mapping between set of geo information and a set of resources is needed. RAN1 respectfully asks RAN2 to enable such mapping between a set of resources to a set of geo information.


One way to achieve this requirement is by tagging the resource pool (broadcasted or pre-configured) with zone (e.g. zone number 1, 2, etc.). RAN2 can define a hashing function that takes Geographical location and other configured/ pre-configured parameters as input and provides output as zone number. Depending upon output of the hashing function UE uses the resource pool which has matching tagged zone number.
Proposal 3: Configured/pre-configured resource pools are tagged with zone number. RAN2 to define a hashing function that takes geographical location and other configured/pre-configured parameters as input and generates zone number as output. Depending upon output of the hashing function UE uses the resource pool which has matching tagged zone number.

In RAN2#93, RAN2 made another agreement for Uu based V2V (which is applicable for PC5 based mode 1 as well):
	FFS if SPS enhancements are beneficial, based on findings and better understanding of the traffic characteristics.  


CAM message periodicity and payload size are analysed in [3]. The observations indicate that it is not possible to fully predict periodicity/payload size of CAM message. These observations contradict with earlier assumption that CAM messages are completely predictable and hence suitable for SPS mechanism. Due to this semi-predictable nature of CAM messages it is difficult for eNB to allocate resources for V2V when Uu interface or mode 1 of PC5 interface is used. In efficient resource allocation will lead to large amount of resource wastage. However for Mode 2 the semi-predictable nature of traffic is good enough to justify the need for sensing with semi-persistent transmission. This is illustrated in our RAN1 contribution [6].
Proposal 4: No need to consider SPS (and related enhancements) for Uu and mode 1 PC5 resource allocation, as CAM messages do not have predictable periodicity/payload size.

Higher Speed related issues
High speed and high density can lead to higher number/ frequent handover in case of Mode 1 and frequent cell reselection in case of Mode 2. Handover and reselection will cause interruption in V2V traffic, which is not good for some of the delay sensitive V2V safety messages. In RAN2#93, RAN2 made following agreement:
	Message drop rates increase for UEs with high speed due to high handover failure rates particularly in Freeway cases with 140 km/h, and consequently overall PRR performance is degraded.
·  The criticality of these failures is FFS.


It should be noted that in RAN Plenary #71, it is agreed to investigate even higher speed of 250km/h [4]. Higher speed will lead to frequent handover and RLFs. A new WI [5] was also approved in RP#71 to enhance mobility performance of LTE in case of high speed scenarios. To avoid duplication of work it is better that solutions developed by WI “Further mobility enhancements in LTE” is also used for V2V.
Proposal 5: To avoid duplication of work it is better that solutions developed by WI “Further mobility enhancements in LTE” is also used for V2V.
3
Conclusion 

In this contribution, we discussed RAN2 aspects of V2V communication. We propose:
Observation 1: Security mechanisms provided by e.g. IEEE 1609.2 or ETSI TS 102.940 can be used for V2V communication. These security mechanisms operate at upper layers.
Observation 2: The Rel-12 PDCP header can be reused, which indicates that there is no bearer level security.
Observation 3: Non-IP data support is required for basic safety messages for V2V. One value from PDCP SDU type can be reserved for this purpose.

Proposal 1: Geographical location reporting at AS layer and upper layer are separate mechanisms.
Proposal 2: Introduce MAC CE for geographical location reporting. eNB may provide parameters to control reporting periodicity/events.
Proposal 3: Configured/pre-configured resource pools are tagged with zone number. RAN2 to define a hashing function that takes geographical location and other configured/pre-configured parameters as input and generates zone number as output. Depending upon output of the hashing function UE uses the resource pool which has matching tagged zone number.
Proposal 4: No need to consider SPS (and related enhancements) for Uu and mode 1 PC5 resource allocation, as CAM messages do not have predictable periodicity/payload size.
Proposal 5: To avoid duplication of work it is better that solutions developed by WI “Further mobility enhancements in LTE” is also used for V2V.
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