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1 Background
The Access Barring contributions were not discussed in RAN2#93 [1], [2], [3], [4]. However for system information the following Access Barring related agreements were made:

· We include a 1 bit in MIB for indicating AC activation/deactivation.
· We confirm that The changes of AC barring information sent within SIB-AC are not indicated to the UEs. The network only indicates when scheduling information of SIB-AC is included in SIB1 (i.e. through a change of the system information value tag sent in MIB or through the systemInfoModification sent in paging).

· We call the NB-IOT AC feature “Access Barring” (AB).
· Not to define any barring time in the AS level and leave it up to higher layers when to re-initiate an RRC connection establishment. 
· The ac-BarringInfo and eab-Param-r11 are not used for NB-IoT SI, although we expect the eab-Param is (almost) identical to what we need.
· The SIB(s) to be considered for NB-IoT:

· SIB14-nb - Access barring
Furthermore there was an email discussion on open issues for Access Barring ([93#42][NB-IOT]). 
In this contribution the open issues for Access Barring are discussed:
· Data transfer over NAS flag 
· ab-BarringForExceptionData flag 

· Access class bitmap size
· ab-BarringForSpecialAC flag
· AB category value for roaming
A pseudo CR for 36.331, including procedure text and SIB14 content, is provided for information [5].
2 Discussion
Data transfer over NAS flag

Access Barring is an important mechanism to avoid RAN and CN overload. It prevents UEs from accessing the RACH and thereby eliminates the risk of a synchronized peak of random accesses. At the same time core network load is reduced since fewer requests are being forwarded from the eNB to the MME.

In case the network supports both Data transfer over NAS and AS context caching there can be a risk of control plane overload caused by excessive Data transfer over NAS access. In the current Access Barring proposal it is not possible to selective bar Data transfer over NAS traffic when there is control plane congestion. Therefore it is proposed to introduce a flag in SIB14 that indicates when Data transfer over NAS for mo-Data call type is barred:
Proposal 1: Introduce flag in SIB14 that indicates when Data transfer over NAS for mo-Data call type is barred.

ab-BarringForExceptionData flag
A flag to indicate if exception data is barred was agreed: 

· A separate flag is broadcasted which indicates if exception reports are subject to barring bitmap check or not.
Similar as the ac-BarringForEmergency boolean is included in SIB2 it is proposed to include this new flag in SIB14:
Proposal 2: The ab-BarringForExceptionData flag (common and per PLMN) is included in SIB14
Access class bitmap size
It seems natural to enable a (rotating) bitmap size of 10 for the access classes 0..9:

Proposal 3: The size of ab-BarringBitmap included in SIB14 is 10.
ab-BarringForSpecialAC flag
It is proposed to support the legacy special access classes 11 to 15 (PLMN Staff, Emergency Services, Public Utilities, Security Services, For PLMN Use) also in NB-IoT. Perhaps the applicability of these classes in NB-IoT classes needs further discussion, however such discussion should happen in SA1 (TS 22.011). For reference in LTE the ac-BarringForSpecialAC bitstring(5) is included in SIB2. It is proposed to introduce a flag for the special classes (similar as in LTE) in NB-IoT:
Proposal 4: The ab-BarringForSpecialAC flags (size 5) are included in SIB14 (common for all PLMNs)
AB category value for roaming
It was agreed to discriminate between roaming users similar as for EAB:

· The access control mechanism for NB-IOT shall be able to discriminate between different roaming UEs, i.e. the same roaming differentiation as for EAB.  

Therefore it is proposed to include a ab-Category value {a, b, c} in SIB14 similar as for EAB:
Proposal 5: An ab-Category value {a, b, c} for roaming users is included in SIB14

A pseudo CR to 36.331 based on the running CR for NB-IoT (R2-162070) is provided for information. 

3 Conclusion
RAN2 is kindly requested to discuss the Access Barring for NB-IoT:

Proposal 1: Introduce flag in SIB14 that indicates when Data transfer over NAS for mo-Data call type is barred.

Proposal 2: The ab-BarringForExceptionData flag (common and per PLMN) is included in SIB14
Proposal 3: The size of ab-BarringBitmap included in SIB14 is 10.
Proposal 4: The ab-BarringForSpecialAC flags (size 5) are included in SIB14 (common for all PLMNs)

Proposal 5: An ab-Category value {a, b, c} for roaming users is included in SIB14
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