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Discussion and decision
1 Introduction

In the last NBIOT Ad-hoc meeting, the radio link failure triggering and the recovery procedure were discussed and the following agreements [1] were made:
· Radio link monitoring and the associated radio link failure criterion shall be supported by NB-IOT UEs, assuming RAN 1 provides the means of measuring the DL quality.

· We assume we use the physical channel problem detection mechanism (i.e. N310, T310 and N311) as described in RRC (TS36.331) for NB-IOT (i.e. legacy LTE behaviour).
· FFS how to handle coverage level.
· Radio link failure criterion (when UE is in connected mode) due to Random Access failure indication from MAC should also be supported.
· Radio link failure criterion due to maximum RLC retransmissions being reached should also be supported (similar to legacy).
· At RLF, for solution 2, reestablishment is not supported so the UE would released to Idle. For solution 18 it would be possible to do reestablishment (it is FFS if at reestablishment failure the UE would be released to Idle, as for legacy LTE). 

· It is FFS what are the cause values used at the RRC connection release
In this contribution, the NAS recovery procedure due to radio link failure triggering and the handling of RLM/RLF due to coverage level is discussed.

2 Discussion

2.1 The need to inform network of RLF 
One of the motivations, to allow the indication of the RLF triggering by the UE, is for the UE in out-of-service state  to inform to the network that it is back into in-service state (i.e. reachable by the network). This kind of indication could be done, for example, via RRC Connection Re-establishment or NAS recovery. For example, the eNB sends the RRC Connection Release to the UE but due to the channel condition, it is not received by the UE. Without such radio link failure detection and the subsequent reporting to the network, there may be a mismatch between network and UE. Such mismatch will result in the UE not being reachable (UE is still in connected mode while the network thinks the UE is idle mode). Another example, the eNB may be sending DL data but the UE is out-of-service (i.e. DL channel quality is bad due to mobility), there is a need for the UE to come out of this state and inform the network (e.g. via NAS recovery or RRC Connection Re-establishment).
On the other hand, the UE may not need to inform the eNB/network via an explicit message that indicates the RLF, as the eNB can determine when it loses connection with UE implicitly, for example via autonomous UL transmissions, such as  DSR, periodic CSI and periodic UL SRS. Even if autonomous UL transmissions may not be present in NB-IOT (as the objective of NB-IOT is to reduce complexity, signalling overhead and UE power consumption), the eNB can request for aperiodic UL transmissions such as aperiodic CSI or aperiodic UL SRS (if supported by NBIOT) in order to detect RLF at the eNB. Other mechanisms for the eNB to detect RRC connection failure could include not detecting successive HARQ ACK/NACK from the UE for DL transmission or eventually the inactivity timer at the eNB expires. Once the eNB detects connection failure (after eNB is sure that the UE is out-of-service more than N310+T310 time), it can request the release of the S1 connection and the state mismatch between the network and the UE can be resolved.
Observation#1: State mismatch between eNB and UE can be resolved from the eNB side by other means than explicit signaling that indicated of RLF, such as, via aperiodic CSI and UL SRS (if supported by NBIOT), detection of no reception HARQ ACK/NACK and/or inactivity timer at the eNB.
Another reason to inform the eNB about RLF is the mobility of the RRC Connected UE. In NBIOT, the handover procedure and corresponding measurement event reporting are not supported. At least for Solution 18 (UP solution), the connected mode mobility can be substituted with the use of radio link failure triggering and the subsequent RRC connection re-establishment. If it is left to NAS recovery, some of the packets may have lost and will have to be retransmitted by the application which may not be good from UE power consumption point of view.  As AS security is not activated for Solution 2, it will have to perform NAS recovery which loses the benefit.
Observation#2: At least for Solution 18, it is beneficial to perform RRC Connection Re-establishment for the purpose of handling mobility if the UE is connected as handover mechanism is not supported.
2.1.1 Need of NAS recovery for CP Optimisation Solution (aka Solution 2)
There are different cases when the UE is connected without activating the AS security but sending data over NAS e.g. when the CP Optimisation solution is only used by a UE. Without AS security activated it is not possible to perform RRC Connection re-establishment upon radio link failure as the short MAC-I cannot be generated. 
Then the question is whether NAS recovery should be performed once UE enters idle mode. NAS recovery involves the sending of the Tracking Area Update to the eNB if there is no UL traffic or NAS Service Request if there is UL traffic. 
It may not seem necessary to perform any NAS recovery for the DL for NBIOT. One reason is because radio link failure may be more likely to occur when the UE is in inactivity due to the short transmission pattern of the NB-IOT traffic. Hence it will be quite expensive, particularly in the coverage enhanced deployment, to always perform a TAU when there is quite high likelihood of no DL data. Furthermore, UE power saving is more important in NBIOT than reachability and latency (delay tolerance) compared to legacy LTE. It may thus be beneficial for the recovery to be performed from the network side as in Observation#1. Even if network can’t completely guarantee resolving the mismatch, the only effect is that the UE is unreachable (i.e. no DL transmission possible) until the next UL transmission (e.g. NAS signaling such as TAU or periodic TAU and data transmission) and this may still be acceptable.  Furthermore, since the data is sent through NAS, it should be left up to NAS the handling afterwards e.g. if there is a need or not of triggering the retransmission. Therefore the NAS can decide whether there is a need to perform NAS recovery when using CP optimization solution.
Hence it is proposed that:

Proposal 1. For a UE in connected mode with AS security is not activated because only CP Optimisation solution is used, if an RLF occurs, it is left up to NAS layer decision what to do (e.g. there is no need to perform NAS recovery for the DL as in legacy LTE when RLF occurs before AS security is activated the UE considers the RRC connection is released with release cause “other”).
This will have no impact on the RAN 2 specifications as this will also be aligned with the legacy behavior when AS security is not activated.

2.1.2 Recovery procedure for UP Optimisation Solution (aka Solution 18)
Based on Observation#2, it is proposed to confirm:

Proposal 2. For Solution 18 (i.e. UP Optimisation Solution), RRC Connection Re-establishment should be performed due to radio link failure (as in legacy LTE, because AS security is activated).

Once AS security activated (when at least UP Optimisation Solution is used), the recovery procedure can follow the normal RRC Connection Re-establishment procedure. 
If re-establishment fails, the UE will be released into idle mode. Then the question is again whether NAS recovery should be performed once UE enters idle mode. Again the same argument can be used to not perform NAS recovery in the case of NBIOT. However, if Solution 18 can also be reused for non-NBIOT where the traffic is not just short burst and latency and reachability are important, it would be good to align the behavior. Furthermore, the UE may reselect a cell with the AS context of the UE stored and the overhead on the NAS recovery may thus not be significant. Hence it is proposed that:
Proposal 3. Once AS security activated (when at least UP Optimisation Solution is used), if RRC Connection re-establishment fails, the UE considers the RRC connection is released with release cause “RRC Connection Failure” to trigger NAS recovery.

This is also aligned with the existing LTE behaviour and hence there is no specification impact.
2.2 RLF trigger of RLM
In the case of eMTC, the UE will be configured with different sets of time repetitions and the aggregation level (number of PRBs) for the MPDCCH based on UE coverage conditions, and the radio link monitoring takes this into account when triggering RLF (understanding that one of those sets, that the eNBs configured the UE with, should target the maximum setting that the UE might require). 

For NB-IOT UE, similar behavioral assumptions can be applied except that there are only two aggregation levels for NB-PDCCH (AL = 1 and AL = 2, the latter corresponding to 1 PRB) with improved coverage supported via different sets of time-domain repetitions. The DL quality used by radio link monitoring can be equivalent to the BLER of hypothetical NB-PDCCH transmissions based on the configured maximum repetitions in time as part of the UE-specific Search Space (USS) configuration. 

The repetition in time can be based on the coverage level are configured by the eNB via dedicated signaling (i.e. RRC Connection Setup or RRC Connection Reconfiguration message) as part of the NB-PDCCH USS configuration. This is already provided as one of the RAN 1 RRC parameters as in [2].

Proposal 4. For UEs supporting coverage enhanced mode, radio link monitoring takes into account the maximum NB-PDCCH repetition value configured for the NB-PDCCH USS to be used by the UE. The value of the maximum number of repetitions for NB-PDCCH can be configured via dedicated signalling (i.e. RRC Connection Setup or RRC Connection Reconfiguration) as part of the NB-PDCCH USS configuration
3 Conclusion

This contributions analyses open aspects related to paging for NB-IoT design and proposes the following:
Proposal 1.
For a UE in connected mode with AS security is not activated because only CP Optimisation solution is used, if an RLF occurs, it is left up to NAS layer decision what to do (e.g. there is no need to perform NAS recovery for the DL as in legacy LTE when RLF occurs before AS security is activated the UE considers the RRC connection is released with release cause “other”).
Proposal 2.
For Solution 18 (i.e. UP Optimisation Solution), RRC Connection Re-establishment should be performed due to radio link failure (as in legacy LTE, because AS security is activated).
Proposal 3.
Once AS security activated (when at least UP Optimisation Solution is used), if RRC Connection re-establishment fails, the UE considers the RRC connection is released with release cause “RRC Connection Failure” to trigger NAS recovery.
Proposal 4.
For UEs supporting coverage enhanced mode, radio link monitoring takes into account the maximum NB-PDCCH repetition value configured for the NB-PDCCH USS to be used by the UE. The value of the maximum number of repetitions for NB-PDCCH can be configured via dedicated signalling (i.e. RRC Connection Setup or RRC Connection Reconfiguration) as part of the NB-PDCCH USS configuration
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