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Introduction
In RAN#71 meeting, a new SI named “Further Enhancements to LTE Device to Device, UE to Network Relays for IoT and Wearables” was agreed. RAN2 only need to evaluate scenarios considering progress in SA WGs and refine objectives accordingly until RAN#72 [1]. In this paper, we will discuss the IoT and wearables relevant scenarios and evaluate the potential impact on the specification. The refined objectives as well as the prioritization of these objectives are given in this paper.
Discussion 
Overview of IoT and wearables
Based on the recent progress of SA1 [2], the use cases for IoT and wearables have the following characteristics:
· Device characteristics: low complexity, high battery life, high reliability and some may also require high data rates.
· Operational aspects: The IoT and wearable devices should be identified, addressed and reached by the network or other devices. 
· Connection model: Three connection models are supported for IoT and wearable devices, such as, direct 3GPP connection, indirect 3GPP connection and direct device connection. Among them, indirect 3GPP connection denotes the device communicates through a smart phone to the 3GPP network whereas the direct device connection denotes that device communicates directly with other devices or with a smart phone. The relay UE may provide 3GPP connection for multiple devices.
· RAT support: The smart devices are expected to support multiple RATs, such as 3GPP RAT and non-3GPP RAT. The devices would have the flexibility in the choice of RATs.
· Service continuity: It concerns with the service continuity when devices switch between a direct 3GPP connection and an indirect 3GPP connection, or the switch between indirect connection and indirect connection.
· Security: End-to-end integrity protection and confidentiality for data transmitted to/from a device should be provided for devices using indirect 3GPP connection. The relay UE needs to determine that the device is authorized for an indirect 3GPP connection before a 3GPP connection is established. 
· QoS: Both real-time voice/video and non-real time data shall be supported. The end-to-end QoS shall be supported for a device in indirect 3GPP connection mode.
As we can see, we may focus on the indirect 3GPP connection and the direct device connection of IoT and wearables in R14 feD2D. It should be noted that the IoT and wearable devices may support both direct and indirect 3GPP connection mode or only support indirect 3GPP connection mode, using 3GPP RAT or non-3GPP RAT. Most of the use cases focus on commercial usage, such as smart home/city, smart utilities, e-Health, and so on. The public safety use cases of IoT and wearables are not mentioned in [2] and it is not clear what the specific requirement for public safety scenario is. 
Observation 1: The Iot and wearable relevant use cases defined in SA1 focus on commercial usage, such as smart home/city, smart utilities, e-Health, etc. The public safety use cases of IoT and wearables are not mentioned and it is not clear what the specific requirement is.
Proposal 1: Based on the SA1’s work on the IoT and wearable devices requirements, it is suggested that the R14 feD2D only focus on the commercial use case. Enhancements required for commercial use cases could also be applicable to Public Safety use cases. However, public safety specific enhancements should be deferred until the corresponding requirements are defined in SA1.
Analysis of R14 feD2D working scope
In this section, we discuss the objectives in the new SI one by one and provide analysis on which objectives should be considered in the R14 feD2D study and the prioritization of these objectives. 
Sidelink communication enhancement
As mentioned before, IoT and wearable devices are characterized by low complexity, high battery life and high reliability. And some may also require high data rates. No matter the indirect 3GPP connection or direct device connection model is used by the IoT and wearable devices, it is necessary to enhance the legacy sidelink communication. As we know, in R12 and R13, the standardization of sidelink communication focused on the public safety use cases. It is generally assumed that the public safety UEs are equipped with multiple Rx/Tx RF chain. No special concern has been given on its cost and power efficiency. On the other hand, the sidelink communication in R12 and R13 was designed to operate with few UEs transmitting VoIP messages with relatively low data rate. The sidelink transmission is based on broadcast in nature without acknowledgement. Therefore, the sidelink communication should be enhanced to support higher reliability and higher data rates to meet the needs of IoT and wearable devices. 
Proposal 2: It is recommended to consider the sidelink communication enhancement to support low complexity, high battery life, higher reliability and higher data rate, which should be the most important objectives in R14 feD2D.
UE-to-Network Relay
In R13, the UE-to-network Relay is designed to support connectivity to the network for Remote UE [3]. The UE-to-Network Relay shall relay unicast or multicast traffic (UL and DL) between the Remote UE and the network. The IP address of the remote UE is assigned by the UE-to-Network Relay. Dedicated PDN connection is provided to support the UE-to-Network Relay connectivity. For each connected remote UE, the UE-to-Network Relay reports the remote UE’s IMSI and the IP info (TCP/UDP port range for IPv4 and IPv6 prefix for IPv6) to the MME which then forwards the Relay reports to SGW and PGW. The UE-to-Network Relay UE, PCRF and PGW support the extended TFT filter format so that services can be authorized separately for each remote UE [3]. Based on the extended TFT filter, the 3GPP system is able to charge the remote UE separately.


Figure 1 R13 ProSe UE-to-Network Relay architecture model [3]
However, when it comes to the IoT and wearable devices, there are a lot of new requirements for the UE-to-Network Relay. As we know, for the device that communicates with a 3GPP network through an indirect 3GPP connection, it is required that the devices could be identified, addressed and reached by the network. Instead of the awareness of the remote UE’s existence in R13, the MME is expected to further perform the authentication and authorization for IoT and wearable devices. Meanwhile, other MME functions, such as PGW and SGW selection, bearer management, UE reachability are expected to be supported for IoT and wearable devices. In a word, the design objective for IoT and wearable devices is that the core network could serve the devices as normal cellular UEs. It is transparent to the Core network whether the devices connect to the network through a relay or not. Moreover, the core network does not know whether Uu, PC5 or WLAN is used for the device to communicate with a Relay. In order to achieve this objective, the architecture for UE-to-Network Relay should be reconsidered.
Observation 2: Compared with R13 UE-to-Network Relay, the design objective for IoT and wearable devices is that the core network could serve the devices as normal UEs. It is transparent to the Core network whether the devices connect to the network through a relay or not. 
Use Cases for R14 feD2D
Based on the use cases defined by SA1 [2], the devices that support indirect 3GPP connection can be divided into four categories as shown in Figure 2: 
· Category 1: Device that support both direct 3GPP connection and indirect 3GPP connection using 3GPP RAT. In this case, the device is in coverage and could maintain the Uu connection with eNB as well as the PC5 connection with relay UE simultaneously. In this case, the devices could attach to the network by itself and maintain the RRC connection with eNB. For the purpose of power saving, the device may transfer the UL data via PC5. To go further, both the UL control and data could be transferred via PC5 and relayed to the eNB via the relay. 
· Category 2: Device that support both direct 3GPP connection and indirect 3GPP connection using non 3GPP RAT. In this case, the device is in coverage and could maintain the Uu connection with eNB as well as the WLAN or BT connection with the relay UE, instead of a PC5 connection. Similar to the Category 1 devices, the devices could maintain the RRC connection with eNB whereas transfer the UL data and even UL control signaling to relay via WLAN or BT, which is then relayed to eNB. As we know, the LTE WLAN aggregation (LWA) was discussed extensively in 3GPP. It is necessary to investigate if some design principles in LWA could be reused. 
· Category 3: Device that support only indirect 3GPP connection mode using 3GPP RAT. In this case, the device does not support the direct 3GPP connection and could only connect to the network via PC5 relay. It is not clear if the device support the cellular module or not. If no, the device may not support the software protocol stack so that it could not generate necessary NAS and AS signaling by itself to get attach to the core network and maintain the RRC connection with eNB. Even if the device has a 3GPP subscription credentials, it is questionable how the device could be authorized and authenticated by the core network. On the other hand, suppose the device still supports the cellular software and may generate the NAS and AS signaling, the relay UE may need to forward the not only the UL signaling but also the DL signaling such as system information, paging and dedicated signaling to devices which increases the specification complexity. 
· Category 4: Device that support only indirect 3GPP connection mode using non 3GPP RAT. In this case, the device could only connect to the network via the relay UE using WLAN or BT connection. Similar to Category 3 devices, it may not be equipped with the cellular module and could not generate the NAS and AS signaling by itself. The potential specification impacts for Category 3 devices also apply to Category 4 devices.


Figure 2 Four categories of devices within indirect 3GPP connection
In a sum, for a device supports both direct 3GPP connection and indirect 3GPP connection mode, no matter the 3GPP RAT or non 3GPP RAT is used for the indirect 3GPP connection, the device are in coverage and may maintain the RRC connection and EPS connection with eNB and MME respectively. Meanwhile it may deliver its user plane packet by the aid of Relay UE and eNB. The existence of relay forwarding and the RAT used for the relaying could be transparent to the core network. On the other hand, if the device only support the indirect 3GPP connection mode, it is hard for the device to maintain the RRC connection and EPS connection with eNB and MME as normal UE. Not only the access network, but also the core network needs to be enhanced to support the objective that devices is identified, addressed and reached by the network. Based on this observation, it is recommended that the device supports both direct 3GPP connection and indirect 3GPP connection mode (either using 3GPP RAT or non 3GPP RAT) be considered in R14 feD2D, with the UL data and UL control signalling of the device being delivered through the relay as the main use case. With regard to the device that supports only indirect 3GPP connection mode, RAN2 is recommended to consider its specification in the working scope of 5G together with the specification work in SA2.
Proposal 3: It is recommended that the devices that is in coverage and support both direct 3GPP connection and indirect 3GPP connection (either using 3GPP RAT or non 3GPP RAT) be considered in R14 feD2D.
Proposal 4: For the in coverage devices that support both direct 3GPP connection and indirect 3GPP connection, it is suggested to first study the case that the device maintain the Uu connection with eNB while transfer the UL data and UL control signalling of the device through the relay.
Proposal 5: With regard to the device that supports only indirect 3GPP connection mode, both the access network and the core network may be impacted. Therefore, RAN2 is recommended to consider its specification in the working scope of 5G together with the specification work in SA2.
Service Continuity
As discussed in Section 2.1, the service continuity of IoT and wearables concerns with the two cases: 
· Path selection and switch between a direct 3GPP connection and an indirect 3GPP connection: It requires that the device could select and change from a direct 3GPP connection to an indirect 3GPP connection, and vice versa.
· Path selection and switch between indirect connection and indirect connection: It requires that the device could select and changes relay UEs in indirect 3GPP connection.
In our opinion, both of these cases should be considered for the service continuity of IoT and wearables. The device may jointly consider the factors, such as power efficiency, radio link quality, load and QoS, to select appropriate connection mode and RAT and then switch its path correspondingly. RAN2 is recommended to consider this objective in R14 feD2D working scope. 
Proposal 5: RAN2 is recommended to consider in R14 feD2D the service continuity for devices that select and switch path between an indirect 3GPP connection and a direct 3GPP connection, and between two indirect 3GPP connections.
Security
Based on [2], 3GPP system shall support end-to-end integrity protection and confidentiality for data transmission to/from a device when the device is in indirect 3GPP connection. The authentication of the device should also be provided. The relay UE needs to ensure that the device is authorized for an indirect 3GPP connection before a 3GPP connection is established. 
However, it is somewhat confusing how the end-to-end integrity protection and confidentiality for data means. As we know, the integrity protection is used for control plane signalling only and it is not clear why the integrity protection and confidentiality should be enabled for user plane data of IoT and wearable devices. Based on this observation, it is recommended that the RAN2 should first ask SA1 to clarify the security relevant requirements before it could be considered in R14 feD2D. 
Proposal 6: RAN2 is recommended to make clear the security relevant requirements for IoT and wearables, such as the end-to-end integrity protection and confidentiality for data.
QoS
According to [2], both real-time services (e.g. real time voice and/or real time video) and non-real time data shall be supported no matter whether the device is in indirect 3GPP connection mode or in direct 3GPP connection mode. The end-to-end QoS shall be supported for a device in indirect 3GPP connection mode. However, only PPPP is specified for the sidelink communication in R13. The QoS mechanism of sidelink communication has to be enhanced to meet the QoS requirements in sidelink based indirect 3GPP connection. And RAN2 is recommended to consider the QoS enhancement in R14 feD2D.
Proposal 7: RAN2 is recommended to consider the QoS enhancement for sidelink communication in R14 feD2D.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Conclusion
In this paper, we discussed the IoT and wearables relevant scenarios and evaluated the potential impact on the specification. The refined objectives as well as the prioritization of these objectives were given in this paper. Several observation and proposals have been outlined below for further study.
Observation 1: The Iot and wearable relevant use cases defined in SA1 focus on commercial usage, such as smart home/city, smart utilities, e-Health, etc. The public safety use cases of IoT and wearables are not mentioned and it is not clear what the specific requirement is.
Proposal 1: Based on the SA1’s work on the IoT and wearable devices requirements, it is suggested that the R14 feD2D only focus on the commercial use case. Enhancements required for commercial use cases could also be applicable to Public Safety use cases. However, public safety specific enhancements should be deferred until the corresponding requirements are defined in SA1.
Proposal 2: It is recommended to consider the sidelink communication enhancement to support low complexity, high battery life, higher reliability and higher data rate, which should be the most important objectives in R14 feD2D.
Observation 2: Compared with R13 UE-to-Network Relay, the design objective for IoT and wearable devices is that the core network could serve the devices as normal UEs. It is transparent to the Core network whether the devices connect to the network through a relay or not. 
Proposal 3: It is recommended that the devices that is in coverage and support both direct 3GPP connection and indirect 3GPP connection (either using 3GPP RAT or non 3GPP RAT) be considered in R14 feD2D.
Proposal 4: For the in coverage devices that support both direct 3GPP connection and indirect 3GPP connection, it is suggested to first study the case that the device maintain the Uu connection with eNB while transfer the UL data and UL control signalling of the device through the relay.
Proposal 5: With regard to the device that supports only indirect 3GPP connection mode, both the access network and the core network may be impacted. Therefore, RAN2 is recommended to consider its specification in the working scope of 5G together with the specification work in SA2.
Proposal 6: RAN2 is recommended to make clear the security relevant requirements for IoT and wearables, such as the end-to-end integrity protection and confidentiality for data.
Proposal 7: RAN2 is recommended to consider the QoS enhancement for sidelink communication in R14 feD2D.
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