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1. Introduction
For NB-IoT, at least the following priority discriminations for NB-IoT report (call) were identified: normal report and exceptional report. If priority discrimination is realized as RRC Establishment Cause, the eNB can utilise this information to perform prioritization/deprioritization of a certain call during admission control in the Initial Access (Idle-to-Active). This paper discusses how these priority discriminations can be mapped to in RRC Establishment Cause taking into consideration the expected behaviour in the eNB for prioritization and admission control, the restriction in RRC message size and applicability to non-NB-IoT UE (Cat.M). 
2. Discussion
In the LS to CT1[1], RAN2 indicated that new Establishment Cause of mo-ExceptionalData may be defined. In this paper we discuss the implication of defining new Establishment Cause and the expected eNB behaviour when performing the prioritization. The analysis below takes into account the following aspects: expected eNB behaviour, NAS specification impact, RRC Connection Request message size and the applicability of other NB-IoT UE (e.g., Cat. M) if used for MTC services.
First, it is necessary to understand the expected behaviour (requirement) in the eNB towards a call from NB-IoT UE. The following is our understanding:

· NB-IoT normal report: 

It is expected that the eNB can deprioritize this call compared to data from normal (non-NB-IoT) UE (e.g., smartphone). Therefore, the eNB needs to differentiate between the two.
· NB-IoT exceptional report:

It is not exactly clear whether eNB needs to differentiate between exceptional report from NB-IoT UE and emergency report from the usual (non-NB-IoT) UE. We think it depends on the scenario whether the exceptional report of NB-IoT UE requires the same action in the eNB and at the emergency service provider/institution (e.g., Police, Fire Brigade, Ambulance, etc.). Assuming that in some scenario, e.g., gas meter use case, the exceptional report may be used to indicate emergency cases such as gas leak, in which case should be handled with the same priority/emergency as the normal UE emergency call.
Proposal 1: 

RAN2 to confirm the expected eNB behaviour for NB-IoT normal report and exceptional report.

· eNB needs to differentiate NB-IoT normal report from mo-data from non-NB-IoT UE

· eNB prioritize NB-IoT exceptional report in the same/comparable lavel as non-NB-IoT UE emergency access
To differentiate the prioritization of NB-IoT call, the following approaches and its implication can be considered:
1. Approach 1: Reusing existing causes
The existing Establishment Causes, i.e., emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess, may be reused.

According to the abovementioned expected behaviour in the eNB for the “normal report”, the eNB needs to differentiate NB-IoT call from the non-NB-IoT call. Furthermore, the email discussion [92#48] indicates that most company thinks that for NB-IoT UE, mo-data and mo-signaling does not need to be differentiated. Therefore, NB-IoT normal report cannot be mapped to “mo-Data”, but instead it can be mapped to “delayTolerantAccess”. 

For the “exceptional report”, depending on the MTC service use case, there are cases where the exceptional report from NB-IoT UE should be handled with the same level as emergency call from normal (non-NB-IoT) UE. Therefore, NB-IoT exceptional report can be mapped to “emergency” Establishment Cause.
This approach has the following implications:

a. NAS specification impact: No necessity to define new Call Type and Establishment Cause mapping. 
For barring purposes, similar as in today’s specification, if the barring evaluation is based on Call Type, then typically new Call Type of NB-IoT normal report and exceptional report need to be defined. However, assuming that the NB-IoT SIB is different from the legacy LTE (eMTC) SIB, barring evaluation based on legacy Call Type with parameter from the new NB-IoT SIB is possible. However, this understanding needs to be confirmed with CT1.
b. AS specification impact: No impact to the RRC Establishment Cause IE. 
The legacy causes can be used. The size of RRC Connection Request message can also be preserved.

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,


spare







BIT STRING (SIZE (1))

}

InitialUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


randomValue






BIT STRING (SIZE (40))

}

EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}

Figure 1: Legacy RRCConnectionRequest
c. Applicability for UEs other than NB-IoT UE (e.g., Cat.M):  Applicable.

Since there is no change in RRC Establishment cause, other UEs (Cat.M) can also use the same causes if those UEs are used for the same services. Hence, the eNB can perform the same priority control for Cat.M and NB-IoT, when they are used for the same MTC services.

2. Approach 2: Defining new causes
In this approach, new establishment cause, i.e., “mo-ExceptionalData” for “NB-IoT exceptional report”, and “mo-DataIoT” for “NB-IoT normal report” may need to be defined. The benefit of defining new causes is that the eNB can flexibily set its prioritization level (control). However, based on the understanding of the requirement, the expected eNB behaviour for this approach and for the first approach will be the same:
· Deprioritize mo-DataIoT compared to mo-data

· Prioritize mo-ExceptionalData in the same/comparable level as emergency access.

This approach has the following implications:
a. NAS specification impact:  The mapping of Call Type and Establishment Cause.
As described above, new Call Type may not be needed for barring evaluation, since the NB-IoT SIB carrying NB-IoT ACB is assumed to be different from the legacy SIB. However, the mapping between the exising Call Type(s) and new Establishment Cause(s) need to be specified and discussed in CT1.

b. AS specification impact: 
The necessity to extend the RRC Establishment Cause value.
If new Establishment Cause(s) is needed for both exceptional and normal report, they cannot be defined using the existing RRC Establishment Cause, since there is only one spare bit left.
For this, we may critically extend the Establishment Cause IE (i.e., critically extend the RRCConnectionRequest) to accommodate the necessary definition for NB-IoT cases, as illustrated in Figure 2 below, i.e., EstablishmentCause-r13.
RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensionsFuture


RRCConnectionRequest-r13-IEs

}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,


spare







BIT STRING (SIZE (1))

}

RRCConnectionRequest-r13-IEs :=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause-r13



EstablishmentCause-r13,


}

InitialUE-Identity ::=



CHOICE {


s-TMSI







S-TMSI,


randomValue






BIT STRING (SIZE (40))

}

EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}
EstablishmentCause-r13 ::=



ENUMERATED {











mo-ExceptionalData, mo-NBData, spare6, spare5, spare4, spare3, spare2, spare1}

Figure 2: Critical extension of RRCConnectionRequest
However, in doing so, we need to be careful not to increase the message size of RRCConnectionRequesttoo much. In the last RAN1 NB-IoT adhoc meeting, RAN1 has decided that MAC PDU for msg.3 can be increased up to 64 bits. Considering L2 header, in practice, only 56 bits can be used for RRC message. Furthermore, considering that there is high interest of including other information, e.g., multi-tone capability, configured CP/UP architecture capability, etc., it would be wise if the number of bit for the newly critically extended EstablishmentCause stays to be 8 bits..
c. Applicability for UEs other than NB-IoT UE (e.g., Cat.M): Non-applicable, if the critical extension only covers the new 8 bits (causes).
As shown in the Figure 2 above, the new critical extension only applies to NB-IoT UE and hence legacy (Cat.M) UE cannot use the new Establishment Causes.

Considering the abovementioned discussions and analysis which took into account the eNB behaviour, RRC message size and applicability for non-NB-IoT UE, approach 1 is preferable. 

From eNB perspective, the expected eNB behaviour for priority control is the same between approach 1 and approach 2: 

· Deprioritize NB-IoT normal report compare to mo-data. Here, there is no difference if the NB-IoT normal report can be defined/mapped as legacy “delayTolerant” or as new “mo-DataIoT”
· Prioritize NB-IoT exceptional report in the same/comparable level as emergency access. Here, it does not make any difference if the the NB-IoT normal report is defined/mapped as legacy “emergency” or as new “mo-ExceptionalData”.

Therefore, there is no need for the eNB to understand new causes which anyway hold the same meaning as the legacy cause. From RRC IE/message extension perspective, if NB-IoT specific new establishment causes need to be defined, critical extension may be necessary which may result into bigger message size. Considering the same expected eNB behaviour, approach 2 would be an unnecessary complicated change. Furthermore, approach 1 would allow non-NB-IoT UE (e.g., Cat.M) to use the same Establishment Cause and this enables the eNB to perform the same priority control.

Proposal 2:

RAN2 to agree on approach 1, i.e., legacy Establishment Cause is used for NB-IoT call 

· NB-IoT normal report is mapped to/ uses Establishment Cause “delayTolerant”
· NB-IoT exceptional report is mapped to/ uses Establishment Cause “emergency”
3. Summary and Proposal
This paper discussed how priority discriminations for NB-IoT can be mapped to in RRC Establishment Cause taking into consideration the expected behaviour in the eNB for prioritization control, the restriction in RRC message size and applicability to non-NB-IoT UE (Cat.M). 

The following are proposed:

Proposal 1: 

RAN2 to confirm the expected eNB behaviour for NB-IoT normal report and exceptional report.

· eNB needs to differentiate NB-IoT normal report from mo-data from non-NB-IoT UE

· eNB prioritizes NB-IoT exceptional report in the same/comparable lavel as non-NB-IoT UE emergency access
Proposal 2:

RAN2 to agree on approach 1, i.e., legacy Establishment Cause is used for NB-IoT call 

· NB-IoT normal report is mapped to/ uses Establishment Cause “delayTolerant”
· NB-IoT exceptional report is mapped to/ uses Establishment Cause “emergency”
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