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1 Introduction
In response to an LS from RAN2 [1], SA2 has discussed the various questions posed by RAN2 on system aspects for LWA and RCLWI in the previous two SA2 meetings (#112 and #113). In SA2 #112, some CRs based on the agreements reached in that meeting were provided in [2], [3], and [4]. Subsequently, in SA2 meeting #113, SA2 reverted some of their earlier decisions and provided an LS [5] to RAN2, along with a new CR for TS 23.402 [6]. A couple of key technical agreements that are relevant for the discussion in this document are paraphrased below:

1. When the UE has selected a WLAN based on user preferences, the UE shall ignore LWA/RCLWI/LWIP signalling.
2. When the UE has selected a WLAN based on ANDSF rules, the UE shall accept or shall ignore LWA/RCLWI/LWIP signalling based on the UE’s H-ANDSF configuration.
We observe that the eNB is not aware when the UE is ignoring commands related to LWA/RCLWI/LWIP. Such a situation can arise in at least two scenarios, namely, (1) when ANDSF is active, UE selects WLAN based on ANDSF and H-ANDSF requires the UE to ignore LWA/RCLWI/LWIP signalling, and (2) when user preference prevents the UE from complying with LWA, RCLWI, or LWIP commands. In the absence of any change, the eNB may continue to configure WLAN measurements for LWA, LWIP, or RCLWI, even when the UE is required to overrule the eNB’s directions. This situation will lead to wasteful RRC messages to be transmitted by the eNB (e.g., LWA/RCLWI configuration commands) and the UE (e.g., WLAN measurement reports).

Observation 1: Coexistence of LWA, RCLWI, and LWIP with user preference and ANDSF may result in wasteful RRC signalling. 

In this contribution, we discuss this problem and provide a potential solution.
2 Discussion
A straightforward approach to avoid the problem of wasteful RRC signaling is to inform the eNB when user preferences or ANDSF policy are active. However, this approach raises the following questions.

1. When and how should the UE inform the eNB that user preference or ANDSF is active?
2. Does the eNB need to know whether it is user preference or ANDSF that is active?
3. Does the eNB need to know when ANDSF or user preference is no longer active?

We believe that there are two mechanisms that the UE can use to inform the eNB that it is unable to perform WLAN selection and/or traffic steering based on LWA/RCLWI/LWIP signaling.

Mechanism 1: UE indicates inability to comply with eNB’s LWA/RCLWI/LWIP commands in RRCConnectionReconfigurationComplete message in response to the corresponding RRCConnectionReconfiguration message that configures WLAN measurements and/or activates LWA/RCLWI/LWIP.

Mechanism 2: UE indicates inability to comply with eNB’s LWA/RCLWI/LWIP commands in WLANConnectionStatusReport (assuming this mechanism will be also be used with LWIP).

We believe that both mechanisms need to be implemented in order to limit wasteful RRC signalling and to fully comply with the coexistence framework agreed by SA2. Mechanism 1 (using RRCConnectionReconfigurationComplete) allows the UE to inform the eNB that LWA/RCLWI/LWIP cannot be deployed when WLAN measurements are configured by the eNB. This avoids the reporting of unnecessary WLAN measurements by the UE. Mechanism 2 is useful when ANDSF or UE preference becomes active while the LWA/RCLWI/LWIP features are enabled, allowing the eNB to gracefully deactivate the corresponding feature. 
Proposal 1: UE is allowed to inform the eNB that it is unable to perform WLAN selection and/or traffic steering as directed by the eNB for LWA/RCLWI/LWIP in both RRCConnectionReconfigurationComplete and WLANConnectionStatusReport messages.

A related question is whether the eNB needs to know the reason (ANDSF or user preference) why the UE cannot activate LWA or RCLWI. In our opinion, it is not clear how such information would be useful to the eNB, so in the interest of keeping things simple, we prefer that UE provide no specific reason for why LWA is not deployable (other than those already agreed in the running 36.331 CR).  

Proposal 2: No new WLAN failure cause codes need be specified in RRCConnectionReconfigurationComplete and WLANConnectionStatusReport messages.

In the ASN.1 snippet in the Appendix, we show how the RRCConnectionReconfigurationComplete can be modified to implement the above two proposals. We observe that no specification effort is required to deploy mechanism 2 since failure reporting for LWA and RCLWI has already been incorporated in the running CR for TS 36.331 [7].
Another related question is whether the eNB needs to be informed when ANDSF or user preference is no longer active, and presumably LWA/RCLWI/LWIP features can be activated. We believe that no new specific mechanism needs to be defined for this purpose, and the question of when the eNB should (re-)attempt activating LWA or RCLWI should be left to eNB implementation.

Proposal 3: No new mechanism or signalling needs to be defined to inform the eNB that user preference or ANDSF is no longer active.

If the above proposals are acceptable, then SA2 can be informed about RAN2 action.

Proposal 4: RAN2 is requested to send an LS describing how RAN2 has decided to comply with the coexistence framework developed by SA2.

If RAN2 agrees, MediaTek would be happy to draft such an LS.
3 Conclusions
In this contribution, we discuss the issue of coexistence between ANDSF, user preference, LWA, RCLWI, and LWIP. Our observations and proposals are summarized below.
Observation 1: Coexistence of LWA, RCLWI, and LWIP with user preference and ANDSF may result in wasteful RRC signalling. 

Proposal 1: UE is allowed to inform the eNB that it is unable to perform WLAN selection and/or traffic steering as directed by the eNB for LWA/RCLWI/LWIP in both RRCConnectionReconfigurationComplete and WLANConnectionStatusReport messages.

Proposal 2: No new WLAN failure cause codes need be specified in RRCConnectionReconfigurationComplete and WLANConnectionStatusReport messages.

Proposal 3: No new mechanism or signalling needs to be defined to inform the eNB that user preference or ANDSF is no longer active.

Proposal 4: RAN2 is requested to send an LS describing how RAN2 has decided to comply with the coexistence framework developed by SA2.
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5 Appendix
-- ASN1START

RRCConnectionReconfigurationComplete ::= SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcConnectionReconfigurationComplete-r8
											RRCConnectionReconfigurationComplete-r8-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCConnectionReconfigurationComplete-r8-IEs ::= SEQUENCE {
	nonCriticalExtension				RRCConnectionReconfigurationComplete-v8a0-IEs	OPTIONAL
}

RRCConnectionReconfigurationComplete-v8a0-IEs ::= SEQUENCE {
	lateNonCriticalExtension			OCTET STRING						OPTIONAL,
	nonCriticalExtension				RRCConnectionReconfigurationComplete-v1020-IEs	OPTIONAL
}

RRCConnectionReconfigurationComplete-v1020-IEs ::= SEQUENCE {
	rlf-InfoAvailable-r10				ENUMERATED {true}				OPTIONAL,
	logMeasAvailable-r10				ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				RRCConnectionReconfigurationComplete-v1130-IEs	OPTIONAL
}

RRCConnectionReconfigurationComplete-v1130-IEs ::= SEQUENCE {
	connEstFailInfoAvailable-r11		ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				RRCConnectionReconfigurationComplete-v1250-IEs	OPTIONAL
}

RRCConnectionReconfigurationComplete-v1250-IEs ::= SEQUENCE {
	logMeasAvailableMBSFN-r12			ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				RRCConnectionReconfigurationComplete-v13xy-IEs	OPTIONAL
}

RRCConnectionReconfigurationComplete-v13xy-IEs ::= SEQUENCE {
	wlan-UnavailableForEUTRA-r13		ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				SEQUENCE {}						OPTIONAL
}

-- ASN1STOP




