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1 Introduction
In this paper, we will analyze the necessity for CP/UP mode indicator for NB-IoT. 
2 Discussion
For NB-IoT UE, we still stick to the previous agreement, that is, CP solution is mandatory and UP solution is optional. The need for CP/UP mode indicator might be analyzed from two aspects, one is for MME selection, the other is for PDCP differentiation. We can assume the relationship for CP/UP mode between UE, eNB and MME as illustrated in Figure 1.
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Figure 1: The relationship for CP/UP mode between UE, eNB and MME
From MME selection perspective, since there are several types of MME, the eNB should select the suitable MME correspondingly, e.g. if the UE only supports CP solution, then the eNB might select the MME with only CP solution or the MME with both CP and UP solution, but not select the MME with only UP solution or the MME without CP/UP solution.
From PDCP differentiation perspective, it is assumed that for CP mode there is no AS security and therefore there is no PDCP, i.e. no PDCP header and PDCP is transparent; for UP mode there is AS security and therefore there is a PDCP header. For NB-IoT UE, network will activate AS security when configuring DRB and before network sends SECURITY COMMAND there is no AS security. For NB-IoT, we suggest that both the network and the UE assume that there will not be AS security before AS security is eventually activated (in case of UP mode), that is to say, no matter which mode (CP mode or UP mode) UE supports or intends to use, UE and network always operates in CP mode before AS security is activated, which means for SRB1, PDCP is always transparent before AS security is activated.

Proposal 1: For NB-IoT, RAN2 assumes that for SRB1, PDCP is always transparent before AS security is activated. This principle can be applicable for both CP mode and UP mode.
There are several types for CP/UP mode AS indicators to be analyzed:

1) UE capable of CP/UP mode (capability for supporting CP mode and/or UP mode)
2) eNB capable of CP/UP mode (capability for supporting CP mode and/or UP mode)
3) The negotiated CP/UP mode (applicability for CP mode or UP mode), discussed in [1]

2.1 Whether to indicate UE capable of CP/UP (capability)
Since CP solution is mandatory for NB-IoT UE, it is assumed that there is no need to explicitly indicate UE supported CP solution; the question to be discussed is about whether to indicate UE supported UP solution explicitly. 
From PDCP differentiation perspective, based on proposal 1, there is no need to differentiate UP mode before AS security is activated, which means that there is no need to indicate UP supported capability in msg3; and once AS security is eventually activated, it is obviously for eNB to know UE supported UP solution. Therefore, from PDCP differentiation perspective, there is no need for UE to indicate in msg3 the UP mode explicitly.
From MME selection perspective, it looks beneficial to indicate UP supported capability considering several types of MME. And since MME selection happens after eNB receives msg5, it is sufficient to indicate UP capability in msg5 from MME selection perspective.

And it is assumed that this capability indicator might be needed for MME selection at initial attach or TAU, e.g. after initial attachment when the eNB could identify the valid MME information from S-TMSI. Therefore, it is suggested that the capability for supporting UP solution is optionally included in msg5.

Proposal 2: For NB-IoT UE, there is no need to indicate the capability that CP solution is supported to eNB.

Proposal 3: For NB-IoT UE, from MME selection perspective, it is beneficial to indicate that UP solution is supported and it is sufficient to optionally indicate this in msg5.
2.2 Whether to indicate eNB capable of CP/UP (capability)
Illustrated as Figure 1, there are several types for eNBs, in order to allow UE to camp on the most suitable eNB which capability are matched each other, it looks beneficial for eNB to broadcast its capability for supporting CP mode and/or UP mode, i.e. for CP only UE, it can prefer to camp on eNB capable of CP only; for UE capable of both CP and UP mode, it might prefer to camp on eNB capable of both CP and UP mode.
Proposal 4: It is proposed to broadcast CP/UP mode capability for NB-IoT eNB.
3 Conclusion

Based on the analysis, we have the following proposals:
Proposal 1: For NB-IoT, RAN2 assumes that for SRB1, PDCP is always transparent before AS security is activated. This principle can be applicable for both CP mode and UP mode.

Proposal 2: For NB-IoT UE, there is no need to indicate the capability that CP solution is supported to eNB.

Proposal 3: For NB-IoT UE, from MME selection perspective, it is beneficial to indicate that UP solution is supported and it is sufficient to optionally indicate this in msg5.
Proposal 4: It is proposed to broadcast CP/UP mode capability for NB-IoT eNB.
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