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1. Introduction
At last RAN2 meeting, it was agreed that more than one bearer could be offloaded via the IPSec tunnel. RAN2 agreed that the mechanism to identify bearer is left for further study as per the agreement below. 
Design requirement that the UE can have more than one EPS Bearer carried WLAN 
FFS How the EPS Bearers are distinguished over WLAN

In this contribution we propose a way forward for DRB identification for the IPSec tunnel work item. 
Discussion
The general protocol architecture for user plane over WLAN using IPSec tunnel between eNB and UE is as shown in Figure 1below. 


[bookmark: _Ref434494127]Figure 1: Protocol architecture for user plane over WLAN using IPSec tunnel
For downlink, the payload of the outer IP tunnel (i.e. the IPSec tunnel) is the inner IP packet. This inner IP packet can be routed by the UE to the appropriate application based on the destination IP address, transport protocol type and port number within the inner IP packet. It should also be noted that QoS differentiation of different packets within WLAN will be handled in the legacy fashion using the DSCP header in the outer IP header. Hence, for downlink, a separate identifier to identify the DRB is not needed for operating the IPSec tunnel. 
Observation 1: For downlink, no new mechanism to identify DRB is necessary
At the last RAN2 meeting it was also agreed that UL can be either routed via LTE or via WLAN. RRC will configure the routing path for UL and this is similar to the existing DC functionality. However, eNB needs to identify the appropriate S1 tunnel end point for the uplink in case of multiple DRBs being offloaded. To support this, a separate DRB identifier is necessary for UL. At the last RAN2 meeting it was proposed that the SPI field could be used to identify the DRB [1]. However, as per the discussions in SA3, it seems that using an encapsulating header for identifying DRB in uplink is preferred [2]. Hence we propose that the UE adds a separate DRB identifier (similar to the LWA) in case of uplink traffic. Note that all the uplink packets from the UE to the eNB on the IPSec tunnel will contain the additional header containing DRB identifier. So, the eNB can unpack the DRB identifier and thereby identify the appropriate S1 tunnel end point for the uplink packet. This could be achieved by using an adaptation layer which could include a single byte DRB ID in the header as proposed for LWA or we could reuse an existing tunnelling protocol such as GRE (using the key to distinguish DRB ID). 
Observation 2: For uplink, a DRB identifier to enable the eNB to identify the S1 tunnel end point is necessary
Conclusion and recommendation
As per the observations in section 2, the following proposal is made: 
Proposal: For the IPSec tunnel based WLAN aggregation, the UE shall include an encapsulating header conveying the DRB identifier along with the payload of the IPSec packet, when the UL is over WLAN
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