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----------------------------------------------------Change 1. ----------------------------------------------
5.3.5.3
Reception of an RRCConnectionReconfiguration not including the mobilityControlInfo by the UE

If the RRCConnectionReconfiguration message does not include the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:

1>
if this is the first RRCConnectionReconfiguration message after successful completion of the RRC Connection Re-establishment procedure:

2>
re-establish PDCP for SRB2 and for all DRBs that are established, if any;

2>
re-establish RLC for SRB2 and for all DRBs that are established, if any;

2>
if the RRCConnectionReconfiguration message includes the fullConfig:

3>
perform the radio configuration procedure as specified in section 5.3.5.8;

2>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

3>
perform the radio resource configuration procedure as specified in 5.3.10;

2> resume SRB2 and all DRBs that are suspended, if any;

NOTE 1:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

NOTE 2:
The UE may discard SRB2 messages and data that it receives prior to completing the reconfiguration used to resume these bearers.

1>
else:

2>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

3>
perform the radio resource configuration procedure as specified in 5.3.10;

NOTE 3:
If the RRCConnectionReconfiguration message includes the establishment of radio bearers other than SRB1, the UE may start using these radio bearers immediately, i.e. there is no need to wait for an outstanding acknowledgment of the SecurityModeComplete message.

1>
if the received RRCConnectionReconfiguration includes the sCellToReleaseList:

2>
perform SCell release as specified in 5.3.10.3a;

1>
if the received RRCConnectionReconfiguration includes the sCellToAddModList:

2>
perform SCell addition or modification as specified in 5.3.10.3b;

1>
if the received RRCConnectionReconfiguration includes the scg-Configuration; or
1>
if the current UE configuration includes one or more split DRBs and the received RRCConnectionReconfiguration includes radioResourceConfigDedicated including drb-ToAddModList:

2>
perform SCG reconfiguration as specified in 5.3.10.10;
1>
if the received RRCConnectionReconfiguration includes the systemInformationBlockType1Dedicated:

2>
perfom the actions upon reception of the SystemInformationBlockType1 message as specified in 5.2.2.7;

1>
if the RRCConnectionReconfiguration message includes the dedicatedInfoNASList:

2>
forward each element of the dedicatedInfoNASList to upper layers in the same order as listed;

1>
if the RRCConnectionReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
perform the measurement identity autonomous removal as specified in 5.5.2.2a;

1>
if the RRCConnectionReconfiguration message includes the otherConfig:

2>
perform the other configuration procedure as specified in 5.3.10.9;
1>
if the RRCConnectionReconfiguration message includes the sl-DiscConfig or sl-CommConfig:

2>
perform the sidelink dedicated configuration procedure as specified in 5.3.10.15;
1>
if the RRCConnectionReconfiguration message includes wlan-OffloadInfo:
2>
perform the dedicated WLAN offload configuration procedure as specified in 5.6.12.2;
1>
if the RRCConnectionReconfiguration message includes wlan-IpsecTunnelInfo:
2>
perform the WLAN tunnel configuration procedure as specified in 5.6.x.2;
1>
if the RRCConnectionReconfiguration message includes wlan-DrboverIpsecTunnelInfo:
2>
perform the DRB over IPsec Tunnel configuration procedure as specified in 5.6.x.3;
1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration, upon which the procedure ends; 

-----------------------------------------End of Change 1. -----------------------------------------------
----------------------------------------- Change 2. -----------------------------------------------
5.6.x
LTE-WLAN aggregation using IPsec tunnel
5.6.x.1
General
The purpose of this procedure is to indicate to higher layers to initiate the establishment/release of the IPsec tunnel over the WLAN and to add/release the DRB(s) that can use the IPsec tunnel. 
5.6.x.2
WLAN IPsec Tunnel configuration

The UE shall:

1>
if the received wlan-IpsecTunnelInfo is set to release:
2> indicate to higher layers to release the DRB associated with the drb-Identity using the IPsec tunnel and to initiate the release of the IPsec tunnel [reference SA3 spec];
1>
else:

2>
indicate to higher layers to initiate the establishment of the IPsec tunnel with the wlan-IpsecTunnelConfig [reference SA3 spec]
5.6.x.3
DRB over IPsec Tunnel configuration

The UE shall:

1> for each drb-Identity value included in the drb-ToAddoverIpsecList that is not part of the current UE configuration
2> indicate to higher layers to include the DRB associated with the drb-Identity using the IPsec tunnel;
2> indicate to higher layers whether to switch the DRB to IPsec Tunnel on the UL;
1> for each drb-Identity value included in the drb-ToReleaseoverIpsecList that is part of the current UE configuration
2> indicate to higher layers to release the DRB associated with the drb-Identity using the IPsec tunnel;
-----------------------------------------End of Change 2. -----------------------------------------------
-----------------------------------------  Change 3. -----------------------------------------------
ASN.1 for wlan-IpsecTunnelInfo-r13

wlan-IpsecTunnelInfo-r13



CHOICE {


release 







NULL,



setup








SEQUENCE {




wlan-IpsecTunnelConfig-r13

WLAN-IpsecTunnelConfig-r13,





}


WLAN-IpsecTunnelConfig-r13 ::= SEQUENCE {



ipAdress-r13


IpAddress-r13,



initiatorIdentity-r13
InitiatorIdentity-r13,



wlanCounter-r13


WlanCounter-r13,


spi-value



Integer (256..2147483648)



….,}


….,}
ASN.1 for wlan-DrboverIpsecTunnelInfo-r13
wlan-DrbOverIpsecConInfo-r13



SEQUENCE {


drbToReleaseOverIpsecList-r13
DrbToReleaseOverIpsecList-r13

OPTIONAL,
-- Need ON


drbToAddOverIpsecList-r13

DrbToAddOverIpsecList-r13


OPTIONAL,
-- Need ON
}

DrbToReleaseOverIpecList-r13 ::=
SEQUENCE (SIZE (1..maxDrb)) OF Drb-Identity
DrbToAddOverIpsecList-r13 ::=


SEQUENCE (SIZE (1..maxDrb)) OF DrbToAddOverIpsec-r13

DrbToAddOverIpsec-r13 ::= SEQUENCE {


drb-Identity
Drb-Identity


ul-switch

BOOLEAN

}
	wlan-DrboverIpsecTunnelInfo field descriptions

	ul-switch
Parameter indicates whether the UL bearer needs to be switched over to the IPsec tunnel. Default value of 0, implies UL bearer on LTE and the value of 1, implies UL bearer on IPsec tunnel over WLAN.


----------------------------------------  End of Change 3. ----------------------------------------------
-----------------------------------------  Change 4. ----------------------------------------------
5.3.5.4
Reception of an RRCConnectionReconfiguration including the mobilityControlInfo by the UE (handover)

If the RRCConnectionReconfiguration message includes the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:

1>
stop timer T310, if running;
1>
stop timer T312, if running;

1>
start timer T304 with the timer value set to t304, as included in the mobilityControlInfo;

1>
if the carrierFreq is included:

2>
consider the target PCell to be one on the frequency indicated by the carrierFreq with a physical cell identity indicated by the targetPhysCellId;

1>
else:

2>
consider the target PCell to be one on the frequency of the source PCell with a physical cell identity indicated by the targetPhysCellId;

1>
start synchronising to the DL of the target PCell;

NOTE 1:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

1>
reset MCG MAC and SCG MAC, if configured;
1>
re-establish PDCP for all RBs that are established;

NOTE 2:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

1>
re-establish MCG RLC and SCG RLC, if configured, for all RBs that are established;
1>
configure lower layers to consider the SCell(s) other than the PSCell, if configured, to be in deactivated state;
1> indicate to higher layers to release the DRB associated with the drb-Identity using the IPsec tunnel and to initiate the release of the IPsec tunnel [reference SA3 spec];
1>
apply the value of the newUE-Identity as the C-RNTI;

1>
if the RRCConnectionReconfiguration message includes the fullConfig:

2>
perform the radio configuration procedure as specified in section 5.3.5.8;

1>
configure lower layers in accordance with the received radioResourceConfigCommon;

1>
configure lower layers in accordance with any additional fields, not covered in the previous, if included in the received mobilityControlInfo;

1>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

2>
perform the radio resource configuration procedure as specified in 5.3.10;

1>
if the keyChangeIndicator received in the securityConfigHO is set to TRUE:

2>
update the KeNB key based on the KASME key taken into use with the latest successful NAS SMC procedure, as specified in TS 33.401 [32];

1>
else:

2>
update the KeNB key based on the current KeNB or the NH, using the nextHopChainingCount value indicated in the securityConfigHO, as specified in TS 33.401 [32];

1>
store the nextHopChainingCount value;

1>
if the securityAlgorithmConfig is included in the securityConfigHO:

2>
derive the KRRCint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
if connected as an RN:

3>
derive the KUPint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the cipheringAlgorithm, as specified in TS 33.401 [32];
1>
else:

2>
derive the KRRCint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
if connected as an RN:

3>
derive the KUPint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the current ciphering algorithm, as specified in TS 33.401 [32];

1>
configure lower layers to apply the integrity protection algorithm and the KRRCint key, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply the ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
if connected as an RN:

2>
configure lower layers to apply the integrity protection algorithm and the KUPint key, for current or subsequently established DRBs that are configured to apply integrity protection, if any;

-----------------------------------------  End of Change 4. ----------------------------------------------
