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Discussion and decision
1 Introduction

SA2 informed RAN2 in the LS [1] on their agreements about the CIoT architecture for NB-IOT and the NB-IOT solutions to send IoT data.
SA2 has agreed, for normative work, to progress Solution 2 (i.e. Control Plane solution for Data over NAS) as a mandatory feature for the UE and the Network and Solution 18 (i.e. User Plane solution with keeping AS context in eNB) as an optional feature.
NB-IoT architecture


· R13 should also support a non-IP bearer/transport service 

· SMS needs to be supported in battery efficient manner on NB-IoT

· avoid establishment of DRBs when sending/receiving SMS

· e.g. move to 2 radio interface messages (rather than 4) per SMS.

· The specifications shall support that the NB-IoT control plane node CAN be physically separate from the legacy MME.

· this does NOT preclude implementations where they are co-located or in the same node.

· Attach without activating a Bearer Service is  permitted 

· e.g. EMM only attach without any ESM signalling (as possible in 2G and 3G)

· i.e. Attach without allocating any PDN/Serving GW

· i.e. different to Rel 8 LTE (where PDN/bearer activation is mandatory)
·  Bearer Service may be activated any time after Attach

This contribution discusses the RAN2 general impacts and open questions considering SA2 agreements for NB-IOT.
2 Discussion

2.1 Support of different data type
The NB-IoT architecture will support IP data, non-IP data and SMS, through solution 2 (which is defined as mandatory) and through solution 18 (which is defined as optional). From RAN side, our understanding is that the UE does not need to differentiate in the AS level between the three data types and this would mainly be done in the NAS layer as explained in SA2 TR 23.720 [2]. 
Proposal 1. There is no need to differentiate between the different data types (i.e. IP, non-IP or SMS) in the AS level.

2.2 Bearers 
It is indicated that attach without bearer service is permitted, clarifying that, if it is needed, a bearer service may also be activated at any time after attach. Therefore upon attach, solution 2 does not require establishing any data radio bearer (DRB) and S1-U bearers, although solution 18 might require considering the following aspects:

· For solution 2: NB-IOT UE can attach for SMS and/or IP data and/or non-IP data, and there will not be a DRB established. 

· For solution 18, NB-IOT UE can attach SMS and/or IP data and/or non-IP data and/or for SMS only and there will be a DRB established except for SMS only that it might not be. 
Proposal 2. To confirm SA2 agreement that solution 2 is mandatory and solution 18 is optional, both for UE and network side.

Proposal 3. To confirm SA2 agreement that for solution 2, a data radio bearer (DRB) is not established in NB-IOT.
Proposal 4. To confirm SA2 agreement that for solution 18, a data radio bearer (DRB) is established upon attach in NB-IOT, unless the UE attaches for SMS only.
2.3 Support of solution 2 and 18 
A NB-IOT UE must support solution 2 and may support solution 18. If solution 18 wants to be used, some kind of negotiation or indication might be defined; however, our understanding is that this would be done by NAS layer, i.e. transparently to the AS layer. Therefore the NB-IOT RAN node could assume that solution 2 is used unless CN indicates otherwise; and upon NAS configuring the UE to use either of the solutions, every time that the UE needs to send new data, it would do it using that mechanism unless NAS layer indicates otherwise. Regarding security, RAN2 should wait for SA3 input, as they already started Rel-13 security changes needed considering the related Rel-12 solutions studied and captured in the TR 33.868 [3]. 
Proposal 5. The negotiation of whether to use solution 18 is done by NAS level (i.e. transparent to AS level).
Proposal 6. To take as baseline assumption, to also be confirmed with SA2, during the attach sequence, the NB-IOT RAN node may assume that solution 2 is used unless NB-IOT CN indicates otherwise.

The network might need to distinguish whether the UE uses the solution 2 or 18, before or by when the IOT data is sent over CP or UP. We propose taking legacy LTE RRC messages as a baseline for both solutions understanding that new information elements (IEs) or messages should be defined only when strictly necessary.
Proposal 7. To take as baseline that existing RRC messages are used to enable solution 2 and 18. FFS if changes and/or new RRC messages and/or new information elements are needed.

Regarding the UE capabilities, as in the current LTE, they could be sent over the radio interface even if AS security is not established. RAN2 will need to further discuss the details of UE capability message e.g. whether UECapabilityInformation is changed or a new capability message is defined. . Furthermore, when/how the UE capabilities might be shared with the eNB would also need to be further discussed.

Proposal 8. To take as baseline that LTE UE radio capabilities concept is also applicable for NB-IOT (i.e. UE can share UE radio capabilities upon network request); details FFS e.g. whether UECapabilityInformation is changed or new capability message is defined or when/how the UE capabilities might be shared with the eNB.

2.4 Access congestion control
Whether ACB and/or EAB or a new mechanism needs to be supported is being discussed within the email discussion [91bis#46] [4]. This discussion assumes that there will be some initial access congestion control mechanism defined and focuses on the need and details of the congestion control that is currently allowed in LTE based on the RRC establishment cause. Our understanding is that it is still helpful for the network to differentiate whether the connection is triggered due to MO vs MT, data vs signaling, normal vs delay tolerant. In this regard, during RAN2#91bis it was agreed [5] that "Limited service state and emergency call are not supported" and "Differentiation in access of exceptional reporting and normal reporting". Therefore legacy LTE RRC establishment causes of emergency and highPriorityAccess would not be required for NB-IOT and the rest could still be used understanding that the MO normal reporting in NB-IOT is always considered as delay tolerant (wherein delayTolerantAccess-v1020 value could be used), and exceptional reporting could be treated as MO normal data (wherein mo-Data value could be used). On the other hand, it has been proposed that this kind of information is sent in msg.1 instead than msg.3, however further input from RAN1 would be required and as it was proposed to re-use LTE/eMTC design when applicable, we propose to agree on using msg.3 as a baseline assumption. 
Proposal 9. To define an indication sent from UE to the network that provides connection related information for the network to prioritize the RRC connection in case of congestion situation (similarly to LTE/eMTC); if so, to take as a baseline assumption that RRC establishment cause defined in msg3 (FFS if this information could be conveyed through msg.1 until RAN1 progress in the PHY design).

Proposal 10. To define that the following values of RRC establishment cause are still applicable for NB-IOT: mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020; understanding that mo-Data is used for MO IoT data that requires higher priority (i.e. for exceptional reporting) and delayTolerantAccess-v1020 for MO IoT data that require lower priority and could tolerate longer delays (i.e. for regular reporting).
3 Conclusion

This contributions analyses RAN2 general impacts and open questions considering SA2 agreements for NB-IOT and proposes the following:
Proposal 1.
There is no need to differentiate between the different data types (i.e. IP, non-IP or SMS) in the AS level.
Proposal 2.
To confirm SA2 agreement that solution 2 is mandatory and solution 18 is optional, both for UE and network side.
Proposal 3.
To confirm SA2 agreement that for solution 2, a data radio bearer (DRB) is not established in NB-IOT.
Proposal 4.
To confirm SA2 agreement that for solution 18, a data radio bearer (DRB) is established upon attach in NB-IOT, unless the UE attaches for SMS only.
Proposal 5.
The negotiation of whether to use solution 18 is done by NAS level (i.e. transparent to AS level).
Proposal 6.
To take as baseline assumption, to also be confirmed with SA2, during the attach sequence, the NB-IOT RAN node may assume that solution 2 is used unless NB-IOT CN indicates otherwise.
Proposal 7.
To take as baseline that existing RRC messages are used to enable solution 2 and 18. FFS if changes and/or new RRC messages and/or new information elements are needed.
Proposal 8.
To take as baseline that LTE UE radio capabilities concept is also applicable for NB-IOT (i.e. UE can share UE radio capabilities upon network request); details FFS e.g. whether UECapabilityInformation is changed or new capability message is defined or when/how the UE capabilities might be shared with the eNB.
Proposal 9.
To define an indication sent from UE to the network that provides connection related information for the network to prioritize the RRC connection in case of congestion situation (similarly to LTE/eMTC); if so, to take as a baseline assumption that RRC establishment cause defined in msg3 (FFS if this information could be conveyed through msg.1 until RAN1 progress in the PHY design).
Proposal 10.
To define that the following values of RRC establishment cause are still applicable for NB-IOT: mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020; understanding that mo-Data is used for MO IoT data that requires higher priority (i.e. for exceptional reporting) and delayTolerantAccess-v1020 for MO IoT data that require lower priority and could tolerate longer delays (i.e. for regular reporting).
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