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Introduction
During RAN2#91bis,the control of background data traffic was brought up and discussed. It was agreed to have an email discussion until Nov 5, 2015 23.59pm to:
[91bis#24][LTE/TEI13] Control of unattended traffic (Verizon)
-	Email discussion to clarify how the overall mechanism is expected to work. Other solutions, including those that may already exist in 3GPP, to address the problem can also be discussed.
-	Intended outcome: Email discussion report to next meeting

The email discussion is organized as following:  the purpose of Section 2.1 is to clarify how the overall mechanism proposed in [1] and [3].  In Section 2.2, companies are asked to propose potential solutions including that may already exist in 3GPP, to address the problem and meet the SA1 requirement. 
Discussion
2.1 Clarification of the Overall Mechanism
The purpose of this Section is to clarify how the overall mechanism is expected to work based on contribution [1] and [3].  
Deployment Scenarios
The target use cases or deployment scenarios are massive events, such as football/soccer games, concerts, etc. (planned events) or disasters (unplanned events), with a large concentration of UEs. The large number of smartphone/mobile devices combined with the “chatty” applications installed on UEs has led to excessive RRC connection attempts. In challenging scenarios such as events or disasters, field results indicate that the large volume of RRC connection attempts can lead to high RRC connection setup failure rate, impacting all kind of traffic including real time traffic and other foreground traffic with direct user interaction.
The current mechanism generally being used by commercial networks is to mitigate the situation is access class barring (ACB). However, by applying ACB, all data traffic, both foreground and background data traffic, are effectively blocked for effected UEs. Therefore, while the mechanism can mitigate the congestion, it has quite severe impact on user experience and is considered as heavy-handed. Hence, the intention of the new congestion is to provide a solution, based on SA1 service requirements, to prioritizing attended data traffic in order to improve user experience.  For the unattended data traffic, the impact will be similar to what ACB does, i.e., being restricted.
SA1 agreed the following requirement in Rel. 13 as stated in TS22.101, Section 27.5:
The system shall be able to apply different handling (e.g. be able to prohibit or delay) all or a particular selection of IP bearer service requests depending on whether a service request is for Unattended Data Traffic or Attended Data Traffic.
where Unattended Data Traffic is defined in [2]TS22.101 as data traffic of which the user is unaware he/she initiated, e.g. based on the screen/keypad lock being activated, length of time since the UE last received any input from the user, or known type of applications, while Attended Data Traffic is defined as data traffic of which the user is aware he/she initiated, e.g. based on the screen/keypad lock being deactivated, length of time since the UE last received any input from the user, or known type of application. In general, unattended data traffic is considered less important than the attended data traffic. 
While ACDC allows the prioritization of different applications/application categories, it blocks the blacklisted applications, whether it is attended or unattended. In some regions, the regulatory requirements may require operators to treat all content and applications the same way, for example, the FCC Net Neutrality Rules.  Hence, this could potentially limit the applicability of the mechanism in regions that net neutrality applies.   
Q1: Do you agree with the use case of prioritizing the attended data while restricting unattendeddata traffic to mitigate the signalling congestion during massive events/disasters?  
	Company
	Comments

	Nokia Networks
	Yes -limiting unattended data trafficoffers an additional tool to efficiently deal with congestion during massive events/disasters.

	TeliaSonera
	There may be cases when it is useful to limit unattended traffic. However, the requirement cited above is just one of many UPCON requirements. The CR from where these requirements were added can be found in SP-120919. To take one of these requirements out of its context and specify a mechanism for it may not be the best solution. We should therefore liaise with at least SA1 and SA2.

	Deutsche Telekom
	The solution would relieve RRC signalling load at the serving cell. However, this might not be sufficient when handling extremely loaded cells during massive live events. 

	CATT
	Yes, we think that will be helpful somehow from operator point of view.

	Intel
	We agree that there are scenarios where restricting unattended data traffic may be beneficial for the network to mitigate RRC signalling congestion. 
However, it should be noted that the definition of unattended data traffic given in TS 22.101: 
Unattended Data Traffic: Data traffic of which the user is unaware he/she initiated, e.g. based on the screen/keypad lock being activated, length of time since the UE last received any input from the user, known type of app (e.g. an application monitoring a user's health – "mHealth" – may need its data never treated as Unattended Data Traffic.)
is not the same as the one used by OSes like Android and IOS for "background traffic", e.g. in the paragraph above this table the FCC Net Neutrality Rules is referred to, but the criterion "known type of app" (and the explicit example of a "health app") given in the definition of TS 22.101 is violating this net neutrality rule.
Therefore, we think that in the following discussion we should use the term "background traffic" instead to avoid confusion.

	Telecom Italia 
	There could be some benefits in reducing, or distributing, the signalling only due to unattended traffic. However, in order for a mechanism to be effective, especially during mass events, it is important that the restriction is applicable to a vast majority of  UEs, possibly to the whole UE population.

	ZTE
	We agree this could be one use case. However we also think we should liaise with other groups first, to understand all the requirements (including on the concern from Intel above on “unattended” vs “background” traffic).

	Ericsson
	Yes, restricting unattended traffic during special scenarios when the network is overloaded  can be useful. We think that we should stick to SA1 definition of “unattended” traffic. It is anyway up to OS implementation to classify attended and unattended traffic as discussed later.

	Huawei
	We agree that there is a SA1 requirement in 22.101 section 27.5 as mentioned by the proponents. Maybe it is worth clarifying if the requirement is for “the system” intended as inclusive or exclusive of the OS of the UEs. 

	MediaTek
	Yes, we see the benefit to restrict “background/unattended traffic” especially when network is congested. In general, modern smartphone have implemented power saving mechanisms by restricting background traffic, e.g. only poll server when user deactivate screen/keypad lock. These mechanisms are either implemented in OS or in other proprietary ways. With network information, smartphone could potentially provide more aggressive power saving and at the same time prevent network congestion.

	Qualcomm Incorporated
	Yes.

	DOCOMO
	For the disaster use case, what is important is to secure resources for emergency call, high priority call and prioritized services which can be realized by existing barring/congestion mechanism. In this case there is no need for optimisation such that only foreground traffic is allowed.    
For (massive) events case, we can see the gain some gain of allowing only foreground traffic. However, to protect the network (eNB, MME) from failure due to spikes and high amount of traffic and to make sure that it functions properly, anyway mechanism such as ACB is needed.
In addition, we are wondering wrt. the traffic increase shown in [1], when the traffic spikes are observed, would it be possible that most of the traffic are of “foreground traffic”? (not always that 40-50% of them are background) 
Wrt. SA1 requirement, it is our understanding that the quoted requirement was included to SA1 specification from UPCON discussion (TR). Since for UPCON discussion, the intention was to define functionality within the network and not in the UE. Therefore we agree that it would be good to  clarify (preferably in SA1) whether the quoted requirement is appropriate for Verizon intended scenario.

	Sprint
	Yes, we agree with restricting the unattended traffic per the FCC guidelines on Net Neutrality using reasonable network management policies.  



Network Behaviours 
It is proposed to specify a RAN Congestion bit in SIB2to allow network to implement attended traffic prioritization and unattendeddata restriction when RRC signalling congestion exists [3]. The ON and OFF of the congestion bit is to totally network control, which could be based on the amount of RRC connection attempts to regulate the ON/OFF time.  
How to implement the network control bit to prioritize the foreground data traffic and regulate the background data traffic is considered as implementation issue and doesn’t have any specification impact. 
One possible way of implementation for the sake of illustration, one can consider a (X+Y)-minute duty cycle, a network can broadcast the ON bit X minutes followed by OFF bit for Y minutes. This will limit the impact on the unattended data traffic while allowing the attended data traffic to be communicated as usual.  The duration of the ON/OFF can be controlled through the network based on the RRC signalling congestion levels, RRC connection attempts failure and users experience considerations. 
Q2: For the proposed solution, do we need further clarification of the mechanism from the network perspective?  
	Company
	

	Nokia Networks
	How the mechanism is used would be up to network implementation and no further clarifications seem required.

	TeliaSonera
	How will the mechanism for network sharing?

	Deutsche Telekom
	The network fully controls how the bit has to be configured. However, as indicated by TeliaSonera, we might need to differentiate different PLMNs in a network sharing scenario. Regarding the “ON/OFF cycles”, a signalling storm might occur anyway when allowing unattended traffic again. Therefore,it would be helpful to spread connection establishment attempts for unattended traffic over time or groups of UEs.

	CATT
	Share the same view with Nokia.

	Intel
	We agree with Nokia Networks.
To address TeliaSonera’s comment we think that the signalling of the new RAN congestion bit can be performed individually per PLMN.

	Telecom Italia
	The adoption at the network side does not need to be specified, however a simple ON/OFF approach may not solve the problem as a signalling storm can only be postponed but not reduced, as mentioned by Deutsche Telekom. Some randomization techniques might be used to protect the network from traffic bursts.
In general the network should be aware of the effects on the UE behaviour and on user experience. This is the assumption behind solutions like ACB or ACDC. 
In order to take into account different UE implementations or user settings, there would be the need for more granular signalling or even dedicated signalling. By using “1-bit broadcast” approach, we need to strictly specify the UE behaviour and mandate an overrule on any user setting (see next section).

	ZTE
	From the network perspective, further clarification on the proposed mechanism might not be needed. However we wonder whether the proposed solution is the best possible one and whether we could actually reuse existing mechanisms (see comments to other sections)

	Ericsson
	From network operation point of view, no additional clarifications are needed. Of course, the usage of the feature depends on the bits broadcasted, but this is another topic.

	Huawei
	It seems that the usage of this bit is up to network implementation, nevertheless we need to understand how the proposed solution is supposed to work at system level. It is not clear how the setting and unsetting of this bit can solve the problem. The duty cycle of minutes presented as an example potentially could create a bigger problem (i.e. signalling storm) once the bit is unset. The same issue could be seen after a setting of the bit for any long interval of time. Is the only possible pratical use the setting of the bit for the whole duration of the event or emergency, until e.g. the crowd is dispersed?

	MediaTek
	No further clarification is needed. Agree with DT, we think simple mechanism to spread over time or UE group might avoid signalling storm problem.

	Qualcomm Incorporated
	It should be part of protocol design to have general understanding on how the mechanism is used by the network. But such network behaviour does not have to be standardized (this is business as usual).

	DOCOMO
	Similar view with Telecom Italia.
If the bit (and associated SIB) is specified, we understand that it would be up to the operator how and when the bit is set, and it would be up to the UE OS behaviour how to handle the bit. 
However, since the UE behaviour is up to OS implementation, our concern is that although the network implements the bit (and SIB), the network still cannot control the behaviour of the UE or rely that the UE will behave as what the NW expected.  This is different from other barring mechanism (ACB, SSAC, SCM) that we have today.




UE Behaviours
Similar to ACB, it is proposed that ACB priority classes 11-15 are exempted from the proposed congestion mitigation mechanism.  However, for general access classes, instead of blocking both attended and unattended data traffic, it is proposed to only restricting the unattended data traffic. 
The details are as follows shown in the Figure: The bit is passed from RRC to OS to initiate the background data restriction so that the foreground data traffic can be prioritized.   
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The device OS listens to BDR state changes and executes BDR logic: 
· BDR ON:UE restricts background data until the OS receives an updated BDR state from the lower layer. This state restricts background data as defined by the OS.
· BDR OFF:UE follows any user preference for unattended data restriction until it receives an updated BDR state from the lower layer.

The classification of attended and unattended data traffic is provided in the OS and is wholly dependent on the UE OS implementation. Due to this, it is proposed to have the restriction carried out in the OS level. Even though the decision to classify data is wholly dependent on the UE OS implementation, the major Oss tend to treat the applications consistently.  From 3GPP point of view, OS implementation is outside 3GPP. Hence, there isn’t any 3GPP spec impact. 
In fact, the major OS’s have already implemented the background data restriction for the purpose of power consumption saving. There are also OEM’s proprietary implementations on restricting the background data traffic based on the consideration of power consumption saving as well.  The goal of the proposed solution is only to add the network-controlled element to activate an existing feature during specific times to mitigate extreme RRC signalling congestion and to improve the user experience by prioritizing attended data traffic.
Regarding the guideline on the UE behaviours,it is proposed to follow SA1 guidelineon the classification of the attended and unattended traffic and thus restrict all traffic that is classified as unattended. This allows simple one-bit implementation in RAN2 specifications. 
For the potential enhancement that proposed by some companies such as application specific background data restriction that allows an operator to prioritize different background traffic.  We think that it can be considered in the future releases due to its more standardization and implementation impact. 
Q3: For the purpose proposed solution, is there any further clarification of UE behaviours is needed?
	Company
	Comments

	Nokia Networks
	Since the UE behaviour will heavily depend on OS implementation, which is outside of 3GPP scope, further clarifications are not possible. Note however that proper RAN5 testing should be ensured so the feature can be used reliably.

	TeliaSonera
	If this solutions gets specified it must be optional.

	Deutsche Telekom
	This is the most critical aspect of the feature. It is fair to state that the operator cannot control how the terminal reacts upon broadcasting the SIB bit. As stated above, separation of attended and unattended traffic can be OS (release)-dependent, or can be dictated by OEM’s proprietary solutions/ specific applications. 

	CATT
	It is highly related with UE implementations which are out of the scope of 3GPP.  And UE support is crucial for the effects of this solution.

	Intel
	We agree with Nokia Networks that the proposed solution fully depend on OS implementation which is outside of 3GPP scope. However, with regards to the handling of the new flag on AS level we think that the following aspects should be clarified in the respective field and procedural descriptions:
· It applies only for Ues assigned with AC 0..9 and for HPLMN/EPLMN.
· How to set the flag to TRUE/FALSE considering mobility in idle mode and setting of the flag in the respective cells.
· Forwarding the flag to “upper layers”. 

Furthermore, we prefer a solution targeting background data traffic instead of unattended data traffic. Reason: The definition of unattended data traffic as specified in TS 22.101 explicitly foresees the possibility of “known type of app” (e.g. an application monitoring a user’s health – “mHealth” – may need its data never treated as Unattended Data Traffic) which is not what current OS (Android, iOS) is using and which may not be allowed due to regulatory requirements.
As result, referring to the CR [3] the clarification of above aspects may look as follows:
Example of field description:

bdt-Barring
Value TRUE indicates that the network requests to restrict the background data traffic.
NOTE: Background data is a category for user data which is applied by some smartphone operating systems to control and restrictthe data traffic via3GPP radio access. The mechanism used by the UE operating system to identify and restrict background data traffic is out of scope of 3GPP.

Example of procedural description:
2. if SystemInformationBlockType2 includes the bdt-Barring:
2>  if the bdt-Barring is set to TRUE:
3>  if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:
NOTE 1:   Acs 12, 13, 14 are only valid for use in the home country and Acs 11, 15 are only valid for use in the HPLMN/ EHPLMN.
4>  consider bdt-Barring is set to FALSE;
4>  forward bdt-Barring to upper layers;
3>  else:
4>  forward bdt-Barring to upper layers;
2>  else:
3>  forward bdt-Barring to upper layers;

Regarding TeliaSonera’s comment about optionality of the feature, it is our understanding that the forwarding of the bit to upper layers can become mandatory, but the support of the feature by a certain UE OS implementation will depend on the OS implementation. 
Further it is our understanding that the proposed solution is specifically targeting smartphones and smartphone Oses, but for other categories of terminal devices, e.g. devices used for MTC it is not mandatory to support this mechanism.(If there is no human user, then what is “attended traffic”?). Therefore, in our view the description of the bdt-Barring flag should not be worded as a UE requirement (“the UE shall/should”), but should only give guidance for the network side how to set the bit.

We think that there are further 2 issues regarding the OS implementation which should be mentioned in this discussion in order to get a complete picture:
2. Android classifies all data traffic for the IMS APN as “foreground” traffic. I.e. also SIP signalling that is not triggered by a user interaction, e.g. a SIP (re-)REGISTER request which is needed to remain reachable for mobile terminating IMS sessions, would not be subject to the new mechanism.

2) The OS needs to apply a “random timer” so that when the background data traffic restriction is removed by the network, the access requests from different Ues are distributed over some time interval. The value range for this random timer needs to be known to operators and network vendors in order to set the value of “Y” in the (X+Y)-minute duty cycle to a reasonable value. (If the value range for the random timer is much longer than Y, then only a small percentage of Ues will be able to access the network during a specific duty cycle.)

	Telecom Italia
	According to the proposal, this looks like a mechanism to prioritize applications. Whether the prioritisation is performed in the OS or in other parts of the protocol stack is less relevant for the system perspective. 
Hence, if we want to introduce a standard mechanism we should:
1.	specify a UE behaviour in 3GPP specifications. SA WGs specifications is the preferred option.
2.	ensure that the usage of the info provided with this feature in the OS implies the acceptance of the UE behaviour defined in 3GPP specification: this is achieved by defining corresponding test cases.

	ZTE
	We agree with others that with the proposed solution the UE behaviour will completely depend on OS implementation. Although this might be acceptable, we believe that we need to capture some description and requirements in AS and NAS layers, otherwise providing RAN5 test cases for this feature will not be possible and then the feature will not be usable.

	Ericsson
	We also consider that classification of traffic is up to OS implementation and is outside of the scope of 3GPP work. SA1 requirement allows that the OS in the UE can consider data traffic sent by some identified applications such as health monitoring or an application provided by the OS vendors and supporting delivery of network-initiated messages with minimal keep-alive overhead to other applications in the UE, as attended traffic. On the other hand, the requirement does not exclude OS implementation as described by Intel.
For RAN2 it is not possible to extend/change the definition of attended/unattended traffic without SA1 involvement. 

	Huawei
	It seems that with the proposed solution the UE behaviour will completely depend on OS implementation, OS type, OS software version update. If this is the case, in practise will be impossible to guarantee that all the users have a fair and equal treatment. It is more likely that ultimately different devices will behave differently, in an unpredictable manner.

	MediaTek
	UE OS operation is outside of at least RAN scope. Further clarification can be triggered when test case is defined, if any.
From R2’s pov, we can simply refer to SA1 definition.

	Qualcomm Incorporated
	Behaviour of UE’s upper layers should be left to implementation. SA1 requirement / definition of attended and unattended data traffic sufficiently provides guidance to UE implementation.

	DOCOMO
	Wrt. the proposed solution, although the UE behaviour will depend on OS implementation, reading at companies understanding on “unattended traffic”, “background traffic”, “known application”, etc. , we think that at least clarification is needed on exactly what traffic is intended. 
Whether the behaviour should be Access Class aware is another point which is not clear, and needs to be clarified together with SA1 requirement discussion.
We also think that if this solution is standardized, then proper RAN5 testing should be defined if possible. The above mentioned clarification would help in creating a proper RAN5 testing. 

	Sprint 
	The proposed solution appears to be outside of normal 3GPP scope as it affect the OS of the UE



User experience and current 3GPP mechanisms
This section, we provide some further analysis on the user experiences. Firstly,   the user experience should be measured by the number of successful connection, not by the number of connection attempts that can be initiated by the OS. Field studies in [1] has provided studies that without restricting the unattended data traffic leads to a high connection setup failure for both unattended data trafficattended data traffic.  Hence, it is desirable to prioritize the attended data from the users experience point of view.  
Q4: Can we agree that during high congestion, allowing attended datawhile restrictingunattended data would be beneficial from the user experience point of view? 
	Company
	Comments

	Nokia Networks
	Other field experiences [2] have also shown that with proper eNB dimensioning, smart scheduling, load balancing, control channel capacity & uplink interference managementit is possible to handle 100,000s of LTE subscribers gathered in festivals (for instance in Japan and Korea). So limiting background traffic alone would probably not be enough to efficiently handle such mass events, but it should improve the overall experience of the active users when used in addition to other methods.

	TeliaSonera
	We believe that we need several different mechanisms that in co-operation can handle such cases.

	Deutsche Telekom
	Massive live events would require further network capacity enhancements and limiting background traffic would not completely solve the congestion problem. Improvements might be minor in such case.

	CATT
	That will be helpful somehow. Besides, other solutions or capacity enhancements should be also considered.

	Intel
	We think that allowing non-background data while restricting background data could be beneficial from the user experience point of view, but in practice we expect to see it used in combination with other mechanisms.

	Telecom Italia
	In principle mechanism to reduce traffic load are beneficial, but the real effects on specific scenarios are difficult to estimate, as they depends on the network deployment strategy and also on the service/applications triggered in such massive events.

	ZTE
	Similarly to others, we think that restricting background data traffic is only one of the methods (and not necessarily the most important) to improve user experience in congestion situations.

	Ericsson
	We consider also that restricting unattended traffic is one tool to reduce the network load during congestion.  Reducing access attempts during overload improves user experience.

	Huawei
	It depends on which experience of which user. If e.g. in a stadium there is a temporary congestion situation and all users in that stadium will be subject to the same reasonable restriction (e.g. emails do not work for a while, while chat applications and voice call do), then overall the users can somehow benefit from that restriction in that exceptional case. If, on the contrary, in the same stadium different users have randomly some application suspended while their neighbours (e.g. roaming and/or with a different phone) do not see any restrictions, this can generate a very bad user experience in some random users, maybe those paying a premium service/subscription on a super expensive phone.

	MediaTek
	Agree with Nokia and E///. Restricting unattended traffic can be a useful tool for smart scheduler.

	Qualcomm Incorporated
	Yes

	DOCOMO
	As explained in the answer to Q1, during high congestion situation, to ensure a certain level of user experience satisfaction would mean to ensure that the network properly work even in high load. To realize this, a more thorough, predictable and reliable congestion mitigation/ barring mechanism in addition to ensuring proper eNB resource dimensioning for the area (as pointed out by Nokia Networks) is necessary. 
Considering the uncontrollable manner (i.e., depend on OS behaviour) of the proposed solution, we are not sure how much gain it could add on top of the abovementioned means.

	Sprint
	We agree that there are network benefits that can translate into benefits for the user, But the perception of what the user thinks is beneficial can and does vary on an individual basis. If the user was depending on that unattended data they might not be so happy that it had been turned off. 



As discussed earlier, currently neither legacy ACB/EAB mechanisms nor ACDC provide means to separate unattended and attended traffic and this separation is not known by the network.
Q5: Can we agree that none of the existing 3GPP solutions provide a mechanism that meets SA1 requirements and allow an operator to prioritize attended data and restricting unattended data?   
	Company
	Comments

	Nokia Networks
	Yes but this should also be checked with SA2.

	TeliaSonera
	We agree that SA2 (and SA1) should be contacted.

	Deutsche Telekom
	LS to other groups (SA1, SA2) should be sent as also proposed during last RAN2 online discussion.

	CATT
	An LS to SA1 and SA2 will be helpful.

	Intel
	We tend to agree but to be on the safe side this should be cross-checked with SA1 and SA2.
Note that the SA1 requirement is based on a definition of Unattended data traffic which is slightly different from the definition of Background data traffic.

	Telecom Italia
	Yes, but we should first investigate with other groups if current solutions can be enhanced to cope with unattended traffic use case, also considering that the proposed solution does not fulfil all the requirements.

	ZTE
	At this stage and before checking with SA1 and SA2 we cannot agree that none of the existing 3GPP solutions can be reused.
For instance, we think we can try and reuse EAB, which was designed for a very similar use case. 
Note that in AS specs we took special care not restrict this feature to MTC (the term “MTC” does not even appear): in TS 36.331 we generally refer to "RRC connection subject to EAB (see TS 24.301)”.  In TS 24.301 at the moment we only have “UEs configured for EAB” (i.e. that always perform RRC establishment procedures for which EAB applies). However this can be made dynamic in Rel-13, specifying that any UE can trigger RRC connections for which EAB applies. Specifically, it is possible to specify that – when the reason for establishing a RRC connection is to send unattended/background traffic – then the RRC connection should be subject to EAB. So the use case could be covered by an existing feature (EAB), also covering the network sharing case,  and with no need to update RAN2 specs at all. 
Note that also in this case the decision about which traffic is subject to EAB is left to the UE (and actually OS) implementation. 

	Huawei
	We are not sure about this point and SA1 and SA2 should be consulted. In case it turns out that none of the existing solution can fulfil this requirement (it won’t be the first time we have this unfortunate situation for SA1 requirements), we could investigate (i.e. study) if one of the existing solution can be enhanced in order to fulfil this requirement or a new 3GPP solution (preferably generating a predicable UE behaviour) should be developed.  

	MediaTek
	Yes, we agree 3GPP lacks of tool to differentiate unattended traffic. 

	DOCOMO
	Reading comments from the companies, in order to realize the proposed solution, we need to first agree what is the exact traffic (unattended, background, other than “known application”) that we want to restrict. Since companies agree that these traffic are identified at the OS layer, this boils down to a solution that relies on identification of application, or traffic (background/foreground) of application.  This sounds very similar to what is utilized to realize ACDC.
DCM is open if companies wants to consult other working groups.




2.2 Discussion of Possible Solutions 
In the following table, companies are invited to purpose providetheir solution details for comparison, the corresponding UE and network behaviours and what the pros and cons.  

	Solution Alternatives/Company
	Descriptions of Solutions
	Comments

	Alt. 1 (Verizon)

	Specify a RAN Congestion bit in SIB to allow network to implement background/unattended data restriction when RRC signalling congestion exists. ACB priority classes 11-15 are exempted from the proposed congestion mitigation mechanism. The bit is passed to OS to initiate to prioritize the attended data traffic while restricting of ALL unattended data traffic. It should only impact home network.
	Operator’s application specific background data restriction can be considered in the future release. 

	Nokia Networks
	
	How to handle CONNECTED UEs needs to be discussed. UEs having established a connection for the sole purpose of background/unattended traffic data exchange should also be released in case of congestion. The congestion bit could therefore also trigger a group release.

	CATT
	
	Connected mode UEs should also be considered, like the “free-ride” issue for ACDC. This is an important and meaningful issue. More work at RAN2 is expected.

	Telecom Italia
	Due to the nature of the problem, a RAN2 only solution might have a reduced effect. It would be better to receive some guidance from other groups (i.e. SA1 and SA2) first.
	

	ZTE
	Reuse EAB
	This could be done without any changes to AS specs. Only NAS spec (TS 24.301) needs to be updated.

	MediaTek
	Version’s proposal as the baseline. 
	ACB or EAB like mechanism to spread the attempt over time or UE group.

	DOCOMO
	· Utilizing (enhancing) ACDC. 
Create a new ACDC category, common for all applications (to ensure FCC Net Neutrality Rules) which the content of the traffic is “foreground or attended or known app”
· Details on the definition of traffic that needs to be prioritize needs more discussion. 
· This solution to some extent covers the randomization requirements from operators.
· In addition to the above, for event scenario, to ensure a more distributed RA attempt gain after barring, consideration to enhance  backoff time for RA procedure, MAC-contentionresolutiontimer. 
	

	Sprint
	· Specify a network congestion flag that could be used by UE makers within their OS and by application/device management software developers
	Operators may specify with Ue makers and software developer including 3rd party device management application vendors how this bit would be used. 





Summary and Discussion
1.1 Clarification of the Overall Mechanism

Q1: Do you agree with the use case of prioritizing the attended data while restricting unattended data traffic to mitigate the signalling congestion during massive events/disasters?  
There are 13 including companies that provide input to this questions.  Generally, the companies agree the use case of mitigating the RRC signalling congestion by prioritizing the attended data traffic (foreground) while restricting unattended data traffic.  One company suggests using background data traffic instead of unattended data traffic.

Q2: For the proposed solution, do we need further clarification of the mechanism from the network perspective?  
12 companies provide input to this question.  Companies generally agree that there is no further clarification on the network implementation.  However, there are concerns how to support the network sharing and hence per PLMN basis may be needed.  It is also recommended to consider some randomization in order to avoid potential signalling storm once the barring is lifted.
Q3: For the proposed solution, is there any further clarification of UE behaviours needed?
It is generally agreed the UE behaviour of the proposed solution is based on UE implementation and OS dependent.  However, while using the SA1 requirements as the guideline seem to be acceptable, some companies also think that proper RAN5 test cases should be defined if possible. Some companies also suggested clarification from SA1 on the definition of unattended data traffic, non-attended data traffic, known type of applications. 
Q4; : Can we agree that during high congestion, allowing attended data while restricting unattended data would be beneficial from the user experience point of view?
Companies generally agree that it’s beneficial to restrict unattended data traffic during high congestion. However, the mechanism needs combine with other mechanisms.
Q5: Can we agree that none of the existing 3GPP solutions provide a mechanism that meets SA1 requirements and allow an operator to prioritize attended data and restricting unattended data?   
Generally companies tend to agree that none of the existing 3GPP solution provide a mechanism, However, some companies think that this should be cross-checked with SA1 sand SA2. However, some others think this may not be necessary. There are two proposals that the SA1 requirements could potential be met by reusing EAB or modifying ACDC (More information are provided in the Section on Discussing Solutions).
1.2 Summary and Discussion of Possible Solutions
[bookmark: _GoBack]
Alt. 1 (Verizon). Specify a RAN Congestion bit in SIB to allow network to implement background/unattended data restriction when RRC signalling congestion exists. ACB priority classes 11-15 are exempted from the proposed congestion mitigation mechanism. The bit is passed to OS to initiate to prioritize the attended data traffic while restricting of ALL unattended data traffic. It should only impact home network.
On the network behaviours: On the randomization to avoid RRC signalling spike, some  modifications are proposed:
1) UE implementation that UE adds a randomization timer.
2) Reuse EAB mechanism
As brought up by a few companies, it is desirable to provide some randomization to avoid the RRC connection spikes.  While both options seem to be feasible, Option 1 has minimum spec impact versus Option 2 by eliminating the constraint on 32 changes in 3 hours on the ON/OFF cycle, providing better flexibility to toggle the background restriction ON/OFF on a shorter time basis during congestion in order to get both the benefit of congestion mitigation (through RRC connection reduction) and making the customer experience as good as possible.
It is also suggested to include per PLMN basis for network sharing.
On the UE behaviours, it is agreed that the classification of the traffic is up to OS implementation and is outside the scope of 3GPP.  While the SA1’s requirements and classifications seems to be acceptable, some companies prefer to LS SA1 and SA2 on crossing-checking and clarifications of the requirements and definitions.  Quite a few companies also suggest LS RAN5 on defining test cases (if possible) 
It is suggested to clarify how to handle the connected mode UEs groups. However, the OS layer doesn’t have the knowledge whether the UE is in idle or connected modes. Hence, the unattended data traffic will be restricted independently,  although there is a possibility that unattended data traffic could have started when the flag is on. In this case, the UE should also restrict the unattended data traffic which is also the current implementation.  However, we agree if this should be captured and how to capture this in the spec.  We think that this could be discussed in the stage 3 CR.

Alt. 2 (ZTE): Reuse EAB by modifying NAS spec TS 24.301 -  Specifically by be extending Rel-13 in the NAS spec, e.g. by saying that - besides “UEs configured for EAB” which always trigger RRC establishment procedures subject to EAB - other UEs (e.g. smartphones) can selectively trigger RRC establishment procedures subject to EAB, i.e. when the reason for establishing the RRC connection is to send unattended traffic. 

Alt. 3 (DCM): Utilizing (enhancing) ACDC. 
Create a new ACDC category, common for all applications (to ensure FCC Net Neutrality Rules) which the content of the traffic is “foreground or attended or known app”
· Details on the definition of traffic that needs to be prioritize needs more discussion. 
· This solution to some extent covers the randomization requirements from operators.
In addition to the above, for massive event scenarios, to ensure a more evenly distributed RA attempt gain after barring, consideration to enhance  (the) backoff time for RA procedure, MAC-contentionresolutiontimer.

Proposed Way Forwards
Proposal 1:  RAN2 to discuss the pros and cons and adopt one of the following three proposals:
Alt 1: with the following potential modifications:
1) Per PLMN
2) Randomization using either (i) UE implementation a randomization timer or (ii) reusing EAB mechanism  
If Alt 1 is adopted, RAN2 should discuss LS SA1, SA2 and in particular RAN5 on potential definition of test cases.
Alt. 2: Reuse EAB by modifying NAS Spec
Alt. 3: Enhancing ACDC
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