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1
Introduction
RAN2#91bis made many agreements on NB-IOT. Some are listed below:
	Agreements
· NB-IoT MAC, RLC, PDCP and RRC is based on LTE Rel-13. RAN2 aims to reuse as much as reasonable w.r.t. eMTC and eDRX enhancements. Details to be discussed case by case. 
· We will support ：
Network sharing, up to 6 PLMNs

Access control (per PLMN)

We will aim to have only one mechanism for Access Control. Details FFS. 

In access, we discriminate between 2 cases, to support discrimination between normal reporting and exception reports.

Intra-frequency and Inter-frequency cell-reselection. Details FFS.  

Power Saving Mode (as per Release 12)

Idle mode DRX with DRX cycle values in the “normal” range and in eDRX range  

· We assume we will not support：
Inter-RAT cell-reselection, or Inter RAT mobility in connected mode (Note that in this respect NB-IOT is a separate RAT from LTE). 

Public warning function, CMAS, ETWS, PWS.

Network controlled handover. We will not have measurement reporting either, but can be discussed based on contributions.  


In this contribution we elaborate the open issues highlighted above.
2
Analysis of access control in NB-IOT
Access control mechanisms are mainly divided into two types[1]. One is IMS services access control, such as SSAC or ACB-skip. Another is data communication congestion control, such as ACB, EAB and ACDC. Since NB-IOT UEs don’t support IMS services, there is no need to support IMS services access control. 
Proposal 1: NB-IOT doesn’t support SSAC and ACB-skip.

NB-IOT UEs support data communication. Therefore, we should discuss which kind of congestion control mechanisms for data communication is more suitable. Next part of this contribution, we will analyze these mechanisms.
Option 1: NB-IOT supports ACDC
ACDC is designed to allow/prevent new access attempts from particular operator-defined applications in the UE in highly congested situations. There may be many functions or services in NB-IOT UEs. In urgent and congested situations, some kinds of services may be more essential than others. Therefore, setting different priority for services in UEs is necessary. And these services can be assigned to different ACDC categories by HPLMN. Therefore it is reasonable to utilize ACDC for NB-IOT in order to alleviate congestion between different priority services.
Some of the existing conclusions of ACDC can also be reused for NB-IOT. Home network configures the NB-IOT UEs with at least 4 ACDC categories to each of the service. Whether existing 16 categories are too many is FFS. Serving network broadcasts control information for each ACDC category in system information, i.e. barring factor and barring time. NB-IOT UEs’ processing procedures are the same as Rel-13 ACDC capable UEs.
Advantage: ACDC can assign different priorities for services in NB-IOT UEs. And by assigning services in each group of NB-IOT UEs with different ACDC categories, ACDC can also sets different priorities among UEs. Therefore, ACDC is capable to execute access control per UE and per service. By this means ACDC can cover the functions of ACB and EAB and is more flexible than them. Especially in extreme urgent situation, we should only allow some particular services in some particular NB-IOT UEs to pass the check. 
Disadvantage: Network should broadcast barring factor and barring time for each ACDC category, which may occupy more space of system information than ACB and EAB.
Option 2: NB-IOT supports ACB
The legacy ACB is designed respectively for mobile originating signaling, mobile originating data and emergency calls. For NB-IOT, mobile originating signaling and mobile originating data can be substituted by normal reports. And emergency calls may be replaced by exception reports. Therefore, serving network only broadcast two groups of barring information, i.e. barring factor and barring time, for normal reports and exception reports. This kind of ACB is more concise than ACDC. 
Advantage: Serving network only broadcast two groups of barring information. 

Disadvantage: Although ACB barring timer formula contains random factor, there is a great probability that many barred UEs may set the similar barring timer due to large scale of NB-IOT UEs. This may cause the continuous congestion. This may happen in extreme emergency situation when large amount of NB-IOT UEs request to send exception reports. 
Option 3: NB-IOT supports EAB

EAB is a bitmap solution associated to AC0-9. In order to support EAB, NB-IOT UEs should be assigned to different access class from 0 to 9 just as legacy UEs. Network broadcast EAB bitmap parameters in system information.
Advantage: NB-IOT can simply reuse the existing EAB solution. And network can set priority for specific UEs by EAB.
Disadvantage: EAB solution may be inefficient to alleviate congested situation. Since it is hard to deploy uniformly among different access classes, the deployment may affect the effect of EAB. For example, in one particular cell, most of UEs are AC0-4. If network broadcast EAB parameters as ‘0000011111’, almost no UE in this cell will be barred. (‘1’ stands for barred.) 
In conclusion, each of the three options has advantage and disadvantage. ACDC not only covers the function of ACB and EAB, but also is more flexible for access control of multiple dimensions. And ACDC has the similar complexity as ACB and EAB. Therefore, we think ACDC is more suitable for multi-service NB-IOT. 

Proposal 2: Execute ACDC for NB-IOT.

3
Conclusions
In this paper, we have discussed three optional access control mechanism for NB-IOT. We propose the following proposals:

Proposal 1: NB-IOT doesn’t support SSAC and ACB-skip.
Proposal 2: Execute ACDC for NB-IOT.
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