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In this document, we discuss how to specify access control for NB-IOT.
Discussion
There are several access control mechanisms in 36.331 e.g. ACB, SSAC, EAB and ACB skip. We wonder if all of those mechanisms should be copied to NB-IOT. For instance, use cases of SSAC and ACB skip are MMTEL voice, video and SMS. MMTEL voice and video seem not what we will focus in NB-IOT. And we wonder if we really need to differently handle SMS services in NB-IOT. 
Regarding EAB, the benefit of EAB comes from fast update of EAB barring information. However, we do not know how system information will be updated in NB-IOT. Moreover, support of EAB seems not essential in NB-IOT.
We think that ACB needs to be supported in NB-IOT as baseline. We do not see any big benefit of using other mechanisms than ACB or implementing new mechanism in the initial release of NB-IOT. We propose that RAN2 work on ACB specified in 36.331 to support access control in NB-IOT. 
Proposal 1: RAN2 works for support of ACB in NB-IOT. 
On top of that, it should be noted that RAN2 previously worked on access control mechanism based on SA1 requirements. We think that SA1 needs to confirm whether all SA1 requirements on ACB in 22.011 can be applied to NB-IOT. We propose that RAN2 should send LS to SA1 in order to confirm whether all SA1 requirements on ACB can be applied to NB-IOT.
Proposal 2: RAN2 should send LS to SA1 in order to confirm whether all SA1 requirements on ACB can be applied to NB-IOT.
Note that in our view, using ACB in NB-IOT will only require minor impact on SA1 requirements on 22.011 as shown in the box below.
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4.1	Purpose
Under certain circumstances, it will be desirable to prevent UE users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a  PLMN. Such situations may arise during states of emergency, or where 1 of 2 or more co-located PLMNs has failed.
Broadcast messages should be available on a cell by cell basis indicating the class(es) or categories of subscribers barred from network access.
The use of these facilities allows the network operator to prevent overload of the access channel under critical conditions.
It is not intended that access control be used under normal operating conditions.
It should be possible to differentiate access control between CS and PS domains. Details are specified in TS23.122[3] and TS25.304 [10]. Not all RATs need to support this functionality. NB-IOT only supports the functionality specified in sub-clause 4.3.1.
4.3	Operation
4.3.1	Access Class Barring
If the UE is a member of at least one Access Class which corresponds to the permitted classes as signalled over the air interface, and the Access Class is applicable in the serving network, access attempts are allowed. Additionally, in the case of the access network being UTRAN the serving network can indicate that UEs are allowed to respond to paging and perform location registration (see, sec 3.1), even if their access class is not permitted. Otherwise access attempts are not allowed. Also, the serving network can indicate that UEs are restricted to perform location registration, although common access is permitted. If the UE responded to paging it shall follow the normal defined procedures and react as specified to any network command. 
Note: The network operator can take the network load into account when allowing UEs access to the network. 
Access Classes are applicable as follows:
Classes 0 - 9			-	Home and Visited PLMNs;
Classes 11 and 15	-	Home PLMN only if the EHPLMN list is not present or any EHPLMN;
Classes 12, 13, 14	-	Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.
Any number of these classes may be barred at any one time.
In the case of multiple core networks sharing the same access network, the access network shall be able to apply Access Class Barring for the different core networks individually.
The following is the requirements for enhanced Access control on E-UTRAN including NB-IOT.
- 	The serving network shall be able to broadcast mean durations of access control and  barring rates (e.g. percentage value) that commonly applied to Access Classes 0-9 to the UE. The same principle as in UMTS is applied for Access Classes 11-15, except for NB-IOT UEs.
- 	E-UTRAN shall be able to support access control based on the type of access attempt (i.e. mobile originating data or mobile originating signalling), in which indications to the UEs are broadcasted to guide the behaviour of UE. E-UTRAN shall be able to form combinations of access control based on the type of access attempt e.g. mobile originating and mobile terminating, mobile originating, or location registration.  The ‘mean duration of access control’ and the barring rate are broadcasted for each type of access attempt (i.e. mobile originating data or mobile originating signalling).
- 	The UE determines the barring status with the information provided from the serving network, and perform the access attempt accordingly. The UE draws a uniform random number between 0 and 1 when initiating connection establishment and compares with the current barring rate to determine whether it is barred or not. When the uniform random number is less than the current barring rate and the type of access attempt is indicated allowed, then the access attempt is allowed; otherwise, the access attempt is not allowed.  If the access attempt is not allowed, further access attempts of the same type are then barred for a time period that is calculated based on the ‘mean duration of access control’ provided by the network and the random number drawn by the UE.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for SMS access attempts in SMS over SGs, SMS over IMS (SMS over IP), and SMS over S102.  This indication is valid for Access Classes 0-9 and 11-15. This indication is not applied to NB-IOT UEs.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL voice access attempts. This indication is valid for Access Classes 0-9  and 11-15. This indication is not applied to NB-IOT UEs.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL video access attempts. This indication is valid for Access Classes 0-9  and 11-15. This indication is not applied to NB-IOT UEs.



In 36.331, eNB can use the RRC Connection Reject message to reject a request of RRC connection establishment e.g. in congestion. We think that NB-IOT also needs to provide congestion control and the RRC connection reject will be useful for NB-IOT.
Proposal 3: The RRC Connection Reject message is supported in NB-IOT.
In E-UTRAN, eNB may use Establishment Cause in the RRC Connection Request message to determine whether or not to reject a request of RRC connection establishment. The current RRC specification in LTE supports emergency access, high priority access, MO-signalling, MO-data, and delay tolerant access as Establishment Cause.
In our view, NB-IOT will be optimized for small data transmissions. Thus, most of uplink transmissions may come with delay tolerant access. We wonder whether or not MO-data and delay tolerant access should be differentiated in NB-IOT. Probably, all mobile originating calls could come with one single establishment cause e.g. ‘MO-data’ only. 
Proposal 4: MO-data and MO-signalling are supported as the Establishment Cause of the RRC Connection Request message. But, delay tolerant access is not used in NB-IOT.
RAN2 assume that there is no need to support limited service state or emergency call. And we wonder if high priority access should be also supported in NB-IOT. Support of high priority access seems not essential for NB-IOT.
Proposal 5: High priority access is not used in NB-IOT
Finally, we think that SIB size can be dramatically reduced in NB-IOT according to our proposals. The potential change in SIB2 for NB-IOT is shown below.
SystemInformationBlockType2 information element
(NOTE: Only access control mechanism parameters are shown below)
-- ASN1START

SystemInformationBlockType2 ::=		SEQUENCE {
	ac-BarringInfo						SEQUENCE {
		ac-BarringForEmergency				BOOLEAN,
		ac-BarringForMO-Signalling			AC-BarringConfig				OPTIONAL,	-- Need OP
		ac-BarringForMO-Data				AC-BarringConfig				OPTIONAL	-- Need OP
	}																		OPTIONAL,	-- Need OP
	...,
	lateNonCriticalExtension		OCTET STRING (CONTAINING SystemInformationBlockType2-v8h0-IEs)						OPTIONAL,
	[[	ssac-BarringForMMTEL-Voice-r9		AC-BarringConfig				OPTIONAL,	-- Need OP
		ssac-BarringForMMTEL-Video-r9		AC-BarringConfig				OPTIONAL	-- Need OP
	]],
	[[	ac-BarringForCSFB-r10				AC-BarringConfig			OPTIONAL	-- Need OP
	]],
	[[	
		ac-BarringSkipForMMTELVoice-r12    ENUMERATED {true}         OPTIONAL,  -- Need OP
        ac-BarringSkipForMMTELVideo-r12    ENUMERATED {true}         OPTIONAL,  -- Need OP
        ac-BarringSkipForSMS-r12           ENUMERATED {true}         OPTIONAL,   -- Need OP
        ac-BarringPerPLMN-List-r12          AC-BarringPerPLMN-List-r12 OPTIONAL   -- Need OP
	]]
}


AC-BarringConfig ::=				SEQUENCE {
	ac-BarringFactor					ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	ac-BarringTime						ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	ac-BarringForSpecialAC				BIT STRING (SIZE(5))
}

AC-BarringPerPLMN-List-r12 ::= 		SEQUENCE (SIZE (1.. maxPLMN-r11)) OF AC-BarringPerPLMN-r12

AC-BarringPerPLMN-r12 ::=			SEQUENCE {
	plmn-IdentityIndex-r12					INTEGER (1..maxPLMN-r11),
	ac-BarringInfo-r12						SEQUENCE {
		ac-BarringForEmergency-r12			BOOLEAN,
		ac-BarringForMO-Signalling-r12		AC-BarringConfig	OPTIONAL,	-- Need OP
		ac-BarringForMO-Data-r12			AC-BarringConfig	OPTIONAL	-- Need OP
	}															OPTIONAL,	-- Need OP
	ac-BarringSkipForMMTELVoice-r12		ENUMERATED {true}		OPTIONAL,	-- Need OP
	ac-BarringSkipForMMTELVideo-r12		ENUMERATED {true}		OPTIONAL,	-- Need OP
	ac-BarringSkipForSMS-r12			ENUMERATED {true}		OPTIONAL,	-- Need OP
	ac-BarringForCSFB-r12				AC-BarringConfig		OPTIONAL,	-- Need OP
	ssac-BarringForMMTEL-Voice-r12		AC-BarringConfig		OPTIONAL,	-- Need OP
	ssac-BarringForMMTEL-Video-r12		AC-BarringConfig		OPTIONAL	-- Need OP
}

-- ASN1STOP

Conclusion
We propose that RAN2 agree the followings:
Proposal 1: RAN2 works for support of ACB in NB-IOT. 
Proposal 2: RAN2 should send LS to SA1 in order to confirm whether all SA1 requirements on ACB can be applied to NB-IOT.
Proposal 3: The RRC Connection Reject message is supported in NB-IOT.
Proposal 4: MO-data and MO-signalling are supported as the Establishment Cause of the RRC Connection Request message. But, delay tolerant access is not used in NB-IOT.
Proposal 5: High priority access is not used in NB-IOT
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