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1 Introduction
SA2 has sent a LS [1] to RAN2 indicating that they have reached on CIoT architecture for NB-IOT as below

SA2 would like to inform that SA2 has reached agreements on CIoT architecture for NB-IOT as shown in S2-153636.

SA2 has agreed, for normative work, to progress Solution 2 from TR 23.720 v1.1.0 as a mandatory feature for the UE and the Network and Solution 18 as an optional feature.

Solution 2: Infrequent small data transmission using pre-established NAS security is described in section 6.2 of TR 23.720 [2].

In this document, we discuss the RRC procedures in the context of solution 2, i.e. the control plane solution.
2 Discussion
Solution 2: Infrequent small data transmission using pre-established NAS security is described in section 6.2 of TR 23.720 [2].Three main procedures are identified as below; they are used as reference for the discussions in this document. 

- 
CIoT attach procedure

-
Procedure for MO Small Data Transfer (and response)

-
Procedure for MT Small Data Transfer 

2.1 Security procedures 
One major aspect of solution 2 is that there is no establishment of DRBs and S1-U bearers and that the data transmission use pre-established NAS security. There are no access stratum security procedures.

Proposal 1: The Security Mode Command procedure, RRC Connection Re-establishment procedure and Counter Check procedure are not applicable in NB-IOT. 
2.2 Paging procedure

The Paging procedure is used in solution 2 in the procedure for MT Small Data Transfer, there is no impact inferred on the Paging procedure by solution 2.

Proposal 2.1: The Paging procedure is supported for notification of MT call.
In existing specification, the paging procedure is also used for notification of system information change. 

In NB-IOT, according to the traffic model in TR 45.820 [3], the UE is in long sleep mode most of the time and does not monitor the paging channel. Therefore, notification of system information change via the paging message is not useful for UEs that use extended DRX.

For UEs that use short DRX cycle (i.e. up to 2.56 s as per legacy DRX cycle), there is the possibility of reading the MIB to check for system information change rather than receiving the paging message once every BCCH modification period. We think that there is no big difference in the UE power consumption and not sending a paging message (or at least transmitting a M-PDCCH) in each paging occasion of the modification period will save capacity.

Proposal 2.2: The Paging procedure is not used for the notification of system information change.  

2.3 RRC Connection Establishment procedure
The three procedures described in TR 23.720 [2] involve a RRC Connection Establishment procedure.  

The RRC Connection Establishment procedure is used to carry NAS signalling (e.g. attach request, service request, …) or to carry user data (e.g. SMS or IP/ non-IP data). 

TR 23.720 also indicates the following:

-
When the RRC connection is established to send data, the UE can also indicate whether acknowledgment/response to the IP packet is expected or not.

-
For congestion control, the establishment of a NAS signalling connection for small data transmission needs to be differentiated from NAS signalling connection for control signalling.
Proposal 3.1: The RRC Connection Establishment procedure is supported in NB-IOT.
The establishment cause should allow distinguishing between NAS signalling and data which is already possible. However, there is a need to redefine the possible establishment causes according to the requirements of NB-IOT, e.g. no support for emergency call, support for exception reporting, no distinction delay tolerant or not… 
EstablishmentCause ::=



ENUMERATED {











emergency, highPriorityAccess, mt-Access, mo-Signalling,











mo-Data, delayTolerantAccess-v1020, spare2, spare1}

Proposal 3.2: RAN2 to redefine the RRC connection establishment cause for NB-IOT.
The procedure for access barring during RRC connection establishment should be supported in NB-IOT. However, the details should be revisited in line with the selected access control mechanism and the types of access supported in NB-IOT.

Proposal 3.3: RAN2 to revisit the procedure for access barring in NB-IOT.
In the existing specification, the RRC connection reject message can include a wait time (applicable to all establishment causes) and an extended wait time (only applicable to delay tolerant access). In NB-IOT, all UEs are delay tolerant. 

Proposal 3.4: Only one “wait time”, equivalent to the extended wait time, is needed in NB-IOT.
In solution 2, the RRC connection setup complete message can carry NAS signaling or data.

A new indication should be added to indicate that the UE expects an application response/ acknowledgment to the data transfer

A number of fields currently included in the RRC connection setup complete message are not applicable to NB-IOT (e.g. gummei-Type, rlf-InfoAvailable, logMeasAvailable, rn-SubframeConfigReq, connEstFailInfoAvailable, mobilityState, mobilityHistoryAvail, logMeasAvailableMBSFN) and should be removed to reduce the size of the message. 

Proposal 3.5: RAN2 to revisit the content of the RRC connection setup complete message. 

2.4 RRC Connection Reconfiguration procedure
In LTE, the RRC connection reconfiguration procedure is used for many purposes, e.g. to establish/ modify/ release RBs, to perform handover, to setup/ modify/ release measurements, to add/ modify/ release SCells. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE.

None of the purposes listed above are applicable to the solution 2 for NB-IOT. The only use that remains is to provide UE specific configuration (e.g. physical layer configuration, layer 2/3 configuration …). 

In NB-IOT, most RRC connections are short lived and only involve the exchange of a few messages over the air interface. As the data are encapsulated within NAS messages, it is our understanding that no UE context setup procedure takes place over the S1 interface and that the eNB does not get UE subscription information or UE capabilities. In this context, there seems to be no motivation to configure UE with specific parameters.

Proposal 4.1:  RRC connection reconfiguration does not have to be performed for any RRC connections for the control plane solution, including when the connection is used for data transfer.
For some specific data transfer (e.g. software update), assuming that the eNB can get the knowledge about it and eventually be able to obtain the UE capabilities from the MME, it may be useful to provide the UE with a configuration different from the default/common configuration (e.g. to disable autonomous connection release, to provide different values for DRX in connected mode, different L1/L2 parameters..)  
Proposal 4.2 RAN2 to discuss under what circumstances RRC Connection Reconfiguration procedure maybe useful, for example software update, and determine whether it is needed.
2.5 RRC Connection Release procedure
In solution 2 in TR 23.720, both network triggered connection release and autonomous (timer-based) connection release are assumed.  

At RAN2#91bis, we have already proposed to introduce an autonomous (timer-based) RRC connection and this is further discussed in [4].
Proposal 5.1: Autonomous (timer-based) connection release is supported in NB-IOT.

Proposal 5.2: Connection release using the RRC Connection Release procedure is supported in NB-IOT.

2.6 Transport of NAS message

In solution 2 for NB-IOT, NAS signalling and (SMS, IP, non-IP) data are carried over DL information transfer and UL Information transfer messages. It is unclear if an indication of which type of information is carried is needed.

Proposal 6.1: DL information transfer and UL information transfer messages are supported and carried over SRB1 in NB-IOT.

Proposal 6.2: It is FFS whether there is a need to indicate / identify which information e.g. NAS signaling / SMS/ data is carried in the NAS container. 
Same as in existing specification, the upper layers should be notified if a failure (e.g. RL failure) occurs before the successful delivery of a UL information transfer message has been confirmed by lower layers.

Proposal 6.3: The upper layers are notified if the successful delivery of a UL information transfer message is not confirmed by the lower layers.
2.7 UE Capability Transfer
In the context of Solution 2, where no S1 UE Context Setup procedure is taking place, it is unclear how the UE capability container will be handled between the eNB and the MME and it should be discussed whether the existing mechanism can be reused or if a new mechanism should be defined.
Proposal 7: RAN2 to discuss the mechanism for UE capability transfer in NB-IOT.
3 Conclusion

In this document, we have discussed the RRC procedures needed to support solution 2 in TR 23.720 for NB-IOT and we have the following proposals:
Proposal 1: The Security Mode Command procedure, RRC Connection Re-establishment procedure and Counter Check procedure are not applicable in NB-IOT. 
Proposal 2.1: The Paging procedure is supported for notification of MT call.

Proposal 2.2: The Paging procedure is not used for the notification of system information change.  

Proposal 3.1: The RRC Connection Establishment procedure is supported in NB-IOT.

Proposal 3.2: RAN2 to redefine the RRC connection establishment cause for NB-IOT.

Proposal 3.3: RAN2 to revisit the procedure for access barring in NB-IOT.

Proposal 3.4: Only one “wait time”, equivalent to the extended wait time, is needed in NB-IOT.

Proposal 3.5: RAN2 to revisit the content of the RRC connection setup complete message. 

Proposal 4.1: RRC connection reconfiguration does not have to be performed for any RRC connections for the control plane solution, including when the connection is used for data transfer.
Proposal 4.2: RAN2 to discuss under what circumstances RRC Connection Reconfiguration procedure maybe useful, for example software update, and determine whether it is needed.
Proposal 5.1: Autonomous (timer-based) connection release is supported in NB-IOT.

Proposal 5.2: Connection release using the RRC Connection Release procedure is supported in NB-IOT.

Proposal 6.1: DL information transfer and UL information transfer messages are supported and carried over SRB1 in NB-IOT.

Proposal 6.2: It is FFS whether there is a need to indicate / identify which information e.g. NAS signaling / SMS/ data is carried in the NAS container. 
Proposal 6.3: The upper layers are notified if the successful delivery of a UL information transfer message is not confirmed by the lower layers.
Proposal 7: RAN2 to discuss the mechanism for UE capability transfer in NB-IOT.
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