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1. Introduction
In the last meeting, lots of agreements were made and captured in the running CR [1]. In addition, SA2 has conclusions in SA2 TR 23.720 v1.1.0 [2]. 
For NB-IOT following conclusions apply: 

·  Solution 2 in clause 6.2 is considered as the basis for the normative work for support of infrequent small data transmission (for IP data, non-IP data and SMS). Support of solution 2 is mandatory for both the UE and the network.

· Solution 18 in clause 6.18 is considered as the basis for the normative work for support of infrequent small data transmission (for IP data and SMS). Support of solution 18 is optional for both the UE and the network. Solution 18 can adopt other solutions (e.g. solution 10, solution 15) to provide support for non-IP data.

In this paper, we discuss some RRC aspects according to SA2 conclusions above.
2. Discussion on solution 2
2.1 NAS signaling and small data transmission
In solution 2 of SA2 TR, it is describe that a new NAS messge format is used to carry small data (IP, non-IP or SMS) without the need to setup DRB. It is also indicated that RAN may decide to optimize RRC connection establishment procedure to minimize signalling for CIoT devices and decide how to transfer the new NAS message carrying small data over the radio interface for CIoT RAT. Therefore small data is transmitted by SRB. RAN2 also identified no motivation to support SRB2 [1]. Hence we propose:
Proposal 1: DRB is not supported for NB-IoT UE which only supports solution 2.
Proposal 2: SRB2 is not supported and NAS message carrying small data is transmitted over SRB1 for solution 2.
There are three options to transmit the NAS signaling message (such as CIoT Attach Request, Tracking Area Update Request or Service Request) and new NAS message carrying small data:
· NAS signling message/NAS message carrying small data is piggybacked in RRCConnectionRequest

· NAS signling message/NAS message carrying small data is piggybacked in RRCConnectionSetupComplete

· NAS signling message/NAS message carrying small data is not piggybacked in any of RRCConnectionRequest and RRCConnectionSetupComplete. 
In LTE, the NAS signaling message can be piggbacked in the RRCConnectionSetupComplete message as shown below. 

RRCConnectionSetupComplete-r8-IEs ::= SEQUENCE {


selectedPLMN-Identity



INTEGER (1..maxPLMN-r11),


registeredMME





RegisteredMME





OPTIONAL,


dedicatedInfoNAS




DedicatedInfoNAS,

nonCriticalExtension



RRCConnectionSetupComplete-v8a0-IEs
OPTIONAL

}

Considering reuse of LTE functionality as much as possible in NB-IoT, NAS signalling message piggybacked in RRCConnectionSetupComplete should be supported in NB-IoT. Furthermore from RRC perspective, RRC does not care about the NAS signaling message or NAS message carrying small data is piggybacked. Hence we propose:
Proposal 3: At most one NAS signallig message or NAS message carrying small data can be piggybacked in RRCConnectionSetupComplete in the RRC connection establishment procedure.
In LTE, the NAS signaling message can be sent by the UE in ULInformationTransfer procedure and by the network in DLInformationTransfer procedure.
ULInformationTransfer-r8-IEs ::=
SEQUENCE {


dedicatedInfoType


CHOICE {



dedicatedInfoNAS




DedicatedInfoNAS,


dedicatedInfoCDMA2000-1XRTT


DedicatedInfoCDMA2000,



dedicatedInfoCDMA2000-HRPD


DedicatedInfoCDMA2000


},


nonCriticalExtension



ULInformationTransfer-v8a0-IEs






OPTIONAL

}

DLInformationTransfer-r8-IEs ::=
SEQUENCE {


dedicatedInfoType




CHOICE {



dedicatedInfoNAS




DedicatedInfoNAS,


dedicatedInfoCDMA2000-1XRTT


DedicatedInfoCDMA2000,



dedicatedInfoCDMA2000-HRPD


DedicatedInfoCDMA2000


},


nonCriticalExtension



DLInformationTransfer-v8a0-IEs

OPTIONAL

}

A NB-IoT UE may have a NAS signaling message or a NAS message carrying small data to transmit after RRC connection is established. Besides, the network may transmit a NAS message carrying small data to the NB-IoT UE. To transfer the NAS signaling message or NAS message carrying small data, a UL RRC container message like ULInformationTransfer and a DL RRC container message like DLInformationTransfer are needed. Therefore we propose:
Proposal 4: A UL NAS signaling message or UL NAS message carrying small data can be transmitted by a UL RRC container message for solution 2. A DL NAS signaling or DL NAS small data can be transmitted by a DL RRC container message for solution 2.
2.2 Security
In solution 2 of SA2 TR, SA2 indicates that there is no need to setup DRB and AS security for infrequent MO/MT small data transmission using pre-established NAS security. Besides, in CIoT attach procedure of solution 2 of SA2 TR, C-SGN performs any necessary security procedures. It seems that AS security is also not needed for CIoT attach procedure from SA2 perspective. 
Proposal 5: Security Mode procedure is not needed for NB-IoT UE which only supports solution 2.
We are not sure whether SA3 has identified no need to setup AS security as well. If SA3 identifies the AS security is needed, then the AS security should be setup during RRC connection establishment procedure. The AS security configuration is transmitted in RRC Connection Setup message.
Proposal 6: Send a LS to SA3 to confirm that there is no need to have AS security for solution 2.
2.3 RRC Connection Reconfiguration
The RRC Connection Reconfiguraiton is maily used to configure SRB2, DRB, measurement, handover, CA and DC. Solution 2 of SA2 TR does not need to setup DRB and RAN2 agrees that handover, measurement, CA and DC are not supported and there is no motivation to support SRB2 for NB-IoT. Hence the RRC Connection Reconfiguration may not be needed. If other configurations are needed, they can be added in the RRC Connection Setup message.
Proposal 7: No need to support the RRC Connection Reconfiguration procedure for solution 2.
3. Discussion on solution 18 
3.1 Supporting solution 18 in Release 13 or not
Solution 18 is a user plane based solution. User plane data is transmitted over DRB instead of SRB. Hence the current RRC procedures such as RRC Connection Establishment procedure, Security Mode procedure and RRC Connection Reconfiguration procedure need to be defined for NB-IoT. Besides, solution 18 introduces storing a UE AS information in RAN and uses two new RRC procedures: RRC suspend and RRC resume procedures to suspend SRB and DRB and resume the SRB and DRB. It is much similar to URA_PCH state in UMTS. Compared to solution 2, more efforts would be taken.  Considering the limited time left for NB-IoT, we propose:

Proposal 8: Decide solution 18 should be included for Release 13 or postponed.

3.1 Indicating support of solution 18

It is noted that SA2 TR does not described CIoT attach procedure in solution 2 is applied to solution 18. Hence we think the UE performs a LTE-like attached procedure in solution 18. A default EPS bearer context is established during the LTE-like attach procedure which is similar to the current LTE attach procedure.
Besides, SA2 TR indicates that support of solution 2 is mandatory for the UE and network and support of solution 18 is optional for the UE and network. It brings two issues for the UE supporting both solution 2 and solution 18:
· How does the UE decide to perform solution 2 or solution 18?

· How does the UE know the network supports solution 18? 
Regarding issue 1, we think it can be left to the UE implementation. Regardign issue 2, the network needs to signal support of solution 18. There are two alternatives to signal it:

1) Signal support of solution 18 in system information. 
2) Signal support of solution 18 in CIoT attach accept message. 
Alternative 2 implies that the UE has to perform CIoT attach first since the network is mandatory to support solution 2. Then the UE may perform CIoT detach first and the LTE-like attach if the UE wants to use solution 18. 
If companies think solution 18 should be included in Release 13, then we propose to signal support of solution 18 in system information since alternative 2 brings is not efficient.
Proposal 9: The network signals support of solution 18 in system information.

4. Conclusion 
In this contribution we provide proposals below. RAN2 is kindly asked to discuss and make decisions.

Proposal 1: DRB is not supported for NB-IoT UE which only supports solution 2.

Proposal 2: SRB2 is not supported and NAS message carrying small data is transmitted over SRB1 for solution 2.
Proposal 3: At most one NAS signallig message or NAS message carrying small data can be piggybacked in RRCConnectionSetupComplete in the RRC connection establishment procedure for solution 2.
Proposal 4: A UL NAS signaling message or UL NAS message carrying small data can be transmitted by a UL RRC container message for solution 2. A DL NAS signaling or DL NAS small data can be transmitted by a DL RRC container message for solution 2.
Proposal 5: Security Mode procedure is not needed for NB-IoT UE which only supports solution 2.

Proposal 6: Send a LS to SA3 to confirm that there is no need to setup AS security for solution 2.

Proposal 7: No need to support the RRC Connection Reconfiguration procedure for solution 2.
Proposal 8: Decide solution 18 should be included for Release 13 or postponed.

Proposal 9: The network signals support of solution 18 in system information.
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6. Annex

6.2
Solution 2: Infrequent small data transmission using pre-established NAS security
6.2.1
Description

6.2.1.1
General

This solution corresponds to the Key issue 2 – “Efficient support of infrequent small data transmission for Cellular IoT” and Key Issue 6 – “Support for non-IP data”.

The solution is based on the Lightweight CN architecture for CIoT as described in clause 6.1. 
NOTE: 
P-GW is only used to support roaming case. For non-roaming case, SGi interface terminates on C-SGN and C-SGN can send/receive data on SGi directly.
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Figure 6.2.1.1-1: E2E small data flow
6.2.1.2
CIoT Attach Procedure
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 Figure 6.2.1.2-1: CIoT Attach Procedure 
0.  RRC connection establishment procedure. 

NOTE: 
RAN may decide to optimize RRC connection establishment procedure to minimize signalling for CIoT devices. 

1.  The UE performs Attach Procedure. During Attach procedure, CIoT UE indicates that this attach is for CIoT. CIoT BS selects C-SGN optimized for CIoT based on UE indication or based on pre-configuration. CIoT UE also indicate specific Data Type (e.g. IP and/or non-IP and/or SMS). An APN may be indicated.

2.  C-SGN performs any necessary security procedures.

3.  Location update and retrieval of subscription information.

4.  C-SGN processes the Attach Request message and based on parameters provided decide the need for establishing IP Bearer Service. 

For Data Type = IP, PDN type indicates type of IP address (i.e. IPv4, IPv6) to be allocated. C-SGN allocates an IP address based on the PDN type in Attach Request. No NAS Session Management signalling is needed. In the roaming case, C-SGN sends a Create Session Request (or new control message) to the P-GW indicating this is CIoT attach and Data Type. P-GW allocates an IP address based on the PDN type in Attach Request.

For Data Type = non-IP, C-SGN does not run any IP related operation e.g. IP address allocation. Based on the configuration C-SGN, may establish a direct forwarding path, e.g. point to point tunnel on per UE per PDN basis, towards AS. Alternatively based on configuration and if SCEF is deployed, C-SGN may decide to route small data via SCEF. 

NOTE: The configuration can be done based criterion such as SLA between operator and 3rd party application service provider etc.

For Data Type = SMS, no IP address needs to be allocated and no Create Session Request is sent to the PGW. 

5.  In roaming case only, depending on Data Type, P-GW sends Create Session response (or new control message) to the C-SGN. For IP data case, it contains allocated IP address.
6.  C-SGN responds by sending an Attach Accept message to the UE without any session management message. For Data Type= IP, allocated IP address is sent to the UE.

7.  The UE responds with an Attach Complete message.

8.  The RRC connection is released.
6.2.1.3
Procedure for MO Small Data Transfer (and response):
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Figure 6.2.1.3-1: CIoT Mobile originated (MO) Small data transmission 
0.
The UE performs Attach Procedure as shown in clause 6.2.1.2.

1.
The UE requests the UE's AS to establish an RRC connection. A new NAS message format is used to carry the small data packet (i.e. IP, non-IP, SMS) in an encrypted IE. The UE can also indicate whether acknowledgment/response to the IP packet is expected or not. There is no need to set up DRB and AS security.
NOTE 1:
It is RAN decision how to transfer the small data NAS PDU over the radio interface for CIoT RAT.
NOTE 2: 

For congestion control, the establishment of a NAS signalling connection for small data transmission needs to be differentiated from NAS signalling connection for control signalling. The differentiation can be applied between the UE and CIoT RAN, and between CIoT RAN and C-SGN.

The unencrypted part of this new NAS PDU carries the "eKSI and Sequence Number" IEs as usual for encrypted NAS messages. The C-SGN uses this, and the S-TMSI, to identify the security context to decrypt the small data packet.

2.
The CIoT RAN forwards NAS PDU and the indication on whether ack/response is expected to the C-SGN in the initial UE message.

NOTE 3: In case of multiple small data packet transmission, subsequent small data packets are contained in UL NAS transport without requiring establishment of RRC connection.

3.
The C-SGN decrypts the NAS message, obtaining the small data packet. C-SGN forwards the small data using appropriate mechanism depending on Data Type. For IP small data C-SGN sends it over SGi. For SMS C-SGN sent it to SMS-SC. For non-IP small data C-SGN, based on configuration, sends it to SCEF (as defined in solution 4a) or to AS using point-to-point IP forwarding tunnel (as defined in solution 10). In roaming case the data traverse through P-GW.


4.
If no acknowledgment/response to the small data packet is expected (based on the subscriber information and the Ack/Rsp indication from the UE), the C-SGN immediately releases the connection. Otherwise, when a (response) small data packet arrives in the P-GW, sends it to the C-SGN.

5.
The C-SGN encrypts the NAS message with the downlink small data packet and sends the downlink NAS transport message to the CIoT-RAN. C-SGN releases the signalling connection after the timer monitoring the connection expires.

6.
CIoT-BS sends the Downlink Information Transfer including the NAS message to UE and also releases the RRC connection after the timer monitoring the connection expires.

6.2.1.4
Procedure for MT Small Data Transfer 

This uses similar concepts to the MO case described above.
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Figure 6.2.1.4-1: CIoT Mobile terminated Small data transmission 

0.
The UE performs Attach Procedure as shown in clause 6.2.1.2.

1.
C-SGN receives small data packet (IP, non-IP, SMS).

2.
If there is no signalling connection with the UE, the C-SGN buffers the received small data packet, and pages UE. The UE sends the Service Request message to C-SGN.

3.
The C-SGN then sends the small data packet in an encrypted IE in a NAS PDU in a Downlink NAS message and the CIoT-BS sends the NAS PDU onto the UE. There is no need to set up DRB and AS security.
4.
The UE might send a packet as an acknowledgement that is sent in an encrypted IE in a NAS PDU in an UL RRC message. The CIoT-BS forwards the NAS PDU to the C-SGN. After the timer monitoring the connection expires, the C-SGN, UE and CIoT-BS release the connection locally.

5.
The C-SGN decrypts the NAS-PDU and forward to appropriate node depending on Data Type.

6.2.2
Impacts on existing nodes and functionality
Impacts on UE:

-
Handle "small data" transaction (including transfer the encrypted uplink packet to C-SGN in the first NAS message).

Impacts on RAN:

-
Handle "NAS small data" session

-
C-SGN selection for CIoT UE.

Impacts on C-SGN comparing with MME:

-
Receive the uplink small data packet from UE by NAS.

-
Receive and encrypt the downlink small data packet and transfer to UE by NAS.

-    Attach without activating bearer service.

6.2.3
Solution Evaluation

Benefits:
-
No establishment of DRBs and S1-U bearers.

-
Reduced signalling procedures in the core network and radio interface.

-    The solution provides the same efficiency to both stationary and mobile devices.

-    The same transport mechanism can cover a wide range of applications sending/receiving infrequent small data (e.g. IP, non-IP and SMS).

This solution piggybacks uplink small data onto the initial NAS uplink message that is extended and it uses an additional NAS message for carrying downlink response small data. The efforts for setting up the user plane, i.e. related RRC messages and AS security setup, can be avoided. This solution does not preclude delivery of very infrequent large data (e.g. software update/software patches). C-SGN capacity needs to be suitable for this traffic;

The data transfer on the radio interface depends on the CIoT RAN design.

6.18
Solution 18: User plane based solution with AS information stored in RAN

6.18.1
Description

6.18.1.1
General

The main contributors to the signalling overhead are procedures used in current S1-based EPS architecture required for UE state transition, i.e. at transition between the Idle and the Connected state. This solution is a merge of solutions 6.5 and 6.6.
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Figure 6.18.1.1-1: Legacy connection setup

Figure 6.18.1.1-1 illustrates current S1/EPS architecture based procedures required to establish and tear down a connection in order for the UE to be able to transfer/receive user plane, i.e. procedures applicable at UE Idle/Connected state transition. As can be seen there is a significant signalling overhead on the radio/Uu, S1AP interface. In order to reduce the signalling overhead and the associated processing load in the network required by the procedures illustrated above a solution is proposed that is based on the re-use of information from the previous RRC connection for the subsequent RRC connection setup.

It is proposed that this functionality is supported on an eNB basis, i.e. the resumption of the previously suspended connection is limited to the cells configured on the eNB where that connection was previously suspended. However, this solution can also be introduced and supported for UEs having transactions over multiple eNBs by introducing it over a cluster of eNBs that support UE Context transfer between the eNBs via the X2 interface, see TS 36.300 using handover preparation procedure see clause 20.2.2.1.

The signalling overhead reduction is realized by introducing two new procedures 'RRC Suspend' and 'RRC Resume' that are described in clauses 6.18.1.3 and 6.18.1.4 and the introduction of a modified UE behaviour in new CIoT Idle state where relevant AS information is always stored at transition to Idle, triggered by a RRC Suspend procedure, and re-used for a subsequent connection setup by a new type of UE.

In the context of this solution, the UE stores the relevant AS information at transition into ECM-Idle triggered by a RRC Suspend procedure. 

NOTE: 
This solution is based on the assumption that in the new CIoT Idle state the UE retains the AS context from the previous connection.

Throughout this solution the RRC-Idle state refers to the new CIoT RRC-Idle state. 

6.18.1.2
Initial connection and AS context setup

UE needs to perform an initial connection setup to establish the NAS signalling connection and provide the UE and network with an initial AS context, as shown in figure 6.18.1.1-1. NAS layer is aware that subsequently no Service Requests are required as long as a valid AS context in the network is found by the AS layer. If for any reason the AS layer context is missing in the network while the UE attempts a resume procedure, the resume procedure fails and the AS layer triggers a NAS Layer service request to establish a new initial AS layer context.

6.18.1.3
RRC Suspend procedure

The RRC Suspend procedure is used at transition from RRC-Connected to RRC–IDLE state and causes the UE to retain the Context in RRC-IDLE mode:

-
the eNodeB and the UE store RRC connection related information, e.g. Access Stratum Security Context, bearer related information (incl. RoHC state information) and L2/1 parameters when applicable. The eNB provides the UE with an identifier, referred as 'Resume ID' e.g. based on the eNB ID, used to address the relevant information stored in the eNB.

NOTE:
The design of the 'Resume ID' will be decided by TSG RAN.

-
Relevant network nodes store S1-MME UE association and S1-U bearer context related information. This basically means that the S1AP UE Contexts are stored and kept in the eNB and the MME. Additionally, the eNB stores and keeps the S1-U tunnel addresses. The latter reduces the processing load on the eNB required for establishment of S1-U bearers.

-
UE's mobility behaviour is the same as in LTE RRC-Idle state, e.g. the UE applies normal or extended Idle mode DRX parameters, performs cell re-selection etc.

-
At transition to RRC-IDLE, the EMM layer enters ECM-IDLE state.

NOTE:
Whether new messages and a new procedure is needed to suspend a RRC Connection will be investigated and decided by RAN WG2.
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Figure 6.18.1.3-1: Suspension of a RRC Connection

1.
Network decides to suspend the RRC Connection.

2.
eNB indicates to MME with a new S1AP message that the UE's RRC connection is suspended. MME and eNB store the S1AP association and the related UE Contexts. MME enters ECM state ECM- IDLE. MME stores the DL TEIDs associated with the UE and eNodeB.

3.
The MME sends a Release Access Bearers Request (Abnormal Release of Radio Link Indication or ‘new cause’) message to the S-GW that requests the release of all S1-U bearers for the UE. SGW considers UE being in Idle state.

NOTE: 
Whether Release Access Bearers Request message contains existing cause value or a new cause value will be decided by CT4.

4.
SGW provides a response to the step 3.

5.
MME Acks step 2.

6.
MME enters 'ECM-IDLE' state.

7.
eNB suspends the RRC Connection towards the UE. An identifier that is used at subsequent resumption of that suspended RRC Connection can be provided. The UE and the eNB store the related Context information, i.e. RRC configuration, bearer configuration (including RoHC state information), Access Stratum Security Context and L2/1 parameters when applicable. This message also contains the security algorithm configuration and the Next Hop Chaining Counter (NCC) associated with the K_eNB that is to be used at subsequent resumption.

8.
UE RRC layer enters RRC-IDLE state where it store the relevant AS information (see step 7) and the UE NAS layer enters ECM-IDLE state where it is aware that a NAS signalling connection is available.

6.18.1.4
RRC Resume procedure

At the transition from RRC- IDLE to RRC-CONNECTED, previously stored information in the UE as well as in the eNodeB is utilized to resume the RRC connection.

UE provides the previously received 'Resume ID' to be used by the eNB to access the stored information required to resume the RRC Connection. Furthermore it provides an Authentication Token used to securely identify the UE.

Relevant network nodes re-store/re-use S1-MME UE S1AP association and S1-U bearer context related information.

NOTE:
Whether new messages and a new procedure are needed to conduct the resumption of previously suspended RRC Connection will be investigated and decided by RAN WG2.

Given that NAS layer is aware that initial connection was setup, see sub-clause 6.18.1.2 no NAS Service Request will be issued and thus there is no need for RRC Connection Setup Complete message that is used to carry that message, see clause 6.5.1.4.

The reduction of signalling overhead is from 9 messages on the radio interface for legacy connection setup as shown in figure 6.18.1.1-1 down to 4 messages when using RRC Resume procedure as shown in the figure 6.18.1.4-1 below. The removed messages are:

-
RRC Connection Setup Complete

-
RRC Security Mode Command

-
RRC Security Mode Complete

-
RRC Connection Reconfiguration

-
RRC Connection Reconfiguration Complete

The procedure is illustrated in figure 6.18.1.4-1 below.
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Figure 6.18.1.4-1: Resumption of a previously suspended RRC connection

Steps 1 and 2 are following the legacy procedure when UE accesses the network from RRC Idle state.

4.
In msg3, a new RRC Connection Resume Request message, the UE includes its Resume Id, Authentication Token, Bearer Ind, Establishment Cause) is included. eNB uses Resume Id to associate the UE with the previously stored UE Context. Additionally, msg3 can also contain User Plane multiplexed by MAC as per existing specifications where resumed stored security context is used to encrypt the User Plane.

NOTE:
The Authentication Token can be based on the existing means to authenticate a UE at RRC re-establishment as specified in 3GPP TS 36.331. It is assumed that the final means for UE authentication at RRC Resume will be decided by RAN WG2 with assistance of SA3 if needed.

5.
In message 4, designated here as RRC Connection Resume Complete the network indicates which DRBs are resumed, furthermore it includes the Resume Id and if applicable updated L2/1 parameters.

6.
UE and eNB resume the stored security context.

7.
eNB notifies the MME about UE state change in a new S1AP message designated here as S1-AP UE Context Active. ECM in the MME enters the ECM-CONNECTED state. MME identifies that the UE returns at the eNodeB for which MME has stored information about allocated DL TEIDs for the UE.

8.
The MME sends a Modify Bearer Request message (eNodeB address, S1 TEID(s) (DL) for the accepted EPS bearers, Delay Downlink Packet Notification Request, RAT Type) per PDN connection to the Serving GW. If the Serving GW supports Modify Access Bearers Request procedure and if there is no need for the Serving GW to send the signalling to the PGW, the MME may send Modify Access Bearers Request (eNodeB address(es) and TEIDs for downlink user plane for the accepted EPS bearers, Delay Downlink Packet Notification Request) per UE to the Serving GW to optimize the signalling. The Serving GW is now able to transmit downlink data towards the UE.SGW considers UE being in Connected state.

9.
SGW provides as response to step 7.

10.
MME acks step 7.

11.
Alternatively to transmission of message 4, if message 3 included User Plane and indication that all User Plane is transmitted, the eNB can suspend the RRC connection and implicitly indicate that the User Plane was successfully received. 

Figure 6.18.1.4-2 shows a MT connection when the RRC connection was previously suspended, i.e. UE is in RRC-IDLE as described in clause 6.18.1.3 making subsequently use of the RRC Resume procedure.
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Figure 6.18.1.4-2: Resumption of a previously suspended RRC connection for the MT case

1.
UE is in 'RRC-IDLE' and 'ECM-IDLE'.

2.
SGW receives Data for a UE in Idle.

3.
SGW sends Downlink Data Notification to the MME.

4.
MME sends S1Paging message to the eNB(s). Note: MME may at first attempt page the UE using the existing S1AP association, i.e. S1AP association that was suspended as described in clause 6.x.1.3.

5.
eNB pages the UE over the radio interface.

6.
A UE RRC layer forwards the relevant information to the EMM layer. EMM layer triggers the RRC layer to attempt the RRC Resume procedure as described in clause 6.x.1.4.

7.
UE sends Random Access (legacy).

8.
eNB replies to RA (legacy).

9.
In msg3, designated here as RRC Connection Resume Request, the UE includes its Resume Id, Authentication Token, Bearer Ind, Establishment Cause). eNB uses Resume Id to associate the UE with the previously stored UE Context.

10.
In msg 4, designated here as RRC Connection Resume Complete the network indicates which DRBs are resumed, furthermore it includes the Resume Id and if applicable updated L2/1 parameters.

11.
UE and eNB resume the stored security context.

12.
eNB notifies the MME about UE state change in a new S1AP message designated here as S1-AP UE Context Active indicating 'page response'. ECM in the MME enters the ECM-CONNECTED state. MME identifies that the UE returns at the eNodeB for which MME has stored information about allocated DL TEIDs for the UE.

13.
The MME sends a Modify Bearer Request message (eNodeB address, S1 TEID(s) (DL) for the accepted EPS bearers, Delay Downlink Packet Notification Request, RAT Type) per PDN connection to the Serving GW. If the Serving GW supports Modify Access Bearers Request procedure and if there is no need for the Serving GW to send the signalling to the PGW, the MME may send Modify Access Bearers Request (eNodeB address(es) and TEIDs for downlink user plane for the accepted EPS bearers, Delay Downlink Packet Notification Request) per UE to the Serving GW to optimize the signalling. The Serving GW is now able to transmit downlink data towards the UE.SGW considers UE being in Connected state.

14.
SGW provides as response to step 12.

15.
MME acks step 11.

6.18.1.5
Resumption when AS information is not available in the eNB

If a UE attempts to resume the RRC connection and the AS information is not available in the eNB, the UE shall fall back to Connection setup procedure and send a NAS Service Request message. In this sub-clause it is assumed that the AS information is located in eNB_OLD.
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 Figure 6.18.1.5-1: Resumption attempt with no AS info available in the eNB

4.    In case that the AS info needed to resume the connection is not available to the eNB_New, the eNB_New includes the SRB indication in msg4.
5    UE interprets the SRB indication as a request to send NAS Service Request. UE sends RRC Connection Setup Complete including the NAS Services Request.
6.   NAS Services Request is forwarded from eNB_NEW to the MME (see figure 6.18.1.1-1).
7.   MME sends Initial Context Setup Request to eNB_NEW (see figure 6.18.1.1-1).

8.  eNB begins the procedure to configure the radio interface. Only the initial message is shown, the complete sequence is shown in see figure 6.18.1.1-1.

9.  MME cancels the context stored in the eNB_OLD.

10.  eNB_OLD deletes the AS info and acks step 10.

The remaining steps are the same as shown in see figure 6.18.1.1-1.
6.18.1.6
MM procedure using user plane based solution

In this sub-clause it is shown how the user plane based solution is applied for Tracking Area Update.
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 4.
In msg3, a new RRC Connection Resume Request message, the UE includes its Resume Id, Authentication Token, Establishment Cause, NAS PDU) is included. eNB uses Resume Id to associate the UE with the previously stored UE Context. Additionally, msg3 can also contain NAS PDU that contains TAU REQUEST multiplexed by MAC as per existing specifications where resumed stored security context is used to encrypt the User Plane. The lack of the ‘Bearer Ind’ indicates to the eNB that only SRB is needed. In case there is not sufficient space to include TAU REQUEST, a flag indicates a subsequent message that contains TAU REQUEST in step 5.

5.
In message 4, designated here as RRC Connection Resume Complete the network completes the contention resolution.

6.  Step 5 performed if TAU REQUEST does not fit into message 3.

7.
eNB forwards TAU REQUEST in S1AP Initial UE Message to the MME.

8.
MME sends TAU ACCEPT in S1AP Downlink NAS Transport message.

9.
eNB sends TAU ACCEPT in DL Information Transfer to the UE.

10.
eNB suspends the RRC connection. 

NOTE: 
The Above procedure assumes the eNB has a valid context for the UE. If the UE has no valid context similar concepts as for the case of data transfer related procedure apply (i.e. the eNB triggers a normal TAU and the MME cancels the context in the Old eNB)

6.18.1.7
Further aspects

If the UE performs inter-MME or inter-RAT Idle mode mobility the new MME/SGSN will perform context request from the old MME in which case the old MME cancels the UE Context in the old eNB using the information stored in the S1AP association. A SGW restart is assumed to be handled in a legacy way and a MME that is notified that a node failure occurred will cancel the UE Context in the eNB.

In case where the S1AP association is kept over a longer time period, the MME can use UE Context Modification procedure to refresh the radio interface ciphering keys as specified in TS 23.401 [8] clause 5.3.10.4.1 where the details are captured in TS 33.401 [15], see clause 7.2.9.

The proposed procedures are independent of the S-TMSI handling.

6.18.2
Impacts on existing nodes and functionality

-
MME: support for the new procedures on S1AP, i.e. the relevant S1AP procedures triggered by the 'RRC Suspend' and 'RRC Resume' procedures on the radio interface. Support for storing of the UE Context information when the RRC connection is suspended and the S1AP association is kept.

-
eNB: support for storing of UE Context with relevant radio interface parameters as well as S1AP association related parameters when UE has moved into the new CIoT RRC-Idle state by means of new 'RRC Suspend' procedure. Support for new procedures to suspend/resume the connection with the UE between the eNB and the UE as well as between the eNB and the MME.

-
UE: support for storing of relevant AS information when UE has entered into the new CIoT RRC- IDLE state by means of new 'RRC Suspend' procedure. Support for procedures needed to suspend and resume the RRC connection.

6.18.3
Solution Evaluation

This solution reduces the signaling overhead required for UE state transition from the new CIoT Idle to Connected in order to have a user plane transaction with the network and back to Idle state on the radio interface from 10 down to 5 messages and on the S1AP from 6 down to 4 messages.

The solution impacts the AS and the NAS layer.

If the User Plane fits into message 3 then the reduction is from 10 down to 4 messages including the acknowledgement of the User Plane reception.

Finally it reduces the signalling overhead and thus also improves UE battery lifetime for UEs with mobility pattern typically limited to cells configured by an eNB as well as when UEs are served by cells configured on multiple eNBs where support for UE Context transfer (including ROHC context) between eNBs (see TS 36.300) is possible.
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