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1	Introduction
At the last meeting it was agreed to support one mechanism for Access Control in NB-IoT. The details of this mechanism are to be discussed at later meetings. In this contribution we explain why it should be possible to discriminate between roaming UEs from different operators.
2	Discussion
For the existing radio accesses we have developed several different kinds of access control mechanisms. They are developed to meet requirements such as e.g. priority of CS or VoLTE services. In this regard we also have EAB with its two main characteristics which are to partition terminals into delay tolerant as well as roaming UEs. Given this, UEs configured as EAB enabled terminals can be given specific access control treatment. Now the question is what should be carried over to NB-IoT, if anything?
For today’s M2M applications an operator often equip the UEs, across all markets, with SIM cards from only one country, even though the devices will be used in many different countries. Therefore many M2M UEs are often roaming UEs. This, we believe, is very likely to be the case also for NB-IoT UEs. 
Observation 1: A large majority of NB-IoT UEs will be in constant roaming.
The classification, in existing RATs, of UEs to be delay tolerant or not is a tool to single out UEs running services which can tolerate longer barring times during network overload situations, e.g. sensor networks with metering applications. However, on an NB-IoT network one may argue that all attached UEs are delay tolerant and hence such a partitioning is maybe not needed.
Observation 2: All NB-IoT terminals will most likely be delay tolerant UEs
From these we conclude that it should be possible to discriminate between different roaming UEs, e.g. roaming UEs who has roamed to the most preferred PLMN of the country and other roaming UEs. The classification of NB-IoT UEs as delay tolerant or not is not essential for NB-IoT. However, we should compare the complexity of reusing the entire EAB mechanism versus specifying a new mechanism.
3	Conclusion
We propose:
Proposal 1: The access control mechanism for NB-IOT shall be able to discriminate between different roaming UEs, e.g. roaming UEs who has roamed to the most preferred PLMN of the country and other roaming UEs.
Proposal 2: The complexity of specifying a new mechanism where only discrimination between different types of roaming UEs is included should be compared to reusing the EAB mechanism. We should aim for the less complex of the two options.
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