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1      Introduction

The legacy connection setup procedure for idle to connected mode transition for a UE is provided in the Annex. As can be seen, there is tremendous signalling overhead involved in both the radio/Uu and S1AP interfaces. In order to reduce on this signalling (which is significant especially when it is spent to send IoT small data), SA2 agreed to the following solutions for NB-IOT [1].
· SA2 has agreed, for normative work, to progress Solution 2 (i.e. Control Plane solution for Data over NAS) as a mandatory feature for the UE and the Network and Solution 18 (i.e. User Plane solution with keeping AS context in eNB) as an optional feature.
In this contribution, we provide an overview of the agreed optional feature which is the user plane solution of storing the AS context in the UE and eNB while the UE is in idle mode. We also provide a glimpse of the necessary RRC enhancements or impacts of the solution along with way forward for progress of the work in Rel-13. 
2      Discussion
2.1     AS context reuse solution overview
In this user plane solution [2], UE needs to perform an initial connection setup to establish the NAS signalling connection and provide the UE and network with an initial AS context, as shown in the figures in annex. NAS layer is aware that subsequently no Service Requests are required as long as a valid AS context in the network is found by the AS layer. If for any reason the AS layer context is missing in the network while the UE attempts a resume procedure, the resume procedure fails and the AS layer triggers a NAS Layer service request to establish a new initial AS layer context. When the UE transitions from RRC-Connected to RRC–IDLE state, the connection is suspended and causes the UE and the network to retain the Context in RRC-IDLE mode to be used for future connections. 
2.1.1 RRC enhancements for NB-IOT to support solution 18
In this section we will discuss the RRC impacts and necessary enhancements due to the introduction of this solution as an optional feature. Some of the open aspects mentioned in the procedure are discussed as well as the required enhancements for supporting the feature with alternative options are discussed in this section. As this feature is considered optional, the inter-working with the mandatory feature solution and other general aspects are covered in [3]. 
It has been presented that the solution may require new messages or changes to existing RRC procedure as indicated by the note below.

NOTE:
Whether new messages and a new procedure is needed to suspend a RRC Connection will be investigated and decided by RAN WG2.
NOTE:
The design of the 'Resume ID' will be decided by TSG RAN.

The suspend procedure can be specified by introducing new messages and procedure or by reusing the existing RRC Connection Release message with additional signaling to indicate suspend state of the RRC Connection. If the RRC Connection Release procedure still exists for NB-IOT, it is preferred that the release procedure is also used for the suspending of the RRC Connection and the suspend indication can be one of the signaling that is needed for suspending the RRC Connection.
Proposal 1: RAN2 to agree that the legacy RRC Connection release message with an indication can be utilized for putting the UE in suspend mode and informing the UE to store its AS context for the next connection setup (with this eNB).
In the connection resumption procedure, a connection request needs to be sent to the eNB referring to the stored context. As our goal is to reuse legacy LTE messages as much as possible, we need to consider the legacy connection request and connection setup messages with relevant changes for the resume process. Based on input from other groups, we can determine if the reusing the existing messages e.g. RRC Connection Request is not feasible.

Proposal 2: RAN2 to agree that the legacy RRC Connection Request/RRC Connection Setup messages can be used as baseline for resuming the connection using solution 18.

As the legacy connection request message does not support segmentation, there is limitation on the amount of bits it can carry. We should wait to hear from RAN1 about the details on the message size of connection request message and make a decision accordingly.  
Proposal 3: RAN2 to request feedback from RAN1 regarding the message size restriction for RACH msg. 3 (RRC Connection Request).

As shown in the annex, a Resume ID, authentication token, bearer indication, establishment cause are proposed to be included as part of the request message (referred to as ‘RRC Connection Resume Request’). 

The Resume ID is proposed to be used as the identifier to refer to the stored UE context. Every time a UE enters connected state from idle, it is assigned a C-RNTI for the eNB to be able to assign radio resource to the UE. The Resume ID can reuse the C-RNTI. One aspect to consider is the number of suspended state UEs a cell should support. If the C-RNTI is included as part of the context then the C-RNTI can be used as a way of referring to the context. However, this might cause a limitation to the number of suspended state UEs that can be supported in a cell, although C-RNTI is still very large. 
Proposal 4: RAN2 to discuss about what the Resume ID should indicate and whether C-RNTI can be utilized for simplicity, in Rel.13.. 
Some form of security is provided through the authentication token potentially referring to a token generated by the UE based on its security context so that an imposter UE would not be able to generate. We feel that SA3 would have to define whether this is necessary and how this is created. Most importantly, SA3 will have to tell us how large this token needs to be to provide sufficient level of security. 
The note related to authentication token included in the connection request, as per [2] is provided below. 

NOTE:
The Authentication Token can be based on the existing means to authenticate a UE at RRC re-establishment as specified in 3GPP TS 36.331. It is assumed that the final means for UE authentication at RRC Resume will be decided by RAN WG2 with assistance of SA3 if needed.

Proposal 5: RAN2 to request feedback from SA3 regarding the authentication token to understand its need, and if the token is considered necessary, the size of such a token.
In addition, SA3 is already working on security procedure for the overall solution 18 and will provide their recommendation. Moreover, in the solution 18 description, the validity duration of the context information is not discussed. We think that the input on the overall security procedure will shed some light on this detail as well. 
Proposal 6: RAN2 to wait for SA3 feedback on the overall security procedure for solution 18 related to reusing stored security context.
Furthermore, for the connection resumption procedure, if the eNB is storing the AS context including the bearer information, and security context, it needs to be clarified whether the UE needs to provide any additional information such as the bearer indication in the Request message other than the ID to resume the connection (e.g. valid C-RNTI). It is not clear what the bearer indication refers to. It probably refers to a particular DRB that needs to be resumed. However, in NB-IOT since we have only one data bearer, we understand that this DRB needs to be resumed for the UE. 
Proposal 7: RAN2 to agree that the ‘bearer indication’ IE is not required as part of the request message during connection resumption for NB-IOT case.
 Observation: As the solution follows legacy user plane procedure for data and uses DRB for data transmission, infrequent large data transfer is intrinsically supported without any additional handling. 
3 Conclusions and proposals
In this contribution, we discussed the necessary RRC changes for supporting solution 18 (AS context reuse user plane solution) within NB-IOT as an optional feature and have the following proposals:
Proposal 1: RAN2 to agree that the legacy RRC Connection release message with an indication can be utilized for putting the UE in suspend mode and informing the UE to store its AS context for the next connection setup (with this eNB).

Proposal 2: RAN2 to agree that the legacy RRC Connection Request/RRC Connection Setup messages can be used as baseline for resuming the connection using solution 18
Proposal 3: RAN2 to request feedback from RAN1 regarding the message size restriction for RACH msg. 3 (RRC Connection Request).

Proposal 4: RAN2 to discuss about what the Resume ID should indicate and whether C-RNTI can be utilized for simplicity, in Rel.13.
Proposal 5: RAN2 to request feedback from SA3 regarding the authentication token to understand its need, and if the token is considered necessary, the size of such a token.
Proposal 6: RAN2 to wait for SA3 feedback on the overall security procedure for solution 18 related to reusing stored security context
Proposal 7: RAN2 to agree that the ‘bearer indication’ IE is not required as part of the request message during connection resumption for NB-IOT case
Observation: As the solution follows legacy user plane procedure for data and uses DRB for data transmission, infrequent large data transfer is intrinsically supported without any additional handling. 
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Figure 1. Legacy idle to connected transition connection setup [2]
RRC Suspend procedure (extracted from [2]

The RRC Suspend procedure is used at transition from RRC-Connected to RRC–IDLE state and causes the UE to retain the Context in RRC-IDLE mode:

-
the eNodeB and the UE store RRC connection related information, e.g. Access Stratum Security Context, bearer related information (incl. RoHC state information) and L2/1 parameters when applicable. The eNB provides the UE with an identifier, referred as 'Resume ID' e.g. based on the eNB ID, used to address the relevant information stored in the eNB.

NOTE:
The design of the 'Resume ID' will be decided by TSG RAN.

-
Relevant network nodes store S1-MME UE association and S1-U bearer context related information. This basically means that the S1AP UE Contexts are stored and kept in the eNB and the MME. Additionally, the eNB stores and keeps the S1-U tunnel addresses. The latter reduces the processing load on the eNB required for establishment of S1-U bearers.

-
UE's mobility behaviour is the same as in LTE RRC-Idle state, e.g. the UE applies normal or extended Idle mode DRX parameters, performs cell re-selection etc.

-
At transition to RRC-IDLE, the EMM layer enters ECM-IDLE state.
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Figure 2. RRC Suspension procedure for solution 18 [2]
RRC Resume procedure (extracted from [2])
At the transition from RRC- IDLE to RRC-CONNECTED, previously stored information in the UE as well as in the eNodeB is utilized to resume the RRC connection as shown in figure 3xx.

UE provides the previously received 'Resume ID' to be used by the eNB to access the stored information required to resume the RRC Connection. Furthermore it provides an Authentication Token used to securely identify the UE.

Relevant network nodes re-store/re-use S1-MME UE S1AP association and S1-U bearer context related information.

Given that NAS layer is aware that initial connection was setup, no NAS Service Request will be issued and thus there is no need for RRC Connection Setup Complete message that is used to carry that message.

The reduction of signalling overhead is from 9 messages on the radio interface for legacy connection setup down to 4 messages when using RRC Resume procedure as shown in the figure below. The removed messages are:

-
RRC Connection Setup Complete

-
RRC Security Mode Command

-
RRC Security Mode Complete

-
RRC Connection Reconfiguration

-
RRC Connection Reconfiguration Complete

Further steps involved in the resume procedure are in [2].
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Figure 3. RRC Resumption procedure for solution 18 [2]
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Figure 4. Resumption of a previously suspended RRC connection for MT case [2]
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